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Abstract of the contribution: This P-CR discusses the SIPTO@LN requirements, discusses why LIPA principles cannot be used and proposes a solution based on extensions to SIPTO permissions and the introduction of a “L-GW offload capability”. User consent is considered as a separate topic but this solution is compatible with such an introduction.
Discussion
SIPTO at/above RAN and SIPTO at Local Network have common aspects in terms of requirements
· SIPTO service is an operator service where the UE only requests a PDN connection to a defined APN. This APN is independent from the type of cell the UE is camping on e.g. H(e)NB cell or macro network cell.

· The mobile operator network shall be able to decide, independently from the subscriber rights and user consent aspects, and during the establishment of the PDN connection, either to no offload or to offload at/above RAN or to offload at Local Network. The mobile operator offload decision can be due to various reasons:

· The mobile operator wants to lawfully intercept the UE traffic: in this case, it can decide to not offload at the Local Network;

· The mobile operator wants to charge the UE for that type of traffic: same as for LI;

· The mobile operator prefers to offload at the Local Network for saving network resources and there is no LI or charging constraints at this time;
· The Local Network access to Internet is not available at this time: instead of rejecting the request, the mobile operator would like the PDN connection to be established with either offload at/above RAN or no offload.

· SIPTO at/above RAN and SIPTO at Local Network shall be possible in hybrid cells for both CSG and non-CSG members.
· The H(e)NB hosting party shall be able enable/disable SIPTO at Local Network per H(e)NB. This is particularly true for Hybrid cells for non-CSG members. The authorization might be different for CSG members and for non-CSG members.
· The solution shall allow to keep the Rel-10 mechanism used for SIPTO, consisting at UE mobility (e.g. detected by the MME at TAU or SGSN at RAU or movement from GERAN), in the ability for the MME/SGSN to redirect a PDN connection towards a different GW that is more appropriate for the UE's current location, by deactivating the related PDN connection indicating "reactivation requested" to the UE.

Use of LIPA concepts for SIPTO at the Local Network
· When a UE is camping in a H(e)NB cell, per above requirements for SIPTO, it shall be possible for the mobile operator to not offload the traffic, even if the UE is allowed for SIPTO@LN and has provided its consent. But with the LIPA principles, even with LIPA Conditional APN, the network cannot decide to not offload the traffic when the UE is camping in a H(e)NB: either it is offloaded or it is rejected.
· LIPA is linked to CSG. This is clearly specified in TS 23.401 clause 4.3.16: 

“LIPA is supported for APNs that are valid only when the UE is connected to a specific CSG. LIPA is also supported for "conditional" APNs that can be authorized to LIPA service when the UE is using specific CSG. APNs marked as "LIPA prohibited" or without a LIPA permission indication cannot be used for LIPA.”
TS 22.220 also makes reference to CSG: “The mobile operator shall be able to enable/disable Local IP Access per user subscription per CSG.”

Therefore, according to existing LIPA principles, LIPA cannot be used as a SIPTO@LN concept for non-CSG members in an Hybrid cell.

Other aspects

· SA2 has already concluded (as stated in LS S2-102940 on LIPA/SIPTO stage 1 clarification) that once the network allows the use of a L-GW for LIPA, there is no way to prevent the L-GW to provide connectivity to Internet. This is correct for a UE in a CSG cell explicitly requests a LIPA APN if the UE is a CSG-member.  This is not correct with the LIPA existing principles for an APN which is not a LIPA APN i.e. controlled by the mobile operator. In particular this is not correct in a Hybrid cell with non-CSG members.
· Extending the LIPA permissions, by e.g. adding a "L-GW allowed" value, will work for CSG cells, but not for hybrid cells with non-CSG members with the current LIPA principles. Changing the LIPA principles is not desirable. 
Proposed solution
· It is proposed to extend the existing SIPTO permissions, and to add a “L-GW SIPTO@LN capability” characteristic to a L-GW, as follows:
· SIPTO permissions extensions by adding one value:

· SIPTO prohibited;

· SIPTO allowed at/above RAN (same meaning and value as “SIPTO allowed” in Rel-10);

· SIPTO allowed at/above RAN and at Local Network.

· L-GW SIPTO@LN capability:

It is configured in the L-GW and provided to the Core Network at L-GW initialization. It is used by the Core Network, among other criteria, to decide to offload at the Local Network or not. 
· LHN SIPTO@LN authorization:

It is configured in the H(e)NBs of the LHN. It corresponds to the capability for the H(e)NB hosting party to enable/disable SIPTO at Local Network. It can be provided to the Core Network via S1/Iu interface. It is used by the Core Network, among other criteria, to decide to offload at the Local Network or not. For hybrid cells, there may be separate authorizations for CSG members and for non-CSG members. 
· This solution allows to further introduce the “user consent” concept in HSS or/and as a specific NAS request to the UE.
Proposed changes to TR 23.859
5.4
SIPTO at the local network

5.4.1
Key issue #SL1: Principles for session continuity for SIPTO at the local network

Editor's note: It is FFS how to support session continuity for SIPTO at the local network.

5.4.2
Key issue #SL2: SIPTO at the local network permission

5.4.2.1
General description

The activation of SIPTO@LN service requires special permission from the HPLMN operator. The HPLMN operator can configure this permission per UE, per APN, and per VPLMN basis.

· SIPTO service is an operator service where the UE only requests a PDN connection to a defined APN. This APN is independent from the type of cell the UE is camping on e.g. H(e)NB cell or macro network cell.

· The mobile operator network shall be able to decide, independently from the subscriber rights and user consent aspects, and during the establishment of the PDN connection, either to no offload or to offload at/above RAN or to offload at Local Network. The mobile operator offload decision can be due to various reasons:

· The mobile operator wants to lawfully intercept the UE traffic: in this case, it can decide to not offload at the Local Network;

· The mobile operator wants to charge the UE for that type of traffic: same as for LI;

· The mobile operator prefers to offload at the Local Network for saving network resources and there is no LI or charging constraints at this time;

· The Local Network access to Internet is not available at this time: instead of rejecting the request, the mobile operator would like the PDN connection to be established with either offload at/above RAN or no offload.

· SIPTO at/above RAN and SIPTO at Local Network shall be possible in hybrid cells for both CSG and non-CSG members.

· The H(e)NB hosting party shall be able enable/disable SIPTO at Local Network per H(e)NB. This is particularly true for Hybrid cells for non-CSG members. The authorization might be different for CSG members and for non-CSG members.

· The solution shall allow to keep the Rel-10 mechanism used for SIPTO, consisting at UE mobility (e.g. detected by the MME at TAU or SGSN at RAU or movement from GERAN), in the ability for the MME/SGSN to redirect a PDN connection towards a different GW that is more appropriate for the UE's current location, by deactivating the related PDN connection indicating "reactivation requested" to the UE.
5.4.2.2
Solution 1

A solution similar to the Rel-10 SIPTO solution, which has added SIPTO specific permission information to each APNs, can be used: a new parameter indicating that SIPTO at the local network is allowed or not for the given UE with the given APN can be added to the subscription information. Moreover in a similar manner as in case of SIPTO Rel-10 solution the HPLMN can indicate to the VPLMN if SIPTO at the local network is allowed or not for a given user.
5.4.2.x
Solution x

· It is proposed to extend the existing SIPTO permissions, and to add a “L-GW SIPTO@LN capability” characteristic to a L-GW, as follows:

· SIPTO permissions extensions by adding one value:

· SIPTO prohibited;

· SIPTO allowed at/above RAN (same meaning and value as “SIPTO allowed” in Rel-10);

· SIPTO allowed at/above RAN and at Local Network.

· L-GW SIPTO@LN capability:

It is configured in the L-GW and provided to the Core Network at L-GW initialization. It is used by the Core Network, among other criteria, to decide to offload at the Local Network or not. 

· LHN SIPTO@LN authorization:

It is configured in the H(e)NBs of the LHN. It corresponds to the capability for the H(e)NB hosting party to enable/disable SIPTO at Local Network. It can be provided to the Core Network via S1/Iu interface. It is used by the Core Network, among other criteria, to decide to offload at the Local Network or not. For hybrid cells, there may be separate authorizations for CSG members and for non-CSG members. 
· This solution allows to further introduce the “user consent” concept in HSS or/and as a specific NAS request to the UE.
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