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1. Abstract of the contribution

This document aims to make the clarification that the tunnel flow description information usage for QoS treatment in BBF.
2. Discussion
2.1 new definition, tunnel flow description information
It’s already agreed that the BNG may perform QoS treatment including enforcing UE bandwidth limitation based on the information (including QoS rules) received over S9* via the BPCF. And different could be used for the traffic flow detection for the QoS treatment usage in BBF, inclding UE specific/femto specific/UE and DSCP specific which is determined suitable for the Fixed Broadband Access network.

For the BBF could enforce the QoS treatment to the target flow traffic, at least the tunnel flow description information should be defined. The reason why here say here at least is that maybe more additional parameters (e.g., DSCP value, in case that when UE and DSCP granularity QoS treatment is performed in BBF) are needed for the target flow description. But this is the different granularity flow description issue is between PCRF and BPCF, PCRF should always be aware of the tunnel flow description information. For this reason, a definition of the tunnel flow description information was proposed to be added in section 3.1 definitions.   
2.2 Analysis, why the another end point for the tunnel is needed  

As the tunnel flow description information is used for traffic flow detection in BBF, e.g. source and destination IP address and optionally UDP source port number (if NAT is detected).  The now specified UE local IP address /H(e)NB local IP address and optionally UDP source port number (if NAT is detected) are not enough for this purpose. The another end point for the tunnel such as SeGW IP@/ePDG IP @/PDN GW IP @ should be included for the flow description when considering that a single UE could simultaneously connect via WLAN to EPC traffic and connect to WLAN local network with the single local IP access as in figure 1. 
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Figure 1
For the BBAI block I standard, it’s necessary to document clearly that:

· UE local IP address/ H(e)NB local IP address is only for the BPCF discovery;

· The Tunnel Flow Description Information, at least includes source IP address (i.e the UE Local Ip address or the H(e)NB Local IP address) and destination IP (i.e. the IP address of the tunnel end-point in ePDG/PDN GW/SeGW) address and optionally UDP source port number (if NAT is detected) is for the target traffic flow detection in BBF.
2.3 How the Tunnel Flow Description Information transfer to PCRF 
This ePDG/PDN GW/SeGW IP address could be preconfigured in Fixed Broadband Access network or transferred together with the UE/H(e)NB local IP address and the optional UDP port to PCRF and further to BPCF over S9*. 
Since the reconfiguration method will bring much complexity to BBF packet handing, it’s recommended to transfer the tunnel description information through Gxb*/S2b, Gx etc.  
2.4 affected sections/procedures

The flowing sections in TS 23.139 are affected. 

Affected sections:
3.1, 6.3.3, 5.1.1,5.2, 7.2, 8.1.1, 8.1.1, 8.1.5, 8.2.5, 9.1, 9.2. 
Clarifications：

1) For section 3.1: Add the new definition“Tunnel Flow Description Information”.
2) For section 6.3.3: Clarify that the traffic flow bandwidth limitation could be different granularity, UE specific, H(e)NB specific, or UE and DSCP specific. And also clarified that as one of the essential parameters of the Flow Description Information, the SeGW IP address (in case of H(e)NB), the ePDG IP address( in case of S2b and untrusted S2c), or the PDN GW IP address( in case of trusted S2c ) should be aware by the BNG. And proposed that the IP address shall be transferred together with the UE/H(e)NB local IP address and the optional UDP port to PCRF and further to BPCF via S9*, when considering the preconfigured method will bring much more complex to the BBF access network. 
3) For section 5.1.1: Clarify that the ePDG is enhanced to transport UE Local IP address for BPCF discovery, and Tunnel Flow Description Information for the potential traffic flow QoS treatment in BBF. 
4) For section 5.2: The same clarification to the interface reference point: Gx, Gxb, S2b, S9, S9*. 
The UE/H(e)NB Local IP address and/or FQDN information is needed to be carried through S9 to vPCRF for vPCRF to find the right BPCF. But this information is needed to be transferred through S9* between hPCRF/vPCRF to BPCF since we consider the hPCRF/vPCRF has already known the BPCF information before it sent message to BPCF.
5) For section 7.2：During S2b initial attach procedure, It is clarified The UE local IP address (for BPCF discovery) and Tunnel Flow Description Information ( for the flow bandwidth treatment in BBF) are included in the Create Session Request message. And these information should be forward to PCRF.
6) For section 8.1.1: The same clarification to In the Initial Attach with DSMIPv6 on S2c to trusted procedure.
7) For section 8.1.5: The same as above.
8) For Section 8.2.1: The same logic as 6). 

9) For section 8.2.5: The same logic as 6).
10) For section 9.1：In the eUTRAN initial attach procedure, the HeNB sends the Tunnel Flow Description Information, HeNB local IP address and/or FQDN in the UE initial message. And these information should be transfer to PCRF. For the gateway control and QoS provision procedure, the Tunnel Flow Description Information should be transferred with the QoS information to BPCF. 
11) For section 9.2: The same clarification for the Initial E-UTRAN Attach with PMIP-based S5 or S8 procedure.
And if these proposals are approved in the TS also revision of TR is required adding the definitions and modification of the same procedures.
3. Proposal
This document proposes the following changes be updated for the tunnel description information definition and transferring to BPCF for the target traffic QoS treatment in BBF. 
* * * Start of 1st Change * * *  
3.1
Definitions
For the purposes of the present document, the terms and definitions given in TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [1].

3GPP Femto:  Refers to the HNB and HeNB NEs as defined by 3GPP. The HNB GW is always required for the HNB architecture while the HeNB GW is option for the HeNB.  

UE local IP address is defined as: either the public IP address assigned to the UE connected to a BBF access network via a WLAN by the BBF domain in the no-NAT case, or the public IP address assigned by the BBF domain to the NATed RG that is used for this UE.

H(e)NB local IP address is defined as: either the public IP address assigned to the H(e)NB by the BBF domain in the no-NAT case, or the public IP address assigned by the BBF domain to the NATed RG that is used for this H(e)NB.

Tunnel Flow Description Information is defined as: the information which describes the Tunnel traffic flow (i.e IPsec tunnel for s2b/H(e)NB or DSMIPv6 for untrusted S2c), at least includes source IP address (i.e the UE Local Ip address or the H(e)NB Local IP address) and destination IP (i.e. the IP address of the tunnel end-point in ePDG/PDN GW/SeGW) address and optionally UDP source port number (if NAT is detected) for the target traffic flow detection in BBF.
* * * End of 1st Change* * * *
* * * Start of 2nd Change * * *  
6.3.3
Uplink

For the WLAN case, DSCP marking may be performed by the UE by means of reflective QoS. The UE creates a 5-tuple rule from the corresponding downlink 5-tuple derived from the downlink IP traffic. It associates that uplink rule with the DSCP received in corresponding downlink 5-tuple. Each uplink packet matching that uplink rule is marked with the associated DSCP.
For IP flows initiated from the UE, uplink packets will not be marked until a marked downlink packet is received with the downlink n-tuple that matches the received uplink n-tuple.

Some clarifications to the function of reflective QoS in the UE (this describes only the logical function for the reflective QoS marking, the implementation might be differently):
· For each incoming downlink IP packet the UE checks if a DSCP marking rule for the n-tuple of this IP packet exists. If the rule does not exist, then a new marking rule is added. Otherwise, the DSCP value and the time stamp for this marking rule are set.

· The uplink n-tuple in each marking rule is made from the downlink n-tuple of that rule by swapping address (and port) destination and source.

· For each outgoing IP packet the UE checks if a marking rule for this IP packet exists. If the n-tuple of the packet matches the uplink n-tuple of a marking rule, then the DSCP value of the packet is set to the DSCP value of that marking rule. The time stamp for that rule is set.

· For tunneled scenarios, the n-tuples correspond to the n-tuples of the inner header of the packet. In all scenarios, the DSCP value of the marking rule is the DSCP value of the outer header of the packet. This in both downlink and uplink direction.

· A marking rule is removed when a certain period of time has passed since the time stamp.

· The function of reflective QoS will overwrite DSCP markings set by the UE application.
The Fixed Broadband Access implements bandwidth limitation on a per-line granularity. However, at this point in time, Fixed Broadband Access does not implement per-device bandwidth limitation in the RG. Therefore, the UE may take more uplink resources between RG and PDN GW then it was entitled to by S9* admission control (e.g. the UE might set the DSCP incorrectly). Fixed Broadband Access might implement a number of mechanisms to protect the Fixed Broadband Access network from a misbehaving UE :

· The RG might have pre-configured rules to allow only 3GPP UEs to set DSCP. Distinguishing 3GPP UE from other devices might for example be based on authentication (always EAP-AKA for 3GPP UEs) or from packet destination address (always ePDG/PGW for S2b/S2c). 

· The BNG may enforce traffic flow bandwidth limitation based on the information (including QoS rules and the Tunnel Flow Description Information) received over S9* via the BPCF. These rules may have a different granularity as determined suitable for the Fixed Broadband Access network (e.g. in a scenario with user place confidentiality protection). The granularity may be on per UE basis, per H(e)NB basis, or a per UE and DSCP basis.
NOTE: 
As one of the essential parameters of the Flow Description Information, the SeGW IP address (in case of H(e)NB), the ePDG IP address( in case of S2b and untrusted S2c), or the PDN GW IP address( in case of trusted S2c ) should be aware by the BNG. This IP address shall be transferred together with the UE/H(e)NB local IP address and the optional UDP port to PCRF and further to BPCF via S9*. 
For the H(e)NB case, DSCP marking is performed by the H(e)NB according to the QoS information of the EPS bearer/PDP context. The H(e)NB shall copy the marking to the outer header. 
Editor’s note: Use of reflective QoS by the H(e)NB will eliminate the requirement for the H(e)NB to be aware of inter operator DSCP marking agreements. Therefore the use of reflective QoS by the H(e)NB needs to be evaluated. 
The RG and BNG located in between the H(e)NB and the SeGW/H(e)NB GW and between the UE and ePDG/PDN GW may perform QoS treatment and QoS remapping based on DSCP value of the outer IP header.
For the control plane in the H(e)NB case, the QoS associated with control plane traffic (e.g. H(e)NB management traffic, Iu/S1 messages) could be preconfigured in the H(e)NB for uplink. The H(e)NB marks the relevant message traffic with the appropriate DSCP according to the preconfigured QoS. It then copies the DSCP from the inner header to the outer header to ensure the correct QoS treatment in the tunnel before it gets into it.

* * * End of 2nd Change* * * *

* * * Start of 3rd Change * * *  
5.1.1
3GPP network elements
The 3GPP network elements are defined in details in 3GPP TS 23.401 [2] and 3GPP TS 23.402 [3].

5.1.1.1
ePDG

The details of functionality of ePDG are described TS 23.402 [3].

The following enhancements are applicable: To support initiation of S9* session from the PCRF when using untrusted access procedures, the ePDG is enhanced to transport UE Local IP address, Tunnel Flow Description Information to the PCRF via the Gxb* in untrusted S2c and S2b PMIP-based or via the S2b reference points in case of S2b GTP-based.

* * * End of 3rd Change* * * *
* * * Start of 4th Change * * *  
5.2
Reference Points

The reference point S1-MME, S1-U, S3, S4, S10, S11 are defined in TS 23.401[2]. The reference points , S2c, S6a, S6b, SWx, SWa, SWm, SWn, SWu, SGi, Rx, Gxc are defined in TS 23.402 [3]. 

Gx

For purpose of BBF interworking it transfers Tunnel Flow Description Information , UE/H(e)NB Local IP address, and/or FQDN of BBF access network at which the H(e)NB is connected to.

Gxb*
It connects the ePDG with the PCRF and transports UE Local IP address, Tunnel Flow Description Information. It is used in untrusted S2c and S2b-PMIP case .This information triggers the PCRF to initiate the S9* session.

S2b
For purpose of BBF interworking it transfers Tunnel Flow Description Information, UE Local IP address and and/or FQDN of BBF access network at which the H(e)NB is connected to  in cases of S2b-GTP. The UE Local IP address and and/or FQDN  information is for the PCRF to initiate the S9* session establishment towards the right BPCF. 
S15
It supports the initiation, modification and termination of sessions between the HNB GW and PCRF to support CS sessions. This interface triggers the PCRF to request allocation of resources in the Fixed Broadband access network for CS sessions.

S9

For BBF interworking for WLAN UE roaming with home routed access and S2b/Gx being used to trigger the PCRF to initiate the S9* session establishment, or for BBF interworking using GTP Home Routed Traffic for H(e)NB, the S9 interface is enhanced to carry from the H-PCRF to the V-PCRF the Tunnel Flow Description Information, the UE/H(e)NB Local IP address and/or FQDN of Fixed Broadband access network at which the H(e)NB is connected to.
S9*
For purpose of BBF interworking it provides transfer of dynamic QoS control policies (QoS) from the Home PCRF to the BBF Policy BPCF and in roaming scenario from the Visited PCRF and to the BBF Policy BPCF. Furthermore the S9* carry from the H-PCRF/V-PCRF the Tunnel Flow Description Information, . The S9* is based on enhancement of S9 reference point for supporting interworking with BBF Policy Framework.

SWa
For purpose of BBF interworking it connects the BBF AAA proxy with the 3GPP AAA Server/Proxy and transports access authentication, authorization and charging-related information in a secure manner.

STa
For purpose of BBF interworking it connects the BBF AAA proxy with the 3GPP AAA Server/Proxy and transports access authentication, authorization, mobility parameters and charging-related information in a secure manner.

The Reference points within the BBF access network are defined in BBF TR-058 [7], BBF TR-101 [8], BBF WT-145 [10] and BBF WT-134 [11] and they are considered out of the scope of 3GPP.
* * * End of 4th Change* * * *
* * * Start of 5th Change * * *  
7.2
Initial Attach 
This subclause is related to the case when the UE powers-on in a Fixed Broadband access network via PMIPv6 or GTPv2 based S2b interface.
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Figure 7.2-1: Initial attachment 

If dynamic policy provisioning over S9* is not deployed, the optional steps A.2, B.2, B.3 and 4 do not occur. Instead, the Fixed Broadband Access Network may employ local policies.
Depending on scenario, either the steps shown in (A) or the steps in (B) are preformed. Details for S9* session establishment and when (A) or (B) is used for S9* session establishment are described in TS23.203 [4].
1.
The UE may perform the 3GPP based (EAP) access authentication procedure involving the Fixed Broadband Access network as specified in TS23.402 [3] subclause 7.2.1 step 1. As part of this step, the permanent user identity (IMSI) is provided from the 3GPP AAA Server to the Fixed Broadband Access network. 

2.
The UE receives a local IP address from the Fixed Broadband Access Network. How this is done is out of 3GPP scope, but it may involve IP address assignment by an RG or a BNG.

A. 
Triggered by steps 1 and 2, the BPCF is informed about the UE accessing over Fixed Broadband Access. How this is done is out of 3GPP scope. When the BPCF receives the trigger and policy interworking with PCRF is supported, the BPCF initiates S9* session establishment as specified in TS23.203 [4]. The BPCF includes the IMSI, IP-CAN type and UE local IP address in the message to the PCRF. 

3. The description of the PDN connection setup procedure is the same as for steps 2-9 in TS 23.402[3], subclause 7.2.1 or 7.2.4, with the following additions: The UE local IP address and Tunnel Flow Description Information are also included in the Create Session Request message.  The UE local IP address and Tunnel Flow Description Information are forwarded to the PCRF in IP-CAN Session Establishment procedure.

B.  Depending on interface used at S2b, either the steps B1/B2 or the step B3 are preformed. The steps B1/B2 are only applicable when S2b PMIPv6 is used. The steps B3 is only applicable when S2b GTP is used.
B1.
 Triggered by the IKEv2 tunnel releasing in step 1, the ePDG initiates Gxb* session establishment with the PCRF by using Gateway Control Session establishment procedure as specified in TS23.203 [4]. The ePDG includes the IMSI, APN, IP-CAN type, UE IP address allocated by EPC, the UE local IP address and Tunnel Flow Description Information.

B2. Optionally and triggered by the Gateway Control Session establishment in B1, the PCRF (for non-roaming case) and the V-PCRF (for home routed and visited access roaming case) initiates Gateway Control Session establishment with the BPCF to establish S9* Session  and the S9 ession to the H-PCRF as specified in TS23.203 [4]. The IMSI, IP-CAN type, Tunnel Flow Description Information needs to be included in the request message when sending to the BPCF.

B3. Triggered by the Gx session establishment, the PCRF for non-roaming, the V-PCRF for visited access and H-PCRF for home routed roaming case initiates Gateway Control Session establishment with the BPCF to establish S9* Session as specified in TS23.203 [4]. The IMSI, IP-CAN type, Tunnel Flow Description Information needs to be included in the request message which sending to the BPCF.

4.  The Gateway Control and QoS Rules provision procedure may be initiated by the PCRF towards the BPCF as specified in TS23.203 [4], with the following additions: Tunnel Flow Description Information. In roaming scenario, the H-PCRF will initiate the procedure over S9 towards the V-PCRF and the V-PCRF in turns initiates the procedure over S9* towards the BPCF.
5. 
The BPCF may interact with the BNG, e.g. to download policies, as defined by Fixed Broadband Access Policy Framework specifications WT-134 [11] and WT-203 [6]. This step is out of 3GPP scope.
* * * End of 5th Change* * * *
* * * Start of 6th Change * * *  
8.1.1
Initial Attach with DSMIPv6 on S2c to trusted Fixed Broadband Access
Editor’s note: this procedure is based on TS 23.402, clause 6.3

This clause is related to the case when the UE attaches to a Fixed Broadband Access which is considered trusted. In this case only S2c procedures can be used in building block 1. 
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Figure 8.1.1-1: Initial attachment with DSMIPv6 when S2c is used for roaming, non-roaming and LBO

The home routed roaming, LBO and non-roaming scenarios are depicted in the figure.

-
In the LBO case, the 3GPP AAA Proxy acts as an intermediary, forwarding messages from the 3GPP AAA Server in the HPLMN to the PDN GW in the VPLMN and visa versa. Messages between the PDN GW in the VPLMN and the hPCRF in the HPLMN are forwarded by the vPCRF in the VPLMN.

-
In the non-roaming case, the vPCRF and the 3GPP AAA Proxy are not involved.

If dynamic policy provisioning over S9* is not deployed, the optional steps A.2, B.1 and 8 do not occur. Instead, the Fixed Broadband Access Network may employ BBF Local policies.
Depending on scenario, either the steps shown in (A) or the steps in (B) are preformed. Details for S9* session establishment and when (A) or (B) is used for S9* session establishment are described in TS 23.203, clause H3.4.
1. 
The UE may perform the 3GPP based (EAP) access authentication procedure involving the Fixed Broadband Access network. As part of this step, the permanent user identity (IMSI) is provided from the 3GPP AAA Server to the Fixed Broadband Access network

2. 
The UE receives a local IP address from the Fixed Broadband Access Network which is used as CoA in S2c signalling. How this is done is out of 3GPP scope, but it may involve IP address assignment by an RG or a BNG

A.1 Triggered by steps 1 and 2, the BPCF is informed about the UE accessing over Fixed Broadband Access. How this is done is out of 3GPP scope.
A.2 If the BPCF receives the trigger in step A.1 and policy interworking with PCRF is supported, the BPCF initiates S9* session establishment. The BPCF includes IMSI, and IP-CAN type in the message to the PCRF. The details of how the BPCF is notified about the UE connecting in steps 1-A.1 is out of scope for 3GPP specifications.

3. The description of this step is the same as for steps 4-7 in TS 23.402, clause 6.3, with the following information: The UE local IP address (i.e. CoA) and Tunnel Flow Description Information (if NAT is detected) are forwarded to the PCRF in step 6 of TS 23.402, clause 6.3 (i.e. IP-CAN session establishment procedure).
B.1 Triggered by the IP-CAN Session establishment from the PDN GW, the PCRF initiate the S9* session establishment with the BPCF. Tunnel Flow Description Information, IP-CAN type, QoS parameters (e.g. QCI, ARP), and optionally the IMSI, needs to be included in the request message sending to the BPCF. 4. The Gateway Control and QoS Rules provision procedure may be initiated by the PCRF towards the BPCF.

5. The BPCF may interact with the BNG, e.g. to download policies, as defined by BBF Policy Framework specifications WT-134 [11] and WT-203 [6]. This step is out of 3GPP scope.

* * * End of 6th Change* * * *
* * * Start of 7th Change * * *  
8.1.5 
E-UTRAN to Trusted Fixed Broadband Access Handover with DSMIPv6 on S2c

Editor’s note: this procedure is based on TS 23.402, clause 8.4.2

This clause shows a call flow for a handover when a UE moves from an E-UTRAN to an trusted Fixed Broadband Access network.
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Figure 8.1.5-1: E-UTRAN to Trusted Fixed Broadband Access Handover with DSMIPv6 on s2c
Both the roaming and non-roaming scenarios are depicted in the figure. 

The optional interaction steps between the gateways and the PCRF in the procedures only occur if dynamic policy provisioning is deployed. Otherwise Fixed Broadband Access network may employ BBF local policies.
Depending on scenario, either the steps shown in (A) or the steps in (B) are preformed. Details for S9* session establishment and when (A) or (B) is used for S9* session establishment are described TS 23.203, clause H.3.4.
For connectivity to multiple PDNs, steps B.1 to 6 are repeated for each PDN.
2)  The UE may perform the 3GPP-based (EAP) access authentication procedure involving the Fixed Broadband Access network. As part of this step, the permanent user identity (IMSI) is provided from the 3GPP AAA Server to the Fixed Broadband Access network. 

3)
The UE receives a local IP address (i.e. CoA) from the Fixed Broadband Access Network. How this is done is out of 3GPP scope, but it may involve IP address assignment by an RG or a BNG.

A.1) Triggered by steps 3 and 4, the BPCF is informed about the UE accessing over Fixed Broadband Access. How this is done is out of 3GPP scope.

A.2) 
If the BPCF receives the trigger in step A.1 and policy interworking with fixed accesses is supported, the BPCF initiates S9* session establishment. The BPCF includes IMSI , and IP-CAN type in the message to the PCRF. The details of how the BPCF is notified about the UE connecting in steps 3-A.1 is out of scope for 3GPP specifications.

4) The description of these steps are the same as for steps 6-11 in TS 23.402, c clause 8.4.2, excluding step 10. The UE local IP address and Tunnel Flow Description Information are forwarded to the PCRF in step 7.
B.1) Triggered by the IP-CAN Session establishment from the PDN GW, the PCRF initiate the S9* session establishment with the BPCF. Tunnel Flow Description Information, IP-CAN type, QoS parameters (e.g. QCI, ARP), and optionally the IMSI, needs to be included in the request message which sending to the BPCF.
5) The Gateway Control and QoS Rules provision procedure may be initiated by the PCRF towards the BPCF.. Depending on the reply from the BPCF, the PCRF may update the PCC rules in the PCEF

6) The BPCF may interact with the BNG, e.g. to download policies, as defined by BBF Policy Framework specification s WT-134 [11] and WT-203 [6]. This step is out of 3GPP scope.

7) The description of this step is the same as for step 12 in TS 23.402, clause 8.4.2

* * * End of 7th Change* * * *
* * * Start of 8th Change * * *  
8.2.1
Initial Attach with DSMIPv6 on S2c to untrusted Fixed Broadband Access
Editor’s note: this procedure is based on TS 23.402, clause 7.3

This clause is related to the case when the UE attaches to a Fixed Broadband Access which is considered untrusted. In this case only S2c procedures can be used. 
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Figure 8.2.1-1: Initial attachment when S2c is used for roaming, non-roaming and LBO

The home routed roaming, LBO and non-roaming scenarios are depicted in the figure.

-
In the LBO case, the 3GPP AAA Proxy acts as an intermediary, forwarding messages from the 3GPP AAA Server in the HPLMN to the PDN GW in the VPLMN and visa versa. Messages between the PDN GW in the VPLMN and the hPCRF in the HPLMN are forwarded by the vPCRF in the VPLMN.

-
In the non-roaming case, the vPCRF and the 3GPP AAA Proxy are not involved.

If dynamic policy provisioning over S9* is not deployed, the optional stepsA.2，B and 12 do not occur. Instead, the Fixed Broadband Access Network may employ BBF Local policies.
Depending on scenario, either the steps shown in (A) or the steps in (B) are preformed. Details for S9* session establishment and when (A) or (B) is used for S9* session establishment are described in TS 23.203, clause H.3.4.
1.  The UE may perform the 3GPP based (EAP) access authentication procedure involving the Fixed Broadband Access network. As part of this step, the permanent user identity (IMSI) is provided from the 3GPP AAA Server to the Fixed Broadband Access network.

2. The UE receives a local IP address from the Fixed Broadband Access Network. How this is done is out of 3GPP scope, but it may involve IP address assignment by an RG or a BNG. 

A.1. Triggered by steps 1 and 2, the BPCF is informed about the UE accessing over Fixed Broadband Access. How this is done is out of 3GPP scope.

A.2. If the BPCF receives the trigger in step A.1 and policy interworking with PCRF is supported, the BPCF initiates S9* session establishment. The BPCF includes IMSI, , and IP-CAN type in the message to the PCRF. The details of how the BPCF is notified about the UE connecting in steps 1-A.1 is out of scope for 3GPP specifications.
3. The description of this step is the same as for steps 2 in TS 23.402, clause 7.3

B1. The ePDG initiates Gxb* session establishment by using Gateway Control Session establishment procedure with the PCRF. The ePDG includes the IMSI, IP-CAN type, Care of Address and UE local IP address and Tunnel Flow Description Information to the PCRF. For roaming case, the ePDG initiates Gateway Control Session establishment procedure with the v-PCRF. The ePDG includes IMSI, IP-CAN type, Care of Addressand UE local IP address and Tunnel Flow Description Information to the vPCRF. When the v-PCRF receives a Gateway Control Session establishment request, the v-PCRF shall initiate S9 session establishment/modification procedure. The v-PCRF sends a S9 session establishment request to the h-PCRF with the information received over Gxb* interface excluding UE local IP address and Tunnel Flow Description Information.
B.2 Triggered by the Gxb* session establishment, the PCRF (non-roaming case) or the v-PCRF (roaming case) initiates Gateway Control Session establishment with the BPCF to establish S9* Session. The IMSI, IP-CAN type, Tunnel Flow Description Informationneeds to be included in the request message which is sent to the BPCF.
4. The description of this step is the same as for steps 3-10in TS 23.402, clause 7.3. 5. The Gateway Control and QoS Rules provision procedure may be initiated by the PCRF towards the BPCF with the following information: Tunnel Flow Description Information.
5. The Gateway Control and QoS Rules provision procedure may be initiated by the PCRF towards the BPCF.
6. The BPCF may interact with the BNG, e.g. to download policies. This step is out of 3GPP scope.
* * * end of 8th Change * * *  
* * * Start of 9th Change * * *  
8.2.5 
E-UTRAN to untrusted Fixed Broadband Access Handover with DSMIPv6 on S2c

Editor’s note: this procedure is based on TS 23.402, clause 8.4.3

This clause shows a call flow for a handover when a UE moves from an E-UTRAN to an untrusted Fixed Broadband Access network.
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Figure 8.2.5-1: E-UTRAN to untrusted Fixed Broadband Access Handover with DSMIPv6 on s2c
Both the roaming and non-roaming scenarios are depicted in the figure. 

The optional interaction steps between the gateways and the PCRF in the procedures only occur if dynamic policy provisioning is deployed. Otherwise Fixed Broadband Access network may employ BBF local policies.
Depending on scenario, either the steps shown in (A) or the steps in (B) are preformed. Details for S9* session establishment and when (A) or (B) is used for S9* session establishment are described in TS 23.203, clause H.3.4.  

For connectivity to multiple PDN steps 5 to 6 are repeated for each PDN connection.
1) This step is the same as steps 1-3 in 23.402, clause 8.4.3, with the following addition: As part of the 3GPP-based authentication, the permanent user identity (IMSI) is provided from the 3GPP AAA Server to the Fixed Broadband Access network

2)  The UE receives a local IP address from the Fixed Broadband Access Network. How this is done is out of 3GPP scope, but it may involve IP address assignment by an RG or a BNG.

A.1) Triggered by steps 3 and 4, the BPCF is informed about the UE accessing over Fixed Broadband Access. How this is done is out of 3GPP scope.A.2) 
If the BPCF receives the trigger in step A.1 and policy interworking with fixed accesses is supported, the BPCF initiates S9* session establishment. The BPCF includes IMSI, , and IP-CAN type in the message to the PCRF. The details of how the BPCF is notified about the UE connecting in steps 3-A.1 is out of scope for 3GPP specifications.
3) The description of this step is the same as for steps 3 in TS 23.402, clause 8.4.3.

B.1)
The ePDG initiates Gxb* session establishment by using Gateway Control Session establishment procedure with the PCRF. The ePDG includes the IMSI, IP-CAN type, Care of Address and UE local IP address and Tunnel Flow Description Information to the PCRF.

For roaming case, the ePDG initiates Gateway Control Session establishment procedure with the v-PCRF. The ePDG contains IMSI, IP-CAN type, Care of Address and UE local IP address and Tunnel Flow Description Information in the request message. When the v-PCRF receives a Gateway Control Session establishment request, the v-PCRF shall initiate S9 session establishment/modification procedure. The v-PCRF sends a S9 session establishment request to the h-PCRF with the information received over Gxb* interface excluding tunnelled traffic related info (e.g. Tunnel Flow Description Information).

B.2) 
Triggered by the Gxb* session establishment, the PCRF (non-roaming case) or the v-PCRF (roaming case) initiates Gateway Control Session establishment with the BPCF to establish S9* Session. The IMSI, IP-CAN type, Tunnel Flow Description Information needs to be included in the request message which sending to the BPCF.
4) The description of this step is the same as for steps 5-10 in TS 23.402, clause 8.4.3.

5) The Gateway Control and QoS Rules provision procedure may be initiated by the PCRF towards the BPCF. with the following information: flow description information (e.g., Tunnel Flow Description Information). Depending on the reply from the BPCF, the PCRF may update the PCC rules in the PCEF.
6) The BPCF may interact with the BNG, e.g. to download policies, as defined by BBF Policy Framework specification s WT-134 [11] and WT-203 [6]. This step is out of 3GPP scope.

7) The description of this step is the same as for step 11 in TS 23.402, clause 8.4.3.

* * * End of 9th Change* * * *
* * * Start of 10th Change* * * *
9.1 Procedures for Fixed Broadband Access network using HeNB

9.1.1
E-UTRAN Initial Attach

This clause is related to the case when the UE performs initial attachment to the E-UTRAN network via a HeNB. The HeNB is already registered in the network.

NOTE: 
Enhancements to the Initial Attach procedure rest on the assumption that the HeNB sends the Tunnel Flow Description Information, HeNB local IP address, and/or the FQDN of the fixed Broadband access networks to the MME in UE associated S1 signalling (refer to the definition of Initial UE Message in TS 36.413)
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Fixed Broadband  Access  

14. IP - CAN session  establishment/Modification  

 Figure 9.1.1: UE Attach procedure via HeNB
Step 1 The description of this step is the same as for step 1 in TS 23.401, clause 5.3.2.1

Step 2 The description of this step is the same as for step 1 in TS 23.401, clause 5.3.2.1 with the following additional information:  Tunnel Flow Description Information , the HeNB local IP address, and/or the FQDN of the fixed Broadband access networks

Steps 3-14  are the same as in TS 23.401 clause 5.3.2.1 with the following additional information included in Create Bearer Request message sending between MME and SGW, and between SGW and PGW: Tunnel Flow Description Information, HeNB Local IP address, and/or the FQDN of the fixed broadband access network.

.Step 14.1 The PCRF sends the Gateway Control Session establishment/QoS Rules provisioning message to the BPCF per TS 23.203.  The message includes the IMSI, Tunnel Flow Description Information.

Once this step completes the PCRF is aware the fact that the UE is connected to the network via a 3GPP Femto and checks first whether sufficient resources are available in the BBF access before it provisions PCC rules at the PCEF. 

14.2. The PCRF acknowledges the IP CAN session establishment/modification. 

Steps 15-26 are the same as in TS 23.401 clause 5.3.2.1 

9.1.3
UE requested PDN connection Establishment

 Per TS 23.401 clause 5.10.2 this procedure is executed when the UE requests connectivity to a PDN.
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Figure 9.1.3 UE requested PDN connection

Steps 1-4 are the same as in TS 23.401 clause 5.10.2, with the following additional information included in Create Bearer Request message sending between MME and SGW, and between SGW and PGW: Tunnel Flow Description Information, HeNB Local IP address, and/or the FQDN of the fixed broadband access network. The new steps are as follows

4.1.The PCRF sends the GW Control and QoS Rule Provision (QoS-Rule with the QoS information) message to BPCF. The QoS-Rule with the QoS information indicates the BPCF how to modify the corresponding resources in BBF access network. In roaming scenario, the H-PCRF will initiate the procedure over S9 towards the V-PCRF and the V-PCRF in turns initiates the procedure over S9* towards the BPCF. The BBF Access Network performs admission control based on the rules provisioned to it, and establishes all necessary resources and configuration in the BBF access network. The details of this are out of the scope of this specification.

4.2. The PCRF acknowledges the IP CAN session establishment/modification
The remaining steps are the same as step 5-16 of TS 23.401 clause 5.10.2.

* * * End of 10th Change* * * *
* * * Start of 11th Change * * *  
9.2
Procedures for Fixed Broadband Access network using HeNB - PMIP

9.2.1 
Initial E-UTRAN Attach with PMIP-based S5 or S8

This clause is related to the case when the UE performs initial attachment to the E-UTRAN network via a HeNB. The HeNB is already registered in the network.

NOTE: 
Enhancements to the Initial Attach procedure rest on the assumption that the HeNB sends the Tunnel Flow Description Information, HeNB local IP addressand/or the FQDN of the fixed Broadband  access networks to the MME in UE associated S1 signalling (refer to the definition of Initial UE Message in TS 36.413)
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Figure 9.2.1-1 : Initial E-UTRAN attach with PMIP-based S5 or S8

This procedure is the same as described in 23.402, clause 5.2 with the addition of the new step described below.


Step C.3.1  The PCRF sends the Gateway Control Session establishment/QoS Rules provisioning message to the BPCF per TS 23.203.  The message includes the IMSI, Tunnel Flow Description Information.
Once this procedure completes the PCRF is aware the fact that the UE is connected to the network via the a 3GPP Femto and checks first whether  sufficient resources are available in the BBF access before it provisions QoS and PCC rules at the BBER and PCEF, respectively. 

The interaction between the BPCF and the BNG is out of scope.
* * * End of 11th Change* * * *
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