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Introduction
This paper discusses the scenarios and some key aspects of the BBAI building block 2.

Considerations of WLAN offload
For WLAN offload, the UE will be communicated to/from the Internet or service network from BNG/BRAS directly. The UE will use UE local IP address for such purpose, the UE local IP address is allocated by the fixed broadband network, for S2c, the UE local IP address is the care of address. There is no difference between S2c and S2b, regarding the WLAN offload. 
During BBAI building block 1 discussion, we considered scenarios in which the RG acts as a router or as a Bridge, and if the RG is a router, we also considered scenarios where there may be a NAT imbedded in the RG. In building block 2, we think all these need to be considered. 

In the context of BBAI building block 2, we think the following requirements holds regardless of which scenarios will be deployed:

· Requirement 1: The fixed broadband access network will collect accounting information (i.e. volume or duration) for the traffic offloaded to the fixed broadband access network via WLAN. The accounting will be based on the 3GPP UE identity.
· Requirement2: The fixed broadband access network will control the traffic of a certain 3GPP UE offloaded to the fixed broadband access network via WLAN, including gating, bandwidth limiting, parental control, etc. This control is based on semi-static policies installed in the fixed broadband access network by 3GPP network, e.g. installed during the UE authentication procedure.
The following sections will discuss several issues which are related to building block 2, and may have impacts on the scope of Building block 2.
1. Authentication
During the discussion of building block 1 of BBAI, we have considered scenarios in which the UE may or may not be authenticated by the fixed broadband access network. 

If the RG is in bridge mode, the UE will always be authenticated by the fixed broadband access network via 3GPP EAP-AKA, and the UE local IP address is allocated by the BNG/BRAS. 3GPP AAA server will return 3GPP UE ID to the fixed broadband access network during authentication; hence the BNG/BRAS can associate the UE ID with the traffic identified by the UE’s local IP address.

If the RG is a router, according to building block 1, the UE may or may not be authenticated by the fixed broadband access network. We argue that, if the UE is not authenticated by the fixed broadband access network, there would be some issue for building block 2 for the following reason:

A. The UEs connecting to a router mode RG can naturally offload the traffic via the BNG/BRAS, and access to any services (e.g. Internet) allowed by the fixed broadband access network. It is out of scope of building block 2 if the offload is not controlled by 3GPP operators. Hence, for building block 2, the offload must be authorized by 3GPP EPC.
B. If the UE is authenticated by the fixed broadband access network via 3GPP based EAP-AKA, the 3GPP AAA server will be aware of the UE’s connecting to the fixed broadband access network, hence, 3GPP AAA server can authorize the WLAN offload.

C. If the UE is not authenticated by the fixed broadband access network via 3GPP based EAP-AKA, the only way to control the offload is by authorizing this behavior during the procedure when the UE is connected to the EPC via S2b or S2c. However, regardless whether such ordering is achievable (for which I doubt), there is problem with such mechanism, because, if there is a NAT in the RG, 3GPP EPC cannot map the UE ID to the NAT ports dynamically allocated for offloaded traffic, hence, 3GPP network does not know the real IP header of the offloaded traffic, and cannot send policy information based on the IP header to fixed broadband access network from 3GPP side. Note that the real traffic in the fixed broadband access network is identified by the IP header. A policy which is not based on IP header is not useful in fixed broadband access network for control of the offloaded traffic.
The BroadBand Forum has documented a solution for the authentication of the UEs by a router mode RG in section 7.4 of WT-146, in which the RG is the authenticator. 
As a result, we think the following requirement is reasonable:
Requirement 3: For building block 2 of BBAI, the 3GPP based EAP-AKA authentication of the UE by the fixed broadband access network is mandatory.
2. UE local IP address
As the fixed broadband access network (i.e. BNG/BRAS) is responsible for the charging control of the offloaded traffic, hence the fixed broadband access network needs to know the association between the UE ID and the UE’s local IP address because the UE’s local IP address is the UE’s identification of offloaded traffic referred by the fixed broadband access network.

For scenario in which the RG is a bridge, the UE’s local IP address is allocated by the BNG/BRAS, and is unique in the BNG/BRAS, hence the BNG/BRAS can differentiate the offloaded traffic of the UE. The UE local IP address could be IPv4 address or IPv6 address.
For scenario in which the RG is a router, the UE local IP address is an IP address allocated by the RG, either a private IPv4 address or an IPv6 address. BroadBand Forum has discussed and documented a solution into Appendix C of WT-146 on how the UE local IP address is allocated, and how the UE local IP address is informed to the BNG/BRAS. According to the solution, if there is a NAT in the RG, the RG need to allocate a public IP address plus a range of Ports, and send such information to the BNG/BRAS. With this solution, the BNG/BRAS always knows the information (e.g. UE ID, NATed IP and Ports) needed for the control of the offloaded traffic. 
We recommend that the scenarios described in Appendix C of WT-146 should be considered in building block 2, in which the RG is a router, the UE local IP address is allocated by RG.
Requirement 4: For building block 2 of BBAI, 3GPP need to consider the scenarios in which the RG is either a bridge or a router, and the UE local IP address is allocated either by BNG/BRAS (for bridge mode RG) or by RG (for router mode RG). If the IP address is allocated by the RG, a NAT may also deployed in the RG.
3. Dynamic PCC 
When we consider the applicability of dynamic PCC to BBAI WLAN offload, we need to examine the type of services supported by the WLAN offload. We expect that Internet services as well as other services which request for resource dynamically via Rx interface could be supported via WLAN offload. This assumption could maximize the profits of the 3GPP operators by offering WLAN offload when the radio resource of 3GPP access is limited. 
Another possible requirement for dynamic PCC comes from the function of service awareness provided in the fixed broadband access network. If the fixed broadband access network has the capability to detect services based on the analysis of the packets, and if the 3GPP operator wants to control the offloaded traffic based on the functionality of service awareness provided by the fixed broadband access network, then dynamic PCC may be required.

Furthermore, one objective of building block 3 is to consider the accessing of the services provided by the fixed broadband access network. In our view, such objective applies to offloaded traffic as well, and may require dynamic PCC. Hence the introduction of dynamic PCC into building block 2 will make the solution forward compatible with building block 3.
Hence, we suggest that we consider dynamic PCC in building block 2.

Requirement 5: For building block 2 of BBAI, dynamic PCC is enabled for 3GPP operator to control the 3GPP operator provided services offloaded via WLAN.
4. Charging
To support building block 2 BBAI, the BNG/BRAS needs to collect the accounting information of offloaded traffic and send such accounting information to OFCS. 
According to IWLAN architecture, the charging information is transferred to the OFCS from the WLAN subsystem via 3GPP AAA Server. The similar mechanism can be applied for BBAI building block 2.

We suggest supporting the following requirement:
Requirement 6: For building block 2 of BBAI, Offline charging will be supported for WLAN offloaded traffic as for IWLAN traffic.
Architecture
Based on above discussion, the following architecture highlights the functional elements to support the requirements of the building block 2, according to our understanding:
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Figure 1: Architecture for WLAN offload via fixed broadband access in non-roaming case

Assumptions:
· The 3GPP UE is authenticated by fixed broadband access network via 3GPP based EAP-AKA. The authentication is via interface between BBF AAA proxy and 3GPP AAA server, which is SWa (untrusted case) or STa (trusted case).

· The RG operates in router mode or bridge mode. If the RG operates in router mode, the RG may support NAT function (for IPv4 only).
· The UE’s local IP address could be IPv6 or IPv4 address.

· 3GPP operator provided services could be accessed via WLAN offload.
· Dynamic PCC is supported for WLAN offload traffic via S9* interface between PCRF and BPCF for 3GPP operator provided services.

· Online and Offline charging is supported, and the charging information is reported to OCS and OFCS via the 3GPP AAA server.

What needs to be done in 3GPP?
As a conclusion of this paper, 3GPP needs to work on the following aspects:

1. Support of 3GPP EAP based authentication of the UE by the fixed broadband accesses. This is already supported in BBAI Building Block 1.

2. Support of semi-static configuration of policies related to the control of offloaded traffic of a certain UE. 
3. Support of dynamic PCC for controlling of the services provided by 3GPP operators and accessed via WLAN offload.
4. Support of online/offline charging of WLAN offloaded traffic of a certain UE. 
Proposal 

It is proposed to document the assumptions discussed above as architectural principles of the building block 2 into the TR 23.839.
/**************************************** Start of Changes *********************************/
.6.1
Architecture

6.1.1 Architecture for requirements and assumptions for building block 2
The fixed broadband access network will collect accounting information (i.e. volume or duration) for the traffic offloaded to the fixed broadband access network via WLAN. The accounting will be based on the 3GPP UE identity.

The fixed broadband access network will control the traffic of a certain 3GPP UE offloaded to the fixed broadband access network via WLAN, including gating, bandwidth limiting, parental control, etc. This control is based on semi-static policies installed in the fixed broadband access network by 3GPP network, e.g. installed during the UE authentication procedure.

6.1.2 3GPP based EAP-AKA authentication of the UE by the fixed broadband access network is needed to support BBAI building block 2. The scenario, where the 3GPP based EAP-AKA authentication of the UE is not performed by the fixed broadband access network, is out of the scope of building block II.
In building block 2 of BBAI, 3GPP need to consider the scenarios in which the RG is either a bridge or a router, and the UE local IP address is allocated either by BNG/BRAS (for bridge mode RG) or by RG (for router mode RG). If the IP address is allocated by the RG, a NAT may also deployed in the RG.

6.1.3 In building block 2 of BBAI, dynamic PCC is enabled for 3GPP operator to control the 3GPP operator provided services offloaded via WLAN.

In building block 2 of BBAI, Offline charging will be supported for WLAN offloaded traffic.
6.1.4 Architecture for WLAN

6.1.1.1
Reference model

6.1.5 
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Assumptions:

· The 3GPP UE is authenticated by fixed broadband access network via 3GPP based EAP-AKA. The authentication is via interface between BBF AAA proxy and 3GPP AAA server, which is SWa (untrusted case) or STa (trusted case).

· The RG operates in router mode or bridge mode. If the RG operates in router mode, the RG may support NAT function (for IPv4 only).

· The UE’s local IP address could be IPv6 or IPv4 address.

· 3GPP operator provided services could be accessed via WLAN offload.

· Dynamic PCC is supported for WLAN offload traffic via S9* interface between PCRF and BPCF for 3GPP operator provided services.

· Online and Offline charging is supported, and the charging information is reported to OCS and OFCS via the 3GPP AAA server.

 /**************************************** End of Changes *********************************/
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