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Abstract of the contribution: This paper adds some routing details for the alternative described in section 5.3 (Transit function in the visited network).
1. DISCUSSION
The solution alternatives as described in section 5.3 have been added to the TR at the last meeting. This paper aims to add some details regarding how routing back to the originating visited network is done.
2. PROPOSAL
*** CHANGES ***
5.3
Transit function in the visited network

5.3.1
General
Procedures described in this subclause use only existing mechanisms, the transit function, to route the SIP session requests back to the visited network. These solutions do not require architecture change, new functionality or new reference point is not introduced.

If it is required to differentiate scenario when the transit function is used for route-back from other transit function scenarios the originating visited network may assign an additional URL for the (network entity hosting the) transit function, so the call case can be identified.

5.3.2
Alternative A – configuration based route-back
5.3.2.1
Description
The procedure described in this subclause assumes that originating home network support additional routing capabilities (i.e transit functions), and based on roaming agreements with originating visited network the originating home network routes originating requests to a transit function of the originating visited network.
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Figure 5.3.2.1-1: Configuration based route-back
1)
P-CSCF receives an originating request from the roaming UE.
2)
P-CSCF forwards the request to S-CSCF applying standard routing procedures.
3)
After triggering originating services for the served user (not shown in the figure), the S-CSCF detects that the request is received from a user roaming in visited A network, and according to internal logic and interconnect agreements (see section 5.3.2.2) the S-CSCF applies additional routing capabilities to forward the request to a transit function in the originating visited network.
NOTE 1:
Alternatively, the last originating service can be a "route-back service" that will act as UAS towards the S-CSCF, and simply forwards the request back to the originating visited network.
4)
Transit function in the originating visited network forward the request towards the terminating home network (either directly, or using transit functions of other networks).
NOTE 2:
The rest of the request routing and responses are not shown.

5.3.2.2
Routing back to visited network
There are multiple choices how to route back to the visited network, this section just provides some ideas for better understanding:
The visited operator may provide a re-routing address (e.g. trf.csp.com) as part of a Service Level Agreement (SLA) that is stored in local configuration data for each roaming partner.  Once the home network receives a request it uses that address for routing back (i.e.S-CSCF adds the address to the top-most route header).
The home network may use the PANI header or uses the P-Visited-Network id information from IMS registration to select the proper re-routing address (e.g. supported via a DNS query). The re-routing address is stored in local configuration data for each roaming partner.
In general this works quite similar as the local number call re-routing where the home network needs to route the call back to the visited network where the local service is provided.
5.3.2.3
Evaluation

Pro

-
Simple, no additional requirement for existing functions.

-
if ongoing transit charging work in CT1 / SA5 fulfils all RAVEL requirements, then there is no need to standardize anything.

-
With recent IPXS changes (service triggering in transit network) transit function will not limit the functionalities the originating visited network may need to perform.

Con

-
None.
5.3.3
Alternative B – Route-back triggered by the visited network

5.3.3.1
Description
The procedure described in this subclause assumes that originating visited network changes the originating request to trigger routing the originating request back to the visited network. Assuming that no service in the originating home network performs 3pcc and changes the originating request completely, as a consequence of change in the originating visited network normal SIP routing procedures will cause the request to return to the originating visited network.
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Figure 5.3.3.1-1: Route-back triggered by visited network
1)
P-CSCF receives an originating request from the roaming UE.
2)
According to local policy the P-CSCF forwards the request towards the originating home network via an IBCF.
NOTE 1:
It can be assumed that IBCF is used during registration as well, so P-CSCF only applies standard routing procedures.
3)
Based on local policy the IBCF adds its own address as the last entry to the route of the request. It also includes a token to the route entry to enable the correlation of the current request and the request returning from the originating home network.
NOTE 2:
Alternatively, the IBCF adds SIP Trunk Group Parameters (see RFC 4904 [x] and section 5.3.2.2) to indicate desired "re-entry" function.
4)
After executing the services (not shown in the figure) the IBCF URI with the token is left in the route, so the S-CSCF will route the request according to that (see step 11 in 5.4.3.2 of TS 24.229 [x]) back to the originating visited network.
NOTE 3:
The usage of trunk group parameter would guarantee that request termination procedure in S-CSCF routes the request back to the originating visited network.
5)
Transit function in the visited network forward the request towards the terminating home network (either directly, or using transit functions of other networks).
NOTE 4:
The rest of the request routing and responses are not shown.

5.3.2.2
Routing back by using SIP Trunk Group Parameters
One option of dynamic re-routing back to the visited network is the use of SIP trunk group paramaters as described by RFC 4904. 
Hereby adds the visited network (P-CSCF or IBCF) Trunk Group Parameters to the R-URI which indicates the desired ”re-entry” function.
For example as follows:
INVITE sip:B-Party@operator.net;tgrp=CGR2;trunk-context=Realm6 SIP/2.0
	Home network
	Trunk group
	Trunk-Context

	Home1.net
	CGR1
	Realm5

	Home2.net
	CGR2
	Realm6


5.3.3.3
Evaluation

Pro

-
Visited A network is in control.
-
Originating visited network can correlate the "start" leg with the loopback leg.
-
Loopback is possible even if a routing B2BUA AS splits the dialog and the P-CSCF used for call setup is not visible in signalling.
Con

-
change in routing procedures if done in P-CSCF (doing it in visited IBCF instead of P-CSCF could be better, manipulating Route in IBCF can be considered as an NNI policy).
-
Visited A network is in control: does not allow originating home network to apply IMS home routing.
*** END of CHANGES ***
3GPP
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