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Abstract of the contribution: This P-CR proposes some modifications to the description of the RAVEL alternative for transit routing via VPLMN in 23.850 subclause 5.2. It proposes resolution of editor’s notes, some clarifications, and addition of a detailed call flow.
This P-CR includes the following changes:

1. An editor’s note stating “The means by which the HPLMN determines the VPLMN identity is FFS” is removed with the clarification that the HPLMN receives the VPLMN identity during the registration procedure in the P-Visited-Network-ID header.

2. An editor’s note asking “… whether the VPLMN needs to be able to differentiate between the loopback scenario and other transit routing cases…” is removed with the clarification that the HPLMN will include a “loopback indicator” when forwarding the request back to the VPLMN in the loopback scenario.
3. An editor’s note about normative specification of the TRF is removed with the following clarifying text:

The TRF in the HPLMN can be co-located with the BGCF when local policy requires access to BGCF routing data to determine if the request is to be routed back to the VPLMN. Otherwise the TRF in the HPLMN can be co-located with the S-CSCF.

The TRF in the VPLMN can be co-located with the I-CSCF.

4. A note listing an assumption that “the peering access point in the VPLMN is associated with the I-CSCF” is deleted with the above clarification that “The TRF in the VPLMN is invoked by and can be co-located with the I-CSCF”.

5. A detailed call flow is added in subclause 5.2.4. The call flow highlights the following points:
a. The P-CSCF and IBCFs are unmodified.

b. It includes a high level description of how standard OMR removes the TrGWs from the media path between the VPLMN and HPLMN.
c. The HPLMN decides whether to invoke the loopback procedure.
d. If the BGCF in the HPLMN invokes the TRF, then the S-CSCF must include the VPLMN identity in the request to the BGCF.

e. The VPLMN has the option to modify routing of the transit request if it includes the loopback indicator from the HPLMN.

The following charging aspects are to be handled by SA5 and CT1: 1) IOI handling; 2) whether loopback indicator should be added to the I-CSCF CDR; and 3) whether the loopback indicator needs to be signalled to the P-CSCF so that it can be added to the P-CSCF CDR to allow the VPLMN to produce a complete Call record without CDR correlation. 

First Change
5.2
Transit routing via VPLMN

5.2.1
General

After handling an originating request and before making a final routing decision, the S-CSCF can invoke a Transit Routing Function (TRF) based on local policy. The local policy uses configuration data for all roaming partners. The Transit Routing Function is defined in clause 5.19 of TS 23.228 [3], where it is also described as simply a "transit function". The acronym "TRF" is defined here for convenience. Based on the Request URI, VPLMN identity, and local policy, the TRF can forward the request to the IMS peering access point of the VPLMN. The TRF in the HPLMN can use ENUM/DNS and/or BGCF routing information to help determine whether routing of the signalling back to the VPLMN is required by local policy for a particular Request URI. The IMS peering access point in the VPLMN invokes the TRF in the VPLMN. The TRF in the VPLMN applies VPLMN routing procedures to determine subsequent handling of the call. Since the request includes the original ICID for the call, the VPLMN charging system can correlate the transit routing request with the original session request from the UE before reconciliation. 
The S-CSCF determines the VPLMN identity from the P-Visited-Network-ID header received during the registration procedure.
The HPLMN includes a loopback indicator when forwarding the request back to the VPLMN so that the VPLMN can identify that the transit request originated in the VPLMN.
The TRF in the HPLMN can be co-located with the BGCF when local policy requires access to BGCF routing data to determine if the request is to be routed back to the VPLMN. Otherwise the TRF in the HPLMN can be co-located with the S-CSCF.
The TRF in the VPLMN can be co-located with the I-CSCF.


NOTE 1: 
It is assumed that Optimal Media Routing (OMR) is applied to the signalling between the VPLMN and the HPLMN to avoid anchoring media in the HPLMN. IBCFs on the signalling paths between the VPLMN and HPLMN must support OMR.



NOTE 2:
It is assumed with this and any other option requiring routing of signalling back to the VPLMN that any required media resources are allocated within the VPLMN to avoid tromboning media through the HPLMN.

5.2.2
Architecture impacts

This alternative has no architecture impacts. TRF, S-CSCF, I-CSCF, BGCF and/or IBCF procedures are augmented to support related use cases.
5.2.3
Example use cases

5.2.3.1
Transit routing via VPLMN after successful ENUM/DNS resolution
Figure 5.2.3.1-1 shows an example use case of the transit routing of an originating request via VPLMN after successful ENUM/DNS resolution. In this use case, the HPLMN forwards the request to the VPLMN upon identifying the use case and subsequent routing is performed within the VPLMN. Other scenarios are possible where the HPLMN selects to not forward the request to the VPLMN, where the VPLMN chooses to forward the request to its own I-CSCF for routing to a VPLMN subscriber, or where the VPLMN fails to resolve the Request URI using ENUM/DNS and applies CS breakout procedures. These other use cases are not shown.

NOTE 1: 
The TRFs in the figure are shown as standalone entities for clarity but are expected to be co-located with existing functional entities.

NOTE 2:
Intermediate  networks can be inserted in the paths between the PLMNs but are not shown in the figure and do not change the flow.
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Figure 5.2.3.1-1: Transit routing via VPLMN after successful ENUM/DNS resolution – example use case

5.2.3.2
Transit routing via VPLMN for CS breakout

Figure 5.2.3.2-1 shows an example use case of the transit routing of an originating request via VPLMN for CS breakout. In this use case, the HPLMN forwards the request to the VPLMN upon identifying the CS breakout case and the CS breakout is performed within the VPLMN. Other scenarios are possible where the HPLMN selects to not forward the request to the VPLMN, where the VPLMN chooses to forward the request to another network for CS breakout, or where the VPLMN successfully applies local ENUM/DNS procedures to route the request. These other use cases are not shown.

NOTE 1: 
The TRFs in the figure are shown as standalone entities for clarity but are expected to be co-located with existing functional entities.

NOTE 2:
Intermediate  networks can be inserted in the paths between the VPLMN and HPLMN but are not shown in the figure and do not change the flow.
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Figure 5.2.3.2-1: Transit routing via VPLMN for CS breakout – example use case

5.2.4 Session origination procedure for transit routing via VPLMN
This clause describes the session origination procedure for transit routing via the VPLMN. The HPLMN determines when to invoke this procedure. The procedure describes the case where the destination network is reached via IMS routing from the VPLMN, but is also applicable to all types and locations of destination networks, e.g., CS breakout and VPLMN as destination network.
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Figure 5.2.4-1: Session origination procedure for transit routing via VPLMN

1-2. Following normal procedures, the roaming UE sends an INVITE request to the P-CSCF, which is then forwarded to the first IBCF in the VPLMN before exiting the network. The P-CSCF forwards the request to an IBCF that allows TrGW bypass using OMR.
3.
This first IBCF in the VPLMN allocates a TrGW for the media and follows standard OMR procedures when forwarding the INVITE request to allow this TrGW to be bypassed if the INVITE request later returns to the VPLMN and no other intermediate nodes anchor the media before the request returns.
4-5. The intermediate network and the first IBCF in the HPLMN forward the INVITE request to the S-CSCF. Nodes in the intermediate network and the first IBCF in the HPLMN support OMR and allow their TrGWs to be bypassed.
6.
The S-CSCF invokes application servers as necessary to perform service control and then invokes a TRF that performs a modified routing procedure. The TRF decides to route the INVITE request back to the VPLMN based on a combination of local policy, the identity of the visited network, whether any needed MRF resources are available in the VPLMN, whether needed MRF resources are to be allocated only within the VPLMN, and routing information associated with the Request URI is received either from ENUM or the BGCF.
NOTE:
If this TRF is not co-located with the S-CSCF then the request forwarded from the S-CSCF to the TRF includes the visited network identity.
7.
The TRF derives the I-CSCF address in the VPLMN from the visited network identity, and forwards the request towards the I-CSCF in the VPLMN. The TRF includes in the INVITE request a loopback indicator to inform the VPLMN that this request is being routed back to the VPLMN for transit routing. The TRF forwards the request to an IBCF that allows TrGW bypass using OMR.
8-9. The second IBCF in the HPLMN and the intermediate network forward the INVITE request towards the I-CSCF in the VPLMN. Nodes in the intermediate network support OMR and allow their TrGWs (if any) to be bypassed.
10.
The second IBCF in the VPLMN receives the INVITE request, notes that the SDP includes an alternative media address within the VPLMN that allows bypass of allocated TrGWs, applies OMR to signal removal of any TrGWs allocated between the VPLMN and HPLMN, and forwards the request to the I-CSCF.
11.
Based on local policy and the presence of the loopback indicator in the request, the I-CSCF invokes the TRF to route the INVITE request toward the destination network according to the Request URI based on ENUM or BGCF information. The called party information is included in the Request URI.
12.
In this flow, ENUM returns the domain of an external network and the request is routed towards the destination network via the third IBCF in the VPLMN. The TRF forwards the request to an IBCF that anchors media.
13.
The third IBCF in the VPLMN allocates a TrGW for the media when forwarding the INVITE request towards the destination network. Intermediate nodes on the path to the destination network are not shown. The destination network also anchors media before forwarding outside of its network to prevent any further application of OMR on the path from the VPLMN.
14.
During subsequent session establishment signalling, OMR information passed back through the IBCFs and intermediate networks between the VPLMN and HPLMN cause them to release any allocated TrGWs. The end-to-end media flow is established from the UE through the third IBCF/TrGW in the VPLMN toward the destination network. If necessary for charging purposes, the P-CSCF can derive the called party information from the history-info header received in a response to the INVITE request.
End of Changes
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