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1
Introduction
There was an intensive discussion on key differences between the LIPA and SIPTO at local network (SIPTO@LN) at the previous SA2 meeting without any conclusion. This paper aims to clarify the similarities and differences in the architecture requirements to enable further architecture work on LIMONET.
2
Discussion

There is a difference in the key target of these two features:

· The key target of LIPA is to provide access for the end user to the local network resources via a H(e)NB without using core network resources of the 3GPP operator. 

· The key target of SIPTO@LN is to provide access to the Internet via a H(e)NB for traffic offloading purpose, without using core network resources of the 3GPP operator.
From the above it can be concluded that the principle difference between the two features is that while LIPA is serving the end user’s interest for accessing the local network and the resources there, the SIPTO@LN is serving the operator’s interest to offload the internet traffic away from the rest of the operator’s 3GPP network resources.

The rest of the paper investigates the SA1 requirements (LIPA requirements are copied here from 5.7.2 of TS 22.220, SIPTO@LN requirements are copied here from 5.9 of TS 22.220 and from 4.3.5.1 of TS 22.101) from different aspects to see if these requirements result in any significant differences from the architecture viewpoint for LIPA and for SIPTO@LN.
2.1
Subscriber awareness/interaction related requirements 
2.1.1
LIPA considerations 
The key requirements related the subscriber awareness and interactions for LIPA are the following:

-
The user may be notified when a H(e)NB provides access to a residential/enterprise IP network

-
Pre-Rel 10 UEs should be able to use Local IP Access.

Our understanding is that from network architecture point of view this requirement means that the UE might be aware that a PDN connection is a LIPA PDN connection (e.g., by the use of a well known APN or by some other means), but the use of a LIPA connection shall not require any special feature to enable the use of LIPA connections with pre-release 10 UEs. What the UE will do with this information is out of scope of the architecture work. 
2.1.2
SIPTO@LN considerations 
The key requirements related the subscriber awareness and interactions for SIPTO@LN are the following:

-
Based on mobile operator SIPTO policies, the network shall be able to allow the user to accept/decline offload before the traffic is offloaded.

-
It shall be possible to perform Selected IP Traffic Offload without any user interaction.

-
It shall be possible to perform Selected IP Traffic Offload for pre-Release 10 UEs.

Our understanding is that from network architecture point of view these requirements are similar to the LIPA requirement, i.e., they mean that the UE might be aware that a PDN connection is subject to SIPTO@LN, but the use of SIPTO@LN shall not require any special feature to enable the use of SIPTO@LN with pre-release 10 UEs. What the UE will do with this information is out of scope of the architecture work. Note that the required user acceptance does not mean user interaction at each time when SIPTO@LN is activated; e.g., based on agreement between the subscriber and HPLMN some information can be added to the subscription data whether SIPTO@LN can be performed or not for the given UE. 
2.1.3
Conclusion
Conclusion 1: From subscriber awareness/interaction point of view there is no difference between LIPA and SIPTO@LN architecture requirements: the UE might be aware that the LIPA or SIPTO@LN is applied for a PDN connection, but the use of SIPTO@LN and LIPA features shall not require any special UE feature to enable the use of pre-release 10 UEs with these features.

2.2
Enabling/Disabling related requirements
2.2.1
LIPA considerations 

The key requirements related to the enabling/disabling LIPA are the following:

-
A UE shall be able to use Local IP Access in a visited network subject to roaming agreement between mobile operators.

-
The operator shall be able to configure the network to support connection request from a UE so that a LIPA connection is used when the UE is located within the residential/enterprise IP network, and a regular connection via the Core Network is used otherwise. 

-
The HPLMN shall be able to enable/disable LIPA usage when the UE roams to particular VPLMNs. 

-
The mobile operator shall be able to configure the H(e)NB to enable/disable Local IP Access. 

-
The mobile operator shall be able to enable/disable Local IP Access per user subscription per CSG.

-
The H(e)NB Hosting Party, within the limits set by the mobile operator, shall be able enable/disable Local IP Access per H(e)NB.

According to Rel-10 specifications the MME creates a LIPA PDN connection if, according to the subscriber data, the UE can establish a LIPA connection to the given APN from the given CSG id. Moreover, in the roaming scenario the HSS indicates whether LIPA roaming allowed for the UE in the given VPLMN. Our understanding is that the Rel-10 solution satisfies the above requirements.
2.2.2
SIPTO@LN considerations 

The key requirements related to the enabling/disabling SIPTO@LN are the following:

1. The mobile operator and the H(e)NB Hosting Party, within the limits set by the mobile operator, shall be able to enable/disable Selected IP Traffic Offload per H(e)NB. 

-
The mobile operator may enable/disable Selected IP Traffic Offload on a per UE per defined IP network basis (e.g. based on tariff, subscription type etc.). 

-
It shall be possible for the HPLMN to provide the VPLMN with the following information for a particular user:

-
An indication of whether the user’s IP traffic is permitted to be subjected to Selected IP Traffic Offload in the visited network;

-
The defined IP network(s) for which Selected IP Traffic Offload is permitted.

Our understanding is that these requirements are similar to the Rel-10 SIPTO solution requirements, and thus a similar solution can be used: the subscriber data contains per APN indication if the traffic to the given APN can be subject of SIPTO@LN and the HSS can indicate to the VPLMN if SIPTO@LN can be applied for the given UE. The MME is aware if the local network supports SIPTO@LN, e.g., H(e)NB can advertise if it supports SIPTO@LN, thus the local network capabilities/configuration can also be taken into account in the MME.
2.2.3
Conclusion
Conclusion 2: There is a difference how LIPA and SIPTO@LN permission is given. In case of LIPA the Rel-10 LIPA access control solution can be used in Rel-11. In case of SIPTO@LN the Rel-10 SIPTO permission solution could be used. Note separate parameters in the subscription data can be used for SIPTO@LN. 
2.3
Interaction with other services (PDN connections)
2.3.1
LIPA considerations 
The key requirements related to the interaction with other services for LIPA are the following:
-
Simultaneous access from a UE to the mobile operator’s core network (e.g. internet, PLMN services) and Local IP Access to a residential/enterprise IP network shall be supported.

-
Local IP Access shall not affect services running in parallel for the same UE.

The architecture requirement that can be derived from these requirements is that the LIPA service shall not have any impact to other services/connections of the UE.
2.3.2
SIPTO@LN considerations 
The key requirements related to the interaction with other services for SIPTO@LN are the following:
- 
 Simultaneous connectivity from the UE to the mobile operator’s core network and to a defined IP network (e.g. the Internet) via a fixed residential/enterprise IP network using SIPTO shall be supported.

-
Simultaneous access from the UE to PLMN services and to fixed services via a fixed residential/enterprise IP network using SIPTO shall be supported.  

-
It shall be possible for IP traffic of a UE associated with a particular defined IP network to be offloaded while IP traffic of that same UE associated with other defined IP network(s) is not offloaded.

-
Offloading selected IP traffic for a UE shall not affect services running in parallel for the same UE. 

Our understanding is that similar architecture requirement can be derived from these requirements as for the LIPA case : the SIPTO@LN service shall not have any impact to other services/connections of the UE.
2.3.3 Conclusion
Conclusion 3: From interaction with other services (PDN connections) point of view there is no difference between LIPA and SIPTO@LN. The main architecture requirement is that the LIPA and SIPTO@LN shall not have any impact to other services/connections of the UE.
2.4
Traffic routing related requirements
2.4.1
LIPA considerations 
The other key requirements for LIPA are the following:

Subject to regulatory requirements, Local IP Access traffic shall be routable only between the UE, H(e)NB and other entities within the residential/enterprise IP network.

-
Pre-Rel 10 UEs should be able to use Local IP Access.

- 
A UE using Local IP Access shall be contactable by another IP endpoint in the same residential/enterprise IP network via Local IP Access. 

The architecture requirement that can be derived from the traffic routing related requirements is the IP traffic to/from the local network shall not be routed via the 3GPP operator’s core network.
2.4.2
SIPTO@LN considerations 
The other key requirements for SIPTO@LN are the following:
2. Selected IP Traffic Offload shall be possible to be done without traversing the mobile operator network, subject to regulatory requirements.

This requirement is very similar to the LIPA case: traffic that is subject of SIPTO@LN shall not be routed via the 3GPP operator’s core network.
2.4.3 Conclusion
Conclusion 4: In both LIPA and SIPTO@LN case the key architecture requirement is that traffic shall not be routed via the 3GPP operator’s core network.
Conclusions

The conclusions of the above analyses show that from architecture point of view, with the exception of how permission is given, there is no significant difference between LIPA and SIPTO@LN. The following changes are proposed to document these conclusions in the TR.
******* Start of Changes *********

4.1
Scenarios

For LIPA:

-
Session continuity of IP data sessions (i.e. IP address preservation) for LIPA considering mobility between H(e)NBs within a single residential or Enterprise network.

For SIPTO:

-
Session continuity of IP data sessions (i.e. IP address preservation) for SIPTO at the local network and SIPTO above the RAN considering mobility among H(e)NBs of the same local network;

-
Session continuity of IP data sessions for SIPTO above the RAN considering mobility from the macro network to H(e)NBs; and

-
Session continuity of IP data sessions for SIPTO above the RAN considering mobility from H(e)NBs to the macro network.

4.2
Architectural requirements

The solution proposed for LIPA mobility shall support the following requirements:

-
The solution for LIPA mobility shall allow the UE to maintain session continuity for its LIPA PDN connection(s) to one or several local PDN(s) when moving between H(e)NBs of the local H(e)NB network.
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Figure 4.2.1: Architecture for LIPA mobility

-
A Local H(e)NB Network (LHN) is defined by a set of H(e)NBs having IP connectivity for LIPA to local PDN(s) via one or several L-GWs, whereby:-
a H(e)NB only belongs to a single Local H(e)NB Network;

-
an L-GW only belongs to a single Local H(e)NB Network;

-
an L-GW can access one or several PDNs, and one PDN can be accessed via multiple LHNs;

-
the H(e)NBs of a Local H(e)NB Network may belong to different CSGs;

NOTE 1:
In Release 10, inter-CSG HO is supported only via S1/Iu.

-
a CSG can comprise both H(e)NBs of the Local H(e)NB Network and H(e)NBs outside the Local H(e)NB Network.
-
The solution should not impose additional delay on the RAN handover procedures between H(e)NBs of the Local H(e)NB Network;

-
The solution shall keep the control of the MM/SM in the MME/SGSN for mobility of the LIPA bearers;
NOTE 2:
This does not preclude the RAN-based optimised Iurh/X2 handover.

-
Session continuity for LIPA with mobility between H(e)NBs of the same Local H(e)NB Network shall be supported by means of an L-GW acting as an anchor, a standardized interface between the L-GW and the H(e)NB, and handover procedures from the source H(e)NB to the target H(e)NB.
Editor's note:
It is FFS whether a given UE can be connected to several L-GWs for multiple LIPA PDN connections.

For SIPTO:

-
Session continuity for SIPTO at the local network with mobility between H(e)NBs belonging to the same local network shall be supported for idle mode and for connected mode.

A common architecture should be used for LIPA and SIPTO at the local network. The architecture shall support the following common requirements:
-
The UE might be aware that LIPA or SIPTO@LN is applied for a connection. 
-
To enable the use of pre-release 10 UEs, the use of SIPTO@LN and LIPA features shall not require any new UE feature.
NOTE: This does not preclude solutions that use optional additional UE features, e.g. for optimization.
· LIPA and SIPTO@LN shall not have any impact to other services/connections of the UE.
· In both LIPA and SIPTO@LN case that traffic shall not be routed via the 3GPP operator’s core network.
******* Next set of Changes *********

5.4.X
Key issue #SL<X>: SIPTO at the local network permission
5.4.X.1
General description

The activation of SIPTO@LN service requires permission from the HPLMN operator. The HPLMN operator can configure this permission per UE, per APN, and per VPLMN basis.
5.4.X.2
Solution 1

A solution similar to the Rel-10 SIPTO solution, which has added SIPTO specific permission information to each APNs, can be used: a new parameter indicating that SIPTO at the local network is allowed or not for the given UE with the given APN can be added to the subscription information. Moreover in a similar manner as in case of SIPTO Rel-10 solution the HPLMN can indicate to the VPLMN if SIPTO at the local network is allowed or not for a given user
******* End of Changes *********
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