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This paper clarifies the scope of BBAI TR. 

1. Introduction

We agreed that the Building Block I would consider the aspects on top of Release 10 baseline architecture. This agreement was approved as the updated WID (SP-100881). 
Also, we make the clarification on Building Block III based on this updated WID (SP-100881).

Moreover, SA2 group revised the WID again in SA2#84 (S2-112215) to remove the following aspect in the Building bock I. 


· LIPA and SIPTO for H(e)NB with static QoS policies.
Even if this revised WID (S2-112215) is not approved in the SA plenary yet, but it was already reflected in the new TS 23.abc on Fixed Broadband access interworking (S2-112113), which was approved in SA2#84. 
Because we will keep only one TR for all Building Blocks, it is important to have the correct scope and assumptions. 

This contribution clarifies this in TR 23.839 to avoid the confusion. 
2. Proposal
The following changes are proposed in TR 23.839.

* * * First Change * * * *

4
Building Blocks

The architecture study is planned to be performed within three Building Blocks, with the following scope for each BB. 

Editors note: The text below is copied from the Work Item Description

The following aspects will be covered in Building Block I:

· Aspects on basic connectivity, host-based mobility (S2c), and network-based mobility for untrusted accesses (S2b) on top of Release 10 baseline architecture including network discovery/selection functions and IP address allocation;

· Interworking between 3GPP and BBF architectures for authentication, including identities, on top of Release 10 baseline architecture;

· Policy and QoS interworking between 3GPP and BBF architectures considering the following scenarios:  

· When H(e)NB is being used and traffic is routed back to the EPC

· When WLAN is being used and traffic is routed back to the EPC
· Multi-access PDN Connectivity;

· IP Flow Mobility and seamless WLAN offloading;

· 
The following aspects will be covered in Building Block II (building on interworking functionality of Building Block I):

· Policy and QoS interworking between 3GPP and BBF architectures considering the following scenarios: 
· When H(e)NB is being used and traffic is offloaded in the local wireline network
Note 1: the study will cover the QoS interworking for the LIPA scenario, if needed, and for SIPTO. 

Note 2: Architecture for SIPTO at the local network (e.g. location of L-GW) and procedures including mobility between H(e)NBs is out of scope of this Work Item and considered in the LIMONET Work Item, while the development of QoS and Policy architecture and procedures for fulfilling SIPTO and LIPA needs as defined in LIMONET in interworking scenario with BBF access is in the scope of BBAI WID.
· When WLAN is being used and traffic is offloaded in the local wireline network (i.e. non-seamless WLAN offloading)
The following aspects will be covered in Building Block III (building on overall results of Building Block I):

· Study of a potential architecture for the case of network based mobility when the BBF access is considered as trusted.

· Further convergence between 3GPP and fixed network architectures beyond basic inter-working such as converged subscriber database, converged policy management, charging and further architecture optimizations for operators providing both 3GPP and BBF accesses with input from BBF.

· Policy and QoS interworking between 3GPP and BBF networks with considering scenarios when the services and policies are provided by the BBF network for 3GPP UEs and BBF fixed devices.
* * * Second Change * * * *

5.3
Interworking between 3GPP and BBF architectures for authentication, including identities, when WLAN is used

5.3.1
Description
This item covers interworking between 3GPP and BBF architectures for authentication, including identities, on top of Release 10 baseline architecture, when the UE accesses over WLAN
5.3.2
Solution
3GPP EPS defines several procedures for authentication of a 3GPP UE accessing over a non-3GPP access. These include:

- 
Access authentication procedures based on EAP-AKA and EAP-AKA’. For access authentication, EAP signaling is forwarded between BBF AAA Server and 3GPP AAA Server/proxy via the SWa and STa reference points. 

- 
Tunnel authentication procedures for SWu based on EAP-AKA. This authentication is transparent to the BBF Access Network.

- 
Authentication for S2c (DSMIPv6) based on EAP-AKA. This authentication is transparent to the BBF Access Network.

Editor’s note: The solutions for supporting 3GPP-based access authentication in BBF access networks are work in progress in BBF.

The basic functionality of the existing SWa and STa reference points is adequate to support BBF Access Interworking.  Minor enhancements of the SWa reference point, on top of Release 10 baseline architecture, is needed to carry the permanent user identity (i.e. IMSI) in the successful response from 3GPP AAA Server to BBF AAA Server.

To support interworking with BBF access networks one scenario for deployment is that 3GPP-based access authentication is supported by the BBF access networks. This would make the BBF access aware that a 3GPP terminal is connecting via BBF access and of the user and operator identity by means of NAI and would allow the BPCF to initiate a S9* session towards the PCRF for the UE. 
Another scenario for deployment is that 3GPP-based access authentication is not performed and that the BBF access is not aware of the 3GPP terminal. To support this scenario, the S9* session could be initiated from the PCRF towards the BBF access network. The S9* procedures are described in Clause 5.2.

5.3.3 
Conclusion

The existing release 10 baseline supports all authentication procedures needed for Building Block 1.  
Minor enhancements to SWa is needed to support 3GPP-based authentication for BBF Access Interworking. Currently the only identified addition to SWa is to provide the permanent user identity (IMSI) in the reply from 3GPP AAA Server to BBF AAA Server. (Note that IMSI is already included on STa).

Editor’s note:  The SWa and STa references points are defined in TS 29.273 and are using the Diameter protocol. In case the BBF AAA Server only supports RADIUS some additional interworking mechanisms may be needed. This issue is FFS.
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