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Abstract of the contribution: This contribution proposes a solution based on a new set of ANDSF policies.

1
Discussion

The Rel-10 Inter-System Routing Policies (ISRPs) can in general be described as a mapping between selected candidate traffic and a selected target destination:

· TRAFFIC => TARGET DESTINATION,
where the TRAFFIC can be identified as:

· Specific IP flow on a specific APN or any APN (this is for IFOM and non-seamless WLAN offload);

· All IP flows on a PDN connection to a specific APN (this is for MAPCON),
and the TARGET DESTINATION can be in the form of:

· 3GPP accesses;

· WLAN access with specific/any SSID for seamless offload;

· WLAN access with specific/any SSID for non-seamless offload.

As seen from the description above, the APN is present only in the TRAFFIC detection, but not in the TARGET DESTINATION. This means that in presence of multiple PDN connections to different APNs, the operator is unable to influence the UE in selecting the IP interface on which to route the IP traffic flows.

This contribution proposes to define a new set of ANDSF policies (OPIIS policies), where the TRAFFIC is identified as:

· Specific IP flow on any APN;

And the TARGET DESTINATION is defined as:

· Prioritised list of IP interfaces, where the IP interface is identified via its associated APN (in case of PDN connections) or is identified as an IP interface for non-seamless WLAN offload.

2
Proposal

It is proposed to agree the solution described previously for inclusion in the TR 23.853.

First change

5
Solutions


5.x
Solution X: New set of ANDSF policies

This solution assumes that the ANDSF is enhanced to provide a new set of policies (referred to as OPIIS policies) to UEs that are capable of routing an IP flow via more than one PDN connection (identified via its associated APN) and may additionally be capable of non-seamless WLAN offload.

The OPIIS policies are defined as follows:

-
One or more Filter Rules, each one identifying a prioritised list of APNs which should be used by the UE when PDN connections to these APNs are available to route traffic that matches specific IP filters. A filter rule also identifies which APNs are restricted for traffic that matches specific IP filters.

-
One or more Filter Rules, each one identifying a prioritised list of IP interfaces which should be used by the UE when those IP interfaces are available to route traffic that matches specific IP filters. The IP interface is identified via its associated APN (in case of PDN connections) or is identified as an IP interface for non-seamless WLAN offload. A filter rule also identifies which IP interfaces are restricted for traffic that matches specific IP filters.

UEs that are capable of routing an IP flow via more than one PDN connection, but are not capable of non-seamless WLAN offload, shall use the first kind of policies. UEs that are capable of routing an IP flow via more than one PDN connection and are in addition capable of non-seamless WLAN offload shall use the second kind of policies.
5.x.1
Impact on existing nodes or functionality

The only entities impacted by this solution are the UE and the ANDSF server.

The OPIIS policies defined in this solution interact with the Rel-10 inter-system routing policies as follows:

· There is no overlap between the OPIIS policies and the MAPCON or IFOM policies: the UE takes the OPIIS policies into account first in order to select the IP interface (i.e. an APN or non-seamless WLAN offload). The IFOM or MAPCON policies are taken into consideration only subsequent to the APN selection;

· For traffic flows that are not bound to an APN by the application, the OPIIS policies replace the Rel-10 policies for non-seamless WLAN offload;

· For traffic flows that are bound to an APN by the application, the Rel-10 policies for non-seamless WLAN offload are applied.
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