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Abstract of the contribution:
This contribution removes MAPCON aspects in some handover procedures for the consistency of TR 23.839. The MAPCON aspects would be covered in the high-level functions of new TS 23.abc on Fixed Broadband access interworking.  

1. Introduction

This contribution focuses on the aspect on Multi-access PDN Connectivity. 
The function on Multi-access PDN Connectivity is included in the scope of Building Block I, on the top of Release 10 baseline architecture and we already have the following description in the architectural requirements of TR 23.839.

5.1.1 Architectural requirements and assumptions for building block I
· The architecture supports an UE that is capable of routing simultaneously active PDN connections to different APNs through different access networks as defined in TS 23.401 [2] and TS 23.402 [3].

Therefore, we submitted some papers in SA2#84 (S2-111764, S2-111765, and S2-111766), to reflect it in the corresponding procedures, but those were not handled.   

During the offline discussion via emails, it was agreed that Multi-access PDN connectivity related function does not impact on the UE-BBF Interworking, so the current flows of the TR 23.839 didn’t prevent the UE from having Multi-access PDN connectivity. Therefore, we decided to include the description about this function in the high-level functions of new TS 23.abc on Fixed Broadband access interworking.   
However, there are the descriptions related to MAPCON aspect in any handover procedures of the current TR 23.839,  
e.g. 5.5.2.5 E-UTRAN to Trusted BBF access Handover with DSMIPv6 on S2c
5.5.3.5 E-UTRAN to untrusted BBF access Handover with DSMIPv6 on S2c 
while no text in the any handover procedure and all attach/detach procedures.
e.g. 5.5.1.4 E-UTRAN to Untrusted Non-3GPP IP Access Handover with PMIPv6 on S2b

For the consistency of TR 23.839, we propose to remove the corresponding descriptions in the handover procedures.

2. Proposal
The following changes are proposed in TR 23.839.

* * * First Change * * * *

5.5.2.5 
E-UTRAN to Trusted BBF access Handover with DSMIPv6 on S2c

Editor’s note: this procedure is based on TS 23.402, clause 8.4.2

This clause shows a call flow for a handover when a UE moves from an E-UTRAN to a trusted BBF access network.
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Figure 5.5.2.5-1: E-UTRAN to Trusted BBF Access Handover with DSMIPv6 on s2c
Both the roaming and non-roaming scenarios are depicted in the figure. 

The optional interaction steps between the gateways and the PCRF in the procedures only occur if dynamic policy provisioning is deployed. Otherwise BBF access network may employ BBF local policies.
Depending on scenario, either the steps shown in (A) or the steps in (B) are preformed. Details for S9* session establishment and when (A) or (B) is used for S9* session establishment are described in clause 5.2.2.1.2.
For connectivity to multiple PDNs, steps 5 to 9 are repeated for each PDN the UE is connected to.
· 
· 
· 
1-2) The description of these steps are the same as for steps 1-2 in TS 23.402, clause 8.4.2

3)  The UE may perform the 3GPP-based (EAP) access authentication procedure involving the BBF access network. As part of this step, the permanent user identity (IMSI) is provided from the 3GPP AAA Server to the BBF access network. 

4)
The UE receives a local IP address from the BBF Access Network. How this is done is out of 3GPP scope, but it may involve IP address assignment by an RG or a BNG.

A.1) Triggered by steps 3 and 4, the BPCF is informed about the UE accessing over BBF Access. How this is done is out of 3GPP scope.

A.2) 
If the BPCF receives the trigger in step A.1 and policy interworking with fixed accesses is supported, the BPCF initiates S9* session establishment. The BPCF includes the UE Identity and IP-CAN type in the message to the PCRF. The details of how the BPCF is notified about the UE connecting in steps 3-A.1 is out of scope for 3GPP specifications.

5-9) The description of these steps are the same as for steps 6-11 in TS 23.402, c clause 8.4.2, excluding step 10. The local UE IP address and optionally UDP source port number (if NAT is detected) are forwarded to the PCRF in step 7.
B.1) Triggered by the IP-CAN Session establishment from the PDN GW, the PCRF initiate the S9* session establishment with the BPCF. The Care of Address, IP-CAN type, QoS information, and optionally the IMSI, needs to be included in the request message which sending to the BPCF.
10) The Gateway Control and QoS Rules provision procedure may be initiated by the PCRF towards the BPCF. with the following additions: The local UE IP address and optionally UDP source port number (if NAT is detected). Depending on the reply from the BPCF, the PCRF may update the PCC rules in the PCEF

11) The BPCF may interact with the BNG, e.g. to download policies, as defined by BBF Policy Framework specification s WT-134 [11] and WT-203 [6]. This step is out of 3GPP scope.

12) The description of this step is the same as for step 12 in TS 23.402, clause 8.4.2

* * * Second Change * * * *

5.5.3.5 
E-UTRAN to untrusted BBF access Handover with DSMIPv6 on S2c

Editor’s note: this procedure is based on TS 23.402, clause 8.4.3

This clause shows a call flow for a handover when a UE moves from an E-UTRAN to an untrusted BBF access network.
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Figure 5.5.3.5-1: E-UTRAN to untrusted BBF Access Handover with DSMIPv6 on s2c
Both the roaming and non-roaming scenarios are depicted in the figure. 

The optional interaction steps between the gateways and the PCRF in the procedures only occur if dynamic policy provisioning is deployed. Otherwise BBF access network may employ BBF local policies.
Depending on scenario, either the steps shown in (A) or the steps in (B) are preformed. Details for S9* session establishment and when (A) or (B) is used for S9* session establishment are described in clause 5.2.2.1.2.  

For connectivity to multiple PDNs, steps 8 to 12 are repeated for each PDN the UE is connected to.
· 
· 
· 
1-2) The description of these steps are the same as for steps 1-2 in 23.402, clause 8.4.3

3)  The UE may perform the 3GPP-based (EAP) access authentication procedure involving the BBF access network. As part of this step, the permanent user identity (IMSI) is provided from the 3GPP AAA Server to the BBF access network

4)  The UE receives a local IP address from the BBF Access Network. How this is done is out of 3GPP scope, but it may involve IP address assignment by an RG or a BNG.

A.1) Triggered by steps 3 and 4, the BPCF is informed about the UE accessing over BBF Access. How this is done is out of 3GPP scope.

A.2) 
If the BPCF receives the trigger in step A.1 and policy interworking with fixed accesses is supported, the BPCF initiates S9* session establishment. The BPCF includes the UE Identity, UE IP address and IP-CAN type in the message to the PCRF. The details of how the BPCF is notified about the UE connecting in steps 3-A.1 is out of scope for 3GPP specifications.
5) The description of this step is the same as for steps 3 in TS 23.402, clause 8.4.3.

B.1)
The ePDG initiates Gxb* session establishment by using Gateway Control Session establishment procedure with the PCRF. The ePDG includes the IMSI, APN, IP-CAN type, UE IP address allocated by EPC and the outer IP header information of the tunnelled traffic in the message to the PCRF (also including UDP source port number if NAT is detected).

For roaming case, the ePDG initiates Gateway Control Session establishment procedure with the v-PCRF. The ePDG contains IMSI, APN, IP-CAN type, UE IP address allocated by EPC and outer IP header information of the tunnelled traffic in the request message. When the v-PCRF receives a Gateway Control Session establishment request, the v-PCRF shall initiate S9 session establishment/modification procedure. The v-PCRF sends a S9 session establishment request to the h-PCRF with the information received over Gxb* interface excluding tunnelled traffic related info (e.g. outer IP header info of the tunnelled traffic).

B.2) 
Triggered by the Gxb* session establishment, the PCRF (non-roaming case) or the v-PCRF (roaming case) initiates Gateway Control Session establishment with the BPCF to establish S9* Session. The IMSI, IP-CAN type, and outer IP header information for tunnel traffic needs to be included in the request message which sending to the BPCF.
6-12) The description of these steps are the same as for steps 4-10 in TS 23.402, clause 8.4.3.

13) The Gateway Control and QoS Rules provision procedure may be initiated by the PCRF towards the BPCF, with the following additions: The local UE IP address and optionally UDP source port number (if NAT is detected). Depending on the reply from the BPCF, the PCRF may update the PCC rules in the PCEF.
14) The BPCF may interact with the BNG, e.g. to download policies, as defined by BBF Policy Framework specification s WT-134 [11] and WT-203 [6]. This step is out of 3GPP scope.

15) The description of this step is the same as for step 11 in TS 23.402, clause 8.4.3.
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