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* * * *Start of Change * * * *

6.1.2
Functional description 
Editor’s Note: This subclause will contain the functional description for S2a mobility based on GTP. 

6.1.2.x
Bearer model

The protocol design on S2a should aim at keeping S2a GTP operations similar to those supported on GTP-based S5/S8 as much as possible. 

It is proposed to apply to the S2a interface the following GTP bearer model. 
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Figure 6.1.2.x-1: Two Unicast S2a bearers (GTP based S2a)
For Trusted non-3GPP access to the EPC the PDN connectivity service is provided by Non-3GPP connectivity between the UE and the Trusted Non-3GPP concatenated with bearer(s) for GTP-based S2a.
The non-3GPP access shall create one default bearer at PDN connection setup procedure, and it remains established throughout the lifetime of the PDN connection.
On the S2a interface, a bearer uniquely identifies traffic flows that receive a common QoS treatment between the Trusted Non-3GPP access and the PDN GW. All traffics mapped to the same bearer receive the same bearer level packet forwarding treatment.

The Trusted Non-3GPP access stores the uplink bearer traffic flow template (UL TFT) it receives from the PGW (e.g. in the Create Bearer Request message) and does not forward them to the UE. The Trusted WLAN access routes uplink packets to the different bearers based on the uplink packet filters in the TFTs assigned to the bearers in the PDN connection, in the similar way as a UE does for uplink traffic under 3GPP access. If no match is found, the uplink data packet shall be sent via the bearer that does not have any uplink packet filter assigned. If all bearers (including the default bearer for that PDN) have been assigned an uplink packet filter, the Trusted non-3GPP access shall discard the uplink data packet. 

The PDN GW routes downlink packets to the different bearers based on the downlink packet filters in the DL TFT assigned to the S2a bearers in the PDN connection, in the same way as the PDN GW does on GTP-based S5/S8 bearers as specified in TS 23.401 [x] subclause 4.7.2.2.
The Trusted non-3GPP access releases the Non-3GPP Connectivity when the last active GTP bearer of the associated PDN connection to the PGW is released.

This bearer model allows one or multiple bearers to be set up on S2a per PDN connection. One default S2a bearer is established on the S2a interface when the UE connects to a PDN, and that remains established throughout the lifetime of the PDN connection to provide the UE with always-on IP connectivity to that PDN. Additional dedicated S2a bearer(s) may be established on S2a for the same PDN connection depending on operator policy. The PDN GW establishes dedicated S2a bearers on S2a for the same PDN connection based on PCC decisions if dynamic PCC is deployed or based on local policies if dynamic PCC is not deployed.
The bearer model proposed in this solution is not similar to the PMIP bearer model in that with GTP it is possible to have multiple tunnels per PDN. These additional tunnels are just GTP behaviour alignment over S2a and S5/S8 and do not extend over the interface between the UE and the Trusted WLAN access.

The interface between the UE and the Trusted Non-3GPP access is identical for the GTP and PMIP variants of S2a.
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