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Abstract of the contribution: This contribution discusses how and when to achieve resolution of the IMS well-known APN for VoLTE towards home or visited network.
1 Discussion
1.1 Background
The SGSN or MME will resolve an APN and select a PDN GW/GGSN in either home or visited network, according to the rules available in TS 23.060, TS 23.401 and TS 29.303.

An operator can decide if a certain APN in HLR/HSS shall be allowed to be resolved to a PDN GW/GGSN in a visited network or not, by setting the flag “VPLMN Address Allowed”. This flag is however not set per roaming partner, so the home operator must decide to either open up an APN to all roaming partners, or to none:

	VPLMN Address Allowed
	Specifies whether for this APN the UE is allowed to use the PDN GW in the domain of the HPLMN only, or additionally the PDN GW in the domain of the VPLMN.


It can be noted that the usage of a GGSN/PDN GW in the visited network isn’t common today, and the usage for IMS services might be the first large scale deployment. 

GSMA have decided in PRD IR.88 3.0 “LTE Roaming Guidelines” that a well-known APN “IMS” shall be used for Voice over LTE:

“6.3.3 IMS Specific APN and the gateway selection 
For Voice over LTE roaming to work, a “well-known” Access Point Name (APN) used for IMS services has been defined. The APN name must be “IMS”, which is also the APN Network Identifier part of the full APN. The APN Operator Identifier part of the full APN depends on the PLMN whose PGW the UE is anchored to.”

1.2 Issue when roaming
Assume that a UE capable of using IMS voice is visiting a network, that doesn’t have an IMS roaming agreement with the UE’s home network but that supports IMS voice for own subscribers. The home network however has IMS roaming agreements with other networks, and the UE subscription data contains an IMS APN with the VPLMN Address Allowed flag set to enable the UE to have the IMS APN resolved in a visited network. The UE wants to use non-voice IMS services (RCS services might be the most probable one), and activates the IMS APN to achieve home routed access. But if the visited network has deployed the IMS APN, the UE will receive visited access (and a GGSN/PDN GW in VPLMN) instead of home access.
This will lead to bad end user experience: The UE will probably not get any IMS services, since the visited network doesn’t have an IMS roaming agreements with the home network, and therefore probably no IPX connectivity. Since the usage of a GGSN/PDN GW in the visited network also requires a P-CSCF in the visited network, this means that the UE will get a list of IP addresses to P-CSCFs in the visited network (in PCO from the GGSN/PDN GW in the visited network), and not for P-CSCFs in the home network. The P-CSCF in the visited network is not assumed to have any connectivity to CSCFs in the home network, since there is no IMS roaming agreement between home and visited network.
This will not occur if the visited network doesn’t support the IMS APN, in such a scenario the traffic will be home routed and will work as expected. It will neither occur if the home operator doesn’t have any IMS roaming agreements, since the VPLMN Address Allowed flag can be set to not allow visited access. But when the IMS APN gets deployed among operators, the probability for the described use case is assumed to increase. For example if two operator groups starts to have IMS roaming inside each group, but not between the groups.
On the other side it can be noted that the described problem will disappear over time, if all operators that have deployed the IMS APN have IMS roaming agreements with each other. 

It can also be noted that the same type of problem may occur also in GSM/WCDMA access, since the same APN usually is available over all radio accesses of an operator.

1.3 Possible solutions

1.3.1 IMS specific additions to the APN resolution

Logic can be added to the APN resolution for SGSN/MME as follows:  if the APN = “IMS” then to check that an IMS roaming agreement for voice exist with the home operator to enable the SGSN/MME in the visited access to select a PDN GW/GGSN in the visited network. Note that the MME/SGSN needs the information about IMS roaming agreements in place anyway in order to determine whether to indicate IMS Voice over PS support to the UE during attach.
The advantage is that it seems simple- The drawback is that it requires that the selected APN string “IMS” isn’t changed by GSMA, however, that can be considered as very unlikely. For any other APN with similar requirement similar additions would be needed, however, no such APN is known at the moment.
1.3.2 HLR/HSS indicator
An additional indicator per APN can be added in HLR/HSS to indicate for the SGSN/MME if an IMS roaming agreement shall be required or not to allow visited access. The SGSN/MME in the visited network will then check the indicator for the “VPLMN Allowed Flag” to see if an IMS roaming agreement is required or not. If the indicator requires the additional evaluation, the SGSN/MME will check if an IMS roaming agreement is available for the home network, and then continue the PDN GW selection procedure to either select a PDN GW in home network or in visited network, depending on the result of the evaluation.

The SGSN/MME is already required to have information whether IMS roaming agreements exist or not. Extract from TS 23.401 chapter 4.3.5.8:
“The serving PLMN shall indicate to the UE that the UE can expect a successful IMS voice over PS session only if the MME is configured to know that the serving PLMN has a roaming agreement for IMS voice with the HPLMN of the UE.”
The advantage is that this method is more generic, but it will impact the interfaces between HLR/HSS and SGSN/MME. The new indicator would allow to selectively state for each APN with “VPLMN Address allowed” also the IMS roaming agreement needs to be checked. This method would cover a potential use case where another APN than “IMS” is used for IMS services in the visited network in roaming situations, but the current decision by GSMA in IR.92 rev 3.0 is that only the APN “IMS” is to be used. Another technically possible use case is if new services are defined that rely on use of LBO..
1.3.3 VPLMN specific VPLMN Address Allowed flag set in HLR/HSS
One option is to add the requirement that a HLR/HSS shall manipulate the “VPLMN Address Allowed” flag in subscription data for the IMS APN, and to only allow visited access if there is an IMS roaming agreement for voice. This means that the HLR/HSS will send different subscription data to different SGSN/MMEs, depending on in which PLMN the SGSN/MME is located.
The advantage is that it doesn’t impact any interfaces, while the disadvantage is that this might not be generally supported by HLR/HSS products.

1.3.4 List of VPLMN specific VPLMN Address Allowed flag

The “VPLMN Address Allowed” flag could be changed into a list of flags, with one flag per roaming partner, to enable setting the flag for the IMS APN only for the roaming partners where an IMS roaming agreement with voice exists. This means that the flag would be extended with a list of mnc/mcc values corresponding to the roaming partners of the home operator. The SGSN/MME in the visited network will then check if its own mnc/mcc corresponds to any of the values in the list. If it does, the SGSN/MME will interpret that visited access is allowed for this APN, otherwise it will handle the APN as not allowed for visited access.
The advantage is that this seems to be a generic method that could be applied to any APN, while the disadvantage seems to be that the number of roaming partners may make the list of flags too long. If this is correct or not may need to be verified by the appropriate CT group.

2 Proposal
It is proposed to discuss the issue, and agree whether the issue requires a solution or not.

If a solution is required, the potential solution alternatives should be discussed, and a way forward should be agreed.

For the alternative described in clause 1.3.1, CRs are provided into this meeting for Rel 9 and 10 to provide a solution for the IMS APN. If a solution is needed for all APNs then it is proposed to select one of the other solutions for normative specification in Rel 11 and the supporting companies will provide needed CR(s) to a future meeting..
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