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Abstract of the contribution: this paper is proposed to clarify the required functionalities about suppressing device trigger due to network congestion. A solution is also provided for discussion and the possible inclusion in TR 23.888.
Discussion: 

For MTC device triggering, the MTC server can send trigger request with trigger indication information to the network, e.g. MME/SGSN or HSS/HLR or IWF (e.g. DT-GW), for further processing to trigger target MTC devices.  However the network may not be able to process the trigger request due to network congestion. Due to lacking of network congestion information at MTC server, the MTC server sends trigger requests as schedule but may get failure results. This results in the wastes of network resources. 

In SA2#84 meeting, the following required functionality is added for MTC device triggering when there happens network congestion:

-
If the network is not able to trigger the MTC Device, e.g. due to network congestion, the network may report the trigger failure to the MTC server.

Editor’s note: It is FFS that the network always needs to report the trigger failure to the MTC server for all the MTC device trigger solutions.

The required functionality is to fulfill the following SA1 requirement for MTC device trigger:

-
Upon receiving a trigger indication, if the network is not able to trigger the MTC Device, the 3GPP system may send an indication to the MTC Server that triggering the MTC Device has been suppressed.
NOTE:
suppression of triggering could be due to system conditions such as network congestion.  

From the captured required functionality in TR 23.888, it is still not clear how the network, e.g. MME/SGSN or HSS/HLR or DT-GW, suppresses the received trigger requests when network is congested or under the potential risk of congestion. Before providing trigger suppressing procedure, it is proposed to discuss and agree on the following proposals:
Proposal1: It is proposed to clarify that the suppress operation may include the following actions:

· Reject the trigger requests from the MTC servers;

· Stop forwarding the trigger requests (queuing or new arriving) to next network node;
· Drop the trigger requests and delete the stored trigger requests 
· Report the trigger failure to the MTC server
Proposal2: It is proposed to clarify that the network node (e.g. MME/SGSN or HSS/HLR or DT-GW) can start suppress triggering procedure when conducting MME overload control or throttling DDN traffic or NAS level congestion control.

Furthermore, about suppress triggering procedure, it is proposed to discuss the following two solutions about the initiation of the suppress trigger procedure:
Alternative 1:  MME/SGSN initiated suppress triggering 
Alternative 2:  HSS/HLR or DT-GW initiated suppress triggering
Proposal3: It is proposed to clarify that the network node which initiates suppress triggering procedure uses START message which comprise one or more of following information as suppress settings: 

· Trigger-suppressing identifier, which is associated to these suppress settings; 
· Trigger-suppressing factor, in which the ratio of the number of suppressed trigger requests to the total number of arrived trigger requests is in proportional to this factor;
· Trigger-suppressing delay, which defines the duration of suppress triggering;

· A specific application identifier;

· A specific priority type, e.g. non-urgent trigger request.

· A particular MTC server (IP@FQDN)

· A particular MTC serer (IP@FQDN) with a specific TCP/UDP port

Conclusion: 

It is proposed to discuss and clarify aforementioned proposals about suppressing triggers when network is congested and agree to add the text changes below for inclusion into TR 23.888.
* * * First Change * * * *

5.8
Key Issue - MTC Device Trigger

5.8.1
Use case description

For many M2M applications there may be an interest to have poll model for communications between MTC devices and the MTC Server. This may be because the MTC User wants to be in control of communication from MTC Devices, and does not allow MTC Devices to randomly access the MTC Server. Also for applications where normally the MTC Devices initiate communications, there may occasionally be a need for the MTC Server to poll data from MTC devices.

For MTC Devices that are not continuously attached to the network or that have no always-on PDP/PDN connection it is beneficial to trigger MTC Devices to attach and/or establish a PDP/PDN connection based on a trigger indication from the MTC server. It is important that it can be guaranteed to the MTC User that MTC Devices can only be triggered to attach and/or establish a PDP/PDN connection by authorized MTC Servers. If the network is not able to trigger the MTC Device, e.g. due to network congestion, the network may report the trigger failure to the MTC Server.
Triggering of MTC Devices is based on the use of an identifier identifying the MTC Device that needs to be triggered. The identifier used by the MTC User in the triggering request to the MTC Server can be different from the identifier used by the MTC Server in the triggering request to the PLMN network.
5.8.2
Required Functionality

The following functionality is required to trigger MTC Devices:

-
The PLMN shall be able to trigger MTC Devices to initiate communication with the MTC Server based on a trigger indication from the MTC server.

-
The network shall provide a mechanism such that the MTC Device can only receive trigger indications from authorized MTC Servers.

-
Upon receiving a trigger indication from a source that is not an authorised MTC Server, the network shall be able to provide the details of the source (e.g. address) to the MTC User. 

-
The network shall provide a mechanism to the MTC User to provide a set of authorized MTC Server(s).
-
The trigger mechanism shall be able to provide a scalable transmission of trigger request and trigger response messages for multiple MTC Devices in the PLMN and on the interfaces to the MTC Server.

-
A MTC Device shall be able to receive trigger indications from the network and establish communication with the MTC server when receiving the trigger indication. Possible options are:

-
Receiving trigger indication in detached state and establish communication.

-
Receiving trigger indication in attached state and the MTC device has no PDP/PDN connection.

-
Receiving trigger indication in attached state and the MTC device has a PDP/PDN connection.

NOTE 1:
There are currently available solutions to trigger MTC Devices (e.g. unanswered CS call attempts, sending an SMS). However, these have disadvantage when used at a large scale (e.g. they are based on MSISDNs), and work only for attached MTC Devices. This key issue will investigate possible improvements over the currently available means for triggering.

-
A HPLMN supporting the MTC device trigger feature shall provide an interface for reception of a trigger indication into the PLMN in order to be delivered by the network to the addressed MTC device. This interface:

-
shall be globally consistent (i.e. the same) across PLMNs supporting the MTC device trigger feature.
-
shall not require the MTC server to have prior knowledge of the current reachability state (e.g. attachment and PDP context/PDN connection states) of the targeted MTC device.
NOTE 2:
This interface does not preclude an MTC server from interrogating/monitoring the network for the current reachability state of a MTC device.

NOTE 3:
For backwards compatibility reasons, this interface does not preclude a MTC server from using a pre-existing interface (e.g. submitting an SMS-based trigger indication directly to an SMS-SC).  However, the intention would be for MTC service providers to migrate towards utilizing this new interface for device triggering.
-
If the network is not able to trigger the MTC Device, e.g. due to network congestion, the network may report the trigger failure to the MTC server.

Editor’s note: It is FFS that the network always needs to report the trigger failure to the MTC server for all the MTC device trigger solutions.
- The network shall provide a mechanism to suppress the trigger requests from the MTC servers so that the network congestion does not get worse.

Editor’s note: It is FFS in what situations the network activates suppress mechanism, e.g. MME overload control, NAS level congestion control, DDN throttling, etc.

-
In the triggering request to the PLMN the MTC Server shall use an identifier to indicate the MTC Device that is required to be triggered. The identifier used:

- can be a new identifier; or

- can be an existing identifier such as an IMSI.

NOTE 4:
The identifier used by the MTC User in the triggering request to the MTC Server can be a different identifier than the one used by the MTC Server in the triggering request to the PLMN. The identifier used by the MTC User is out of scope of 3GPP standardisation and may e.g. be an application specific identifier.

5.8.3
Evaluation

* * * Second Change * * * *

6.x
Solution – Suppressing Device Trigger for Congestion Control
6.x.1
Problem Solved / Gains Provided

See clause 5.8, "Key Issue – MTC Device Trigger"; clause 5.12 "Key issue – Signalling Congestion Control".
6.x.2
General approach

For MTC device triggering, the MTC server can send trigger request with trigger indication information to the network, e.g. MME/SGSN or HSS/HLR or IWF (e.g. DT-GW), for further processing to trigger target MTC devices.  However the network may not be able to process the trigger request due to network congestion. When the MME/SGSN suffers network congestion, the MME/SGSN needs to suppress the received trigger request or incoming trigger requests when network is congested. The suppress operation may include the following actions:
- Reject the trigger requests from the MTC servers;

- Stop forwarding the trigger requests (e.g. queuing or new arriving) to next network node or MTC device;
- Drop the trigger requests and delete the stored trigger requests.
- Report the trigger failure to the MTC server
Furthermore, the suppress triggering START message may comprise one or more of following information as suppress settings: 
- a trigger-suppressing factor;
- a trigger-suppressing delay;
- a trigger-suppressing identifier;
- an application identifier;
- a priority type, e.g. non-urgent trigger request.

- a MTC server (IP@FQDN); 

- a MTC server with a specific TCP/UDP port
6.x.3: Approaches
There are two solutions for the network node to initiate suppress triggering procedure.
6.x.3.1  MME/SGSN initiated Suppress Triggering Procedure
When the MME/SGSN determines to start MME overload control/NAS level Congestion Control/throttling DDN mechanism, the MME/SGSN initiated suppress procedure is as follows:
· Step 1: The MME/SGSN sends the START message to the HSS/HLR or DT-GW.
· Step 2: Based on received START message from the MME/SGSN, the HSS/HLR or DT-GW selectively suppresses the trigger requests from the MTC servers based on the suppress settings of the START message.
· Step 3: When the trigger-suppressing delay is expired or the HSS/HLR or DT-GW receives STOP message from the MME/SGSN, the HSS/HLR or DT-GW stops the suppress operation and continues to send trigger requests if needed.
6.x.3.2  HSS/HLR or DT-GW initiated Suppress Triggering Procedure

Based on the received START message from the MME/SGSN, the HSS/HLR or DT-GW initiates suppress procedure as follows:
· Step 1: The HSS/HLR or DT-GW sends the START message to the MTC server.
· Step 2: Based on received START message from the HSS/HLR or DT-GW, the MTC Server selectively suppresses the trigger requests based on the suppress settings of the START message.
· Step 3: When the trigger-suppressing delay is expired or the MTC server receives STOP message from the HSS/HLR or DT-GW, the MTC server stops the suppress operation and continues to send trigger request if needed.
6.x.4
Impacts on existing nodes or functionality
6.x.5 
Evaluation
* * * End of Change * * * *
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