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Abstract of the contribution: This contribution proposes an alternative way to obtain reachability state of MTC device for MTC Device Trigger feature.
Discussion

According to the required functionality of the key issue of MTC device trigger specified in TR 23.888 v1.2.0, there are 3 different reachability states for MTC devices in a 3GPP network, that is, detach, attach with PDP/PDN connection and attach without PDP/PDN connection. 
As MTC device could be in 3 different states, before launching device trigger procedures, MTC server or some network entity (e.g. the proxy (TBD) in the architecture for MTC) should determine the current reachability state of MTC device, so that the most suitable way can be adopted to trigger MTC devices. 
To achieve this goal, the mechanism which obtains reachability information through HLR/HSS was proposed in S2-111440. Here, we would like to propose an alternative method.

We propose to agree the following updates to 3GPP TR 23.888. v1.2.0.
Start of Change 1
6.X
Solution – Obtaining reachability state of MTC device via PCRF
6.X.1
Problem Solved / Grains Provided
See clause 5.8 “Key Issue – MTC Device Trigger”.

6.X.2 
General
As MTC device could be in 3 different states (Detach, Attach with PDP/PDN connection, Attach without PDP/PDN connection), before launching device trigger procedures, MTC server or some network entity (e.g. the proxy (TBD) in the architecture for MTC) should determine the current reachability state of MTC device, so that the most suitable way can be adopted to trigger MTC devices.
If dynamic PCC is deployed in the system, PCRF can be used to provide such information of MTC devices. When it needs to determine the reachability state of the MTC device, the MTC server or the network entity sends a request message to interrogate the PCRF deployed in the network. The request message includes the identity of target MTC device.
On reception the request message, PCRF checks the IP-CAN session information of the target MTC device based on the received device ID, and send a response message to the MTC server or the network entity to return the reachability state information. If one or more IP-CAN session information can be found by PCRF, MTC device is in attach with PDP/PDN connection(s) state. If no IP-CAN session information can be found, MTC device is in detach state. In the former case, besides the reachability state information, other information related to the target MTC device, such as PDN identifier, IP address(es), etc. can also be returned by PCRF to MTC server or network entity. This information can be used for routing.
Alternatively, instead of sending request message to PCRF directly, AAA server may be used as a proxy to transfer the request message from MTC server or network entity to PCRF. On reception of the request message, AAA server first authenticates the received request so as to make sure it is originated from a trusted and authorized source. After the authentication is passed, AAA server transfers the received request message to PCRF. PCRF checks the IP-CAN session information of the target MTC device, and returns a response to MTC server or network entity, which is forwarded by AAA server.
6.X.3
Impacts on existing nodes or functionality
PCRF should receive the request messages sent from MTC server or some network entity (e.g. the proxy (TBD) in the architecture for MTC), check the IP-CAN session information of target MTC device and returns response messages.
6.X.4
Evaluation
Drawbacks: 
In GPRS system, MTC device could attach to the network and just establish signalling connection, and no PDP context is established. In this case, the MTC device is in attach without PDP/PDN connection state. This method can not distinguish this state from the detach state. 
End of Change
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