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Discussion

One of the current architectural assumption for GTP-based S2a documented in TR 23.852 is that "The protocol design on S2a should aim at keeping S2a GTP operations similar to those supported on GTP-based S5/S8". 
The protocol stack depicted in TS 23.401 for GTP-based S5/S8 is as follows:
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Legend:

-
GPRS Tunnelling Protocol for the user plane (GTP‑U): This protocol tunnels user data between eNodeB and the S‑GW as well as between the S‑GW and the P‑GW in the backbone network. GTP shall encapsulate all end user IP packets.

-
MME controls the user plane tunnel establishment and establishes User Plane Bearers between eNodeB and S‑GW.

-
UDP/IP: These are the backbone network protocols used for routing user data and control signalling.

-
LTE-Uu: The radio protocols of E-UTRAN between the UE and the eNodeB are specified in TS 36.300 [5].

It can be seen in the above that the architectural IP link model for an UE attached via GTP-based S5/S8 is that of a single point-to-point IP link running end-to-end between the UE and the PDN GW whereby the PDN GW is thus the first hop router for the UE. This single point-to-point IP link is realized via placing relay functions between the three point-to-point segments that link the UE to the PDN GW: 

· PDCP between UE and eNB

· GTP-U between eNB and Serving GW

· GTP-U between Serving GW and PDN GW

For the purpose of this discussion, let us denote by Trusted Non-3GPP IP Access GTP Peer (TGP) the entity of the intermediate node that terminates GTP in the Trusted Non-3GPP Access.

If the goal of "keeping S2a GTP operations similar to those supported on GTP-based S5/S8" translates into preserving a similar architectural IP link model for S2a, that is, that of single point-to-point IP link running end-to-end between the UE and the PDN GW where the PDN GW is the first hop router for the UE, then a single point-to-point IP link shall exist between a PDN GW and a UE attached via a GTP-based S2a Trusted non-3GPP Access.
Conclusion 1: a single point-to-point link shall exist between a PDN GW and a UE attached via a GTP-based S2a Trusted non-3GPP Access. 

Since the Trusted non-3GPP Access is not a 3GPP Access, the UE will see an access technology that is different from 3GPP. Thus, in order for a single point-to-point IP link to exist between a PDN GW and a UE attached via a GTP-based S2a Trusted non-3GPP Access, there need to be a point-to-point segment between the UE and the TNGP that can be bridged with the point-to-point segment provided by the GTP-u tunnel between the TNGP and the PDN GW.
Conclusion 2: there shall be a point-to-point segment between the UE and the TNGP. 

Conclusion 3: the point-to-point link between the UE and the PDN GW shall be realized via bridging together the point-to-point segment between the UE and the TNGP and the point-to-point segment between the TNGP and the PDN GW. 
The resulting protocol stack is illustrated below:
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Further, since at least part of that study is concerned with a solution that has no UE impact when the UE attaches from an IEEE 802.11 WLAN, and given that on the UE side the IP link appear as an IEEE 802.11 link, the UE will use protocols that embeds IEEE 802 link layer addresses in their payloads, such as the Address Resolution Protocol [1], the Neighbor Discovery Protocol [2], and the Dynamic Host Configuration Protocol [3] to resolve IP addresses into link layer addresses, discover the router (i.e., the PDN GW) and other neighbour unreachability detection functions. Since these IEEE 802 link layer addresses are not directly reachable by the PDN GW over the GTP-u tunnel on the S2a interface, having a single IP link between the UE and the PGW implies that the TNGP bridge perform also implement a proxy function for these protocols such as described in RFC 1027 [4] and RFC 4389 [5].

Conclusion 4: If the Trusted Non-3GPP Access uses the Address Resolution Protocol, the Neighbor Discovery protocol, and/or the Dynamic Host Configuration Protocol, the TNGP shall implement a proxy function for those.
The resulting protocol stack is illustrated below:
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It is proposed to agree to the following changes to TR 23.852.
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6
Solutions for GTP based S2a

Editor’s Note: This clause will describe the solution(s) for the "access agnostic" GTP-S2a, which is basically similar to PMIPv6-S2a in TS 23.402.

6.1
Solution 1 
6.1.1
Architecture

6.1.2
Functional description 
The protocol stack for the GTP-based S2a user plane is as follows:
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Legend:

-
The Trusted Non-3GPP Access GTP Peeer (NGP) terminates GTP on the Non-3GPP Access side of the GTP-S2a interface.

Figure 6.1.2-1: Protocols for user planes of S2a for the GTP option
The Following functional requirements exist:
· A single point-to-point link shall exist between a PDN GW and a UE attached via a GTP-based S2a.

· The segment between the UE and the TNGP shall be a point-to-point segment.

· The point-to-point link between the UE and the PDN GW shall be realized via bridging together the point-to-point segment between the UE and the TNGP and the point-to-point segment between the TNGP and the PDN GW.
*** Next change ***

7
Additional considerations for WLAN access to EPC through S2a

Editor’s Note: This clause builds upon Clause 6 with the assumption that the Trusted Non-3GPP Access is WLAN. This clause will contain considerations on the UE and WLAN access impacts for the WLAN access to EPC through S2a. Solutions requiring modifications to non 3GPP link-layers will not be considered.
7.1
Solutions without UE Impact

7.1.1
Solution 1 
7.1.1.x
Functional description 

The protocol stack for the GTP-based S2a user plane when the non-3GPP Access is a WLAN is as follows:
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Figure 6.1.2-1: Protocols for user planes of S2a for the GTP option
The Following functional requirements exist:
· If the Trusted Non-3GPP Access uses the Address Resolution Protocol [x1], the Neighbor Discovery protocol [x2], and/or the Dynamic Host Configuration Protocol [x3], the TNGP shall implement a proxy function for those, e.g., as described in [x4] and [x5].
Editor' s Note: It is for further study how the segment between the UE and the TNGP can be enforced to be point to point when the Trusted Non-3GPP Access is an IEEE 802.11 WLAN.
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