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1. 
Introduction

TS 22.220 v11.0.0 contains the following requirements for SIPTO for the H(e)NB subsystem:

· Selected IP Traffic Offload shall be possible to be done without traversing the mobile operator network, subject to regulatory requirements.

· The mobile operator and the H(e)NB Hosting Party, within the limits set by the mobile operator, shall be able to enable/disable Selected IP Traffic Offload per H(e)NB. 

-
Based on mobile operator SIPTO policies, the network shall be able to allow the user to accept/decline offload before the traffic is offloaded.

Note: There is a possibility that the user's service experience will be different if the user's traffic is offloaded via SIPTO for H(e)NB Subsystems. 

-
The SIPTO policies may be defined per APN, per IP Flow class under any APN, or per IP Flow class under a specific APN. 

-
The mobile operator shall be able to configure the SIPTO policies either statically or dynamically.

The present paper discusses two different approaches, both of which address the Stage 1 requirements in a different way. We refer to them as:

· PDN connection re-establishment via the local network;

· Routing IP flows from one PDN connection to another.

Each of them is described in more details in the next two clauses.

2. 
PDN connection re-establishment via the local network

The underlying assumption in this approach is that the whole traffic associated with an APN can be offloaded via the local network, provided that the user accepts the offload. One typical example for this kind of offload is a PDN connection to APN = “Internet”.

The Rel-10 SIPTO principle consisting of PDN disconnection followed by PDN connection re-establishment (or Detach followed by re-Attach) can be used in this case, with the following additions:

· Before initiating the PDN disconnection, the MME needs to check whether the user accepts the offload via the home network. This can be done e.g. by using the existing ESM Information Request/Response procedure. If the UE/user accepts the offload, the MME initiates PDN disconnection (or Detach) as in Rel-10;

· Subsequent to PDN disconnection, the UE requests PDN connection re-establishment (or re-Attach) and indicates in the request that the user agrees for offload via the local network. This is required so that the MME can select the L-GW in the home network.

NOTE: before asking the user whether he accepts the offload via the local network, the MME needs to determine whether such offload is possible. One piece of information is the L-GW address signalled by the H(e)NB over S1/Iu. Additional information may be configured in the MME or fetched from the user’s subscription record.
If the user needs to access the local network, he/she requests another PDN connection (e.g. APN2 = “home_network”) in parallel to the SIPTO-ed PDN connection (e.g. APN1 = ”Internet”). That is, a SIPTO-ed PDN connection for access to the Internet and a LIPA PDN connection for access to local resources are maintained as two separate PDN connections, despite the fact that the local network will typically consist of a single IP subnet.
3. 
Routing IP flows from one PDN connection to another

The underlying assumption in this approach is that the traffic flows are not bound to an APN. The same IP flow (e.g. Internet flows) can be routed either via APN1 (= “operator_services”) or via APN2 (= “home_network”). The selection of the preferred APN in this approach is based on operator policies and user preferences, as well as on the availability of established PDN connections (e.g. as proposed in the scope of the OPIIS TR 23.853).
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Figure 1: Routing IP flows from one PDN connection to another
Consider the scenario depicted in Figure 1:

· when the UE is outside of the home, it has only one PDN connection (PDN1, associated with APN1 = “operator_services”). The PDN1 connection is used for both IMS traffic and Internet traffic;

· when the UE returns home, the user requests a new PDN connection for access to the home network (PDN2, associated with APN2 = “home_network”). Triggered by the availability of the local PDN connection (PDN2), and depending on operator policies and user preferences, the UE may decide to route any new Internet-bound flows via PDN2.

In this approach there is no need for explicit signalling between the UE and the network in order to check whether the user accepts Internet offload via the local network. Instead, when the UE determines that offload is possible (based on operator policies and user preferences), and if the policies indicate that the user’s consent is required, the UE can locally request from the user to accept or decline such offload.

Only if the user accepts the offload will the concerned traffic flows be routed through the local PDN connection (PDN2).

4. 
Proposal

It is proposed to:

· define a new Key Issue “Architecture for SIPTO at the local network” in clause 5.4 of TR 23.859;

· agree the two solutions for SIPTO for the H(e)NB subsystem described previously for inclusion in the new Key Issue clause.

* * * First Change * * * *
5.4
SIPTO at the local network

5.4.1
Key issue #SL1: Principles for session continuity for SIPTO at the local network

Editor's note: It is FFS how to support session continuity for SIPTO at the local network.
5.4.X
Key issue #SL X: Architecture for SIPTO at the local network

5.4.x.1
Architecture solution 1: PDN connection re-establishment
The underlying assumption in this approach is that the whole traffic associated with an APN can be offloaded via the local network, provided that the user accepts the offload. One typical example for this kind of offload is a PDN connection to APN = “Internet”.

The Rel-10 SIPTO principle consisting of PDN disconnection followed by PDN connection re-establishment (or Detach followed by re-Attach) can be used in this case, with the following additions:

· Before initiating the PDN disconnection, the MME checks whether the user accepts the offload via the home network. This can be done e.g. by using the existing ESM Information Request/Response procedure. If the UE/user accepts the offload, the MME initiates PDN disconnection (or Detach) according to the Rel-10 SIPTO principle;

· Subsequent to PDN disconnection, the UE requests PDN connection re-establishment (or re-Attach) and indicates in the request that the user agrees for offload via the local network. This is required so that the MME can select the L-GW in the home network.

NOTE: before asking the user whether he accepts the offload via the local network, the MME needs to determine whether such offload is possible. One piece of information is the L-GW address signalled by the H(e)NB over S1/Iu. Additional information may be configured in the MME or fetched from the user’s subscription record.

If the user needs to access the local network, he/she requests another PDN connection (e.g. APN2 = “home_network”) in parallel to the SIPTO-ed PDN connection (e.g. APN1 = ”Internet”). That is, a SIPTO-ed PDN connection for access to the Internet and a LIPA PDN connection for access to local resources are maintained as two separate PDN connections, despite the fact that the local network will typically consist of a single IP subnet.

5.4.x.2
Architecture solution 2: Routing IP flows from one PDN connection to another
The underlying assumption in this approach is that the traffic flows are not bound to an APN. The same IP flow (e.g. Internet flows) can be routed either via APN1 (= “operator_services”) or via APN2 (= “home_network”). The selection of the preferred APN in this approach is based on operator policies (see TR 23.853 [x]) and user preferences, as well as on the availability of established PDN connections.
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Figure 5.4.x.2-1: Routing IP flows from one PDN connection to another

Consider the scenario depicted in Figure 5.4.x.2-1:

· when the UE is outside the home, it has only one PDN connection (PDN1, associated with APN1 = “operator_services”). The PDN1 connection is used for both IMS traffic and Internet traffic;

· when the UE returns home, the user requests a new PDN connection for access to the home network (PDN2, associated with APN2 = “home_network”). Triggered by the availability of the local PDN connection (PDN2), and depending on operator policies and user preferences, the UE may decide to route any new Internet-bound flows via PDN2.

In this approach there is no need for explicit signalling between the UE and the network in order to check whether the user accepts Internet offload via the local network. Instead, when the UE determines that offload is possible (based on operator policies and user preferences), and if the policies indicate that the user’s consent is required, the UE can locally request from the user to accept or decline such offload.

Only if the user accepts the offload will the concerned traffic flows be routed through the local PDN connection (PDN2).

* * * End of Change * * * *
3GPP

SA WG2 TD


