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The intent of this contribution is to discuss the possible solution for supporting PS service control when BBAI is enabled in 3G deployment system.

Introduction
It was referred in SA2#84 Bratislava F2F meeting that S15 interface could be used to transport IPSec Tunnel information to the HNB’s serving PCRF for CS service in the 3G BBAI deployment. The intent of this contribution is to examine the opportunity to extend the same interface for supporting PS service control.
Discussion
There are two possible options to extend the S15 to support the PS service control:
· Option-1: using S15 interface to transport IPSec Tunnel information and the Gx interface to transport the QoS authorization information
· Option-2: using S15 interface to transport both the IPSec Tunnel information as well as the QoS authorization information
Solution Overview
Option-1:
During HNB power on, IPSec tunnel will be established between HNB and SeGW. The IPSec tunnel information will be sent to the HNB-GW during HNB registration. The HNB-GW stores the IPSec tunnel information, but no S15 session is established at this point. 
When the UE initiates PDP context activation after the attachment to the PS core, the HNB-GW will detect such events, and initiates S15 session establishment toward the PCRF that is selected based on the UE ID, which was received via COMMON ID command. The DRA will store the mapping of the selected serving PCRFUE and the UE ID. The S15 session establishment will trigger the serving PCRFUE to initiate S9* session establishment towards the BPCF.
Note: the S15 session could also be established during the UE attaches to the PS core. When the HNB-GW receives COMMON ID command containing the UE ID, it initiates the S15 session establishment towards the PCRF based on the UE ID.

When the PDP context activation message reaches to the GGSN, the GGSN will select the serving PCRFUE by using the same UE ID. Since the DRA already stored the mapping of the selected serving PCRFUE with the UE ID, the DRA will select the same serving PCRFUE for the GGSN. IP-CAN session will be established for the UE between the GGSN and the serving PCRFUE. The serving PCRFUE will then correlate the S15 session and the IP-CAN session for the UE.

The following Figure-1 shows S15 session establishment process when UE initiates PDP context activation after its attachment to the PS core.
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Figure-1: Option-1 S15 session establishment when UE registers with the PS core 

When the UE initiates a PS service, the serving PCRFUE receives a service request from the Rx interface or a bearer request from the Gx interface, which will authorize the resource allocation request according to the PCC decision that is based on UE’s subscription and configuration.  The serving PCRFUE will then send the QoS rules via S9* interfaces to the BPCF to request for admission control. The subsequent procedures over the S9* are the same as today BBAI for Building Block I
If the HNB’s serving BPCF accepts the request, it applies the mapping QoS rules to the BBF network entity (e.g. BNG) and returns acknowledgement to the serving PCRFUE.
If the serving PCRFUE receives message indicating the admission control is successful, the serving PCRFUE will indicate the authorized QoS rules to the GGSN to initiate bearer establishment / modification via the Gx interface. In turn, the GGSN will trigger the SGSN to perform RAB resource allocation or de-allocation.
In this Option, S15 is only used for transporting the IPSec Tunnel information to the serving PCRFUE to identify the corresponding HNB’s serving BPCF and not to be used for transporting the QoS information. The following Figure-2 shows operation for Resource Allocation and de-allocation process.
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Figure 2: Option-1 HNB BBAI Resource Allocation and De-allocation
Option-2:
During HNB power on, the HNB will establish IPSec tunnel with its serving SeGW. The IPSec Tunnel information will be sent to the serving HNB-GW. In turn, S15 session will be established between the HNB GW and serving PCRFHNB that was selected by the given HNB. The serving PCRFHNB will initiate S9* session establishment towards the BPCF.
Note: Instead of establishing S15 session during HNB power on, it could also be established when the first UE attaching to PS/CS core via the given HNB. But the granularity of the S15 session is per HNB. It can be shared by all other UEs which access to PS/CS core via the same HNB.
The following Figure-3 shows S15 session establishment process during HNB power on:
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Figure-3: Option-2 S15 session establishment during HNB power on

When the UE attached to the given HNB initiates a PS service session, the serving PCRFUE of the UE received service request from Rx interface or a bearer request from Gx interface, which will authorize the resource request according to the PCC decision that is based on UE’s subscription and configuration. The PCRFUE will then initiate the bearer establishment / modification via Gx interface between the PCRFUE and GGSN. In turn, the GGSN will trigger the SGSN to send a RAB assignment request towards the serving HNB-GW. The serving HNB GW will communicate with the PCRFHNB selected by the HNB GW to request for the bearer resources allocation from BBF access.
The PCRFHNB selected by the HNB GW will then proceed with the resource allocation with the BPCF over the S9* interface. The subsequent procedures over the S9* and beyond remain the same as today BBAI for Building Block I.  
Note that the serving PCRFHNB selected by HNB GW may not necessarily be the same serving PCRFUE which was assigned to the UE during the UE’s PS service registration.
The PCRFUE will decide whether to initiate the S9* session request based on the present or the absent of the IPSec Tunnel information stored in the UE’s IP-CAN session context.  To avoid the serving PCRFUE to initiate the S9* session after receiving resource request message, the serving HNB-GW will not send IPSec Tunnel information to the core network in the case when the S15 interface is used for triggering the resources request to fixed network. The HNB-GW makes such decision based on it’s local configuration.
In this Option, S15 is used to transport both IPSec Tunnel information and accumulated QoS information between HNB GW and the PCRF. The following Figure-4 shows operation of Resource Allocation and De-allocation process. 
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Figure 4: Option-2 HNB BBAI Resource Allocation and De-allocation
Comparison
The solutions presented by this contribution may have the following major features: 
For option-1:

Pros:

1) No impact on the existing GGSN and SGSN.

2) BBAI admission control is performed before bearer establishment; hence reduce possible extra signalling for rejection in case the admission control is rejected.

Cons

1) S15 session is established per UE, which does not align with the S15 granularity for CS services. Hence the number of S15 is higher (per UE S15 granularity) than option 2.
2) HNB GW needs to intercept NAS signalling in order to decide when to establish S15 session (i.e. during PDP context activation). But if S15 session is established when the HNB GW receives COMMON ID command (i.e. during UE registers to the PS core), there is no need to intercept NAS signalling.
3) Differentiate the PS and CS handling, e.g. processing RAB assignment request from MSC and SGSN differently. This adds complexity to the HNB GW.

For option-2:

Pros:

1) No impact on the existing GGSN and SGSN.

2) One S15 session serves both PS and CS services and common procedures serves both PS and CS services. Less number of S15 session comparing with option 1.
3) Simpler HNB GW logic, no need to intercept NAS, no need to differentiate Iu-PS and Iu-CS.
Cons:
1) Possible signalling overhead in case the BPCF rejects the admission control request from HNB GW.
Proposal

We propose to adopt option 2 into the TR 23.839, the proposed text is as following:
****** 1st Change ******
 Xxx1. HNB power on
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 Figure xx: HNB power on procedure
1) When the HNB powers on, it receives a local IP address from the BBF Access Network. Local-IP assignment by BBF is out of 3GPP scope. The Local-IP is the Outer-IP of HNB of the IPSec tunnel between the HNB and the SeGW.

2) The IKEv2 authentication is performed between HNB and SeGW. After successful mutual authentication, IPSec Tunnel will be setup. 
3) The HNB initiates the Registration to HNB GW including HNB Local IP address together with the HNB IP address allocated by the SeGW.
4) The HNB GW establishes a S15 session with the PCRFHNB including HNB local IP address.

5) The PCRFHNB responds to the HNB GW.

6) The PCRFHNB identifies the IP address associated with the fixed access over which the HNB is communicating based on HNB Local IP address received during step 4. The PCRFHNB initiates establishment of an S9* session by sending GW Control Session Establishment message to the BPCF. The HNB local IP address is included in the message. The BPCF stores the HNB local IP address to identify the access point of the HNB in the BBF access network.
7) The BPCF acknowledges the S9* Session Establishment by sending a GW Control Session Establishment Ack to the PCRFHNB.
 Xxx2.  Resource Assignment procedure
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 Figure xx:  RAB Create / Modify / Release procedure

1) When the SGSN receives a create / modify / delete bearer request message from GGSN, the SGSN triggers RAB assignment request message to the HNB GW.

2) The SGSN sends the RAB assignment request message to the HNB GW to establish, modify, or release one or several RABs. QoS information may also be included in the message.

3) On reception of the RAB Assignment Request message at the HNB GW, the HNB GW sends S15 session modification message including QoS information to the PCRFHNB to request authorisation for the bearer(s).
4) The PCRFHNB requests the BPCF to modify the resource by sending the GW Control and QoS Rule Provision (QoS-Rule with the QoS information) message to BPCF. The QoS-Rule with the QoS information indicates the BPCF how to modify the corresponding resources in BBF access network. 

5) The BPCF takes into account the information contained in the QoS rule and modifies the corresponding resources, but the details for how to modify the resource in the BBF access is out of scope to 3GPP. 

The BPCF acknowledges the GW Control and QoS Rule Provision message by sending a GW Control and QoS Rule Provision Ack message to the PCRFHNB.
6) The PCRFHNB responds with the outcome of the authorisation request

7) Based on the authorisation decision, the HNB GW continues or rejects the RAB assignment. If no resources are available then the HNB GW rejects the RAB assignment and initiates the “RAB assignment failure” procedure.
8) The MS responds with RAB assignment message.
****** End of contribution ******
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7. GW Control Session Establishment Ack











6. GW Control Session Establishment
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5) GW Control and QoS Provision Ack







4) GW Control and QoS Provision 







6) S15 Session modification Ack







3) S15 Session modification Request (QoS)
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