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Abstract of the contribution: 
This paper addresses the requirements related to MTC device ‘efficiently maintain connectivity’ aspects, and proposes to add a new Key Issue in TR23.888 for ‘efficiently maintaining connectivity for a large number of MTC Devices’.
1. Introduction

1.1 Requirements from SA1
According to the discussions in the SA1 meetings, the requirement: 
“The system shall provide mechanisms to efficiently maintain connectivity for a large number of MTC Devices”
has been specified in TS22.368 v11.1.0.
The issue of how to efficiently maintain connectivity for a large number MTC devices that are in “always on” status needs to be considered.
1.2 Background of this Requirement in SA1
At the SA1#43 meeting, a new requirement category on “High availability” for MTC devices was added to TS22.368v0.2.0 (see S1-084322). The description for this new ‘high availability’ requirement is as below:
“This category will introduce improvements in the network to enable MTC for applications that need high   availability in their connection. In these kinds of applications the network connection must be available most of the time since transmission of data is usually linked to emergency events. Furthermore, these applications require testing the connection status frequently to detect possible errors in communication.”
Considering that a large number of MTC devices could be in “always on” status, at the SA1#47 meeting, a new requirement related to “High availability” category was added in the general requirements section in TS22.368v1.0.0 (see S1-093441). The new requirement states:

“It shall be possible to efficiently maintain connectivity for a large number of MTC Devices.” 
The reason for the addition this new requirement was justified as below:
A potentially useful feature of certain MTC applications is the “always on” nature of the connection. We labelled this as “persistent connectivity” within this contribution.

However, existing 3GPP systems have been dimensioned to a certain degree with human users in mind. Therefore, maintaining the connectivity for a large number of devices may become challenging from several points of view.
At the SA1#48 meeting, the category “High availability” and the related use case was removed from TS22.368 (see S1-094087). The general requirement related to ‘efficiently maintain connectivity for a large number of MTC devices’ was retained in TS22.368 though. The reason cited for this change is as below:

Certain M2M applications as surveillance system depend on a high availability of the system function. Often those applications provide for back-up transmission means, e.g. wired or alternative radio links, for back-up powering etc. Mobile networks in general are highly available, 99,xx %. To expect dedicated network functionality to raise the overall availability of the mobile network for certain applications beyond the current rate is unlikely to happen and from a commercial point of view not viable.

In so far, additional measures to provide for high availability are most likely implicit to the application system and outside the scope of this specification. It is proposed to remove this paragraph.
This paper clarifies the requirements related to ‘efficiently maintaining connectivity for a large number of MTC Devices’ that has been specified in the general requirements category in TS22.368.
2. Discussions
MTC devices requiring ‘efficiently maintain connectivity’ may be deployed for public safety and/or for security related applications, such as security monitoring, fire alarm equipment, flood detection equipment etc. For such MTC devices both the uplink and the downlink communications require high connectivity, e.g. communication setup may not be delay tolerant. From this perspective, such MTC devices are considered with “higher priority” than normal MTC devices for access to the network and for the use of network resources.
In GPRS/EPS, after the UE accesses the network and obtains an IP address, it can be regarded as an “always on” UE from the perspective of the application layer. For such UEs, the requirement,
“It shall be possible to efficiently maintain connectivity for a large number of MTC Devices.”
could be construed as: 
such UEs should be able to be ‘accessed ASAP’, even when the network is congested or overloaded.
From the above considerations, the requirement for “efficiently maintain connectivity”, instead of being regarded as “always-on” could be termed as “accessed ASAP”.
For ‘always on’ UEs the network needs to maintain the UE context in the network. For a large number of MTC devices  in “always on” state, the network would need to maintain a large number of such contexts. It could lead to extensive network resource consumption. Therefore, it is desirable to consider how to address the requirement “efficiently maintain connectivity for a large number of MTC Devices” efficiently and at the same time optimize network resource consumption.
Considering that both the MO/MT communications should be established ASAP, the network should be able to assign network resources on priority to such MTC devices compared to the normal MTC devices, even during congestion/overload conditions. Connections should be available, or should be able to be established quickly most of the time for such MTC devices.
For supporting MTC devices with “efficiently maintain connectivity” requirements, the detailed network capabilities will be identified as we progress with the SIMTC work. Capabilities such as: whether the network needs to maintain the PDP context / PDN connection, whether the RAN/eNB procedures need to be enhanced to setup the radio connections quickly, how to reduce the network resource consumption while maintaining connectivity for such MTC devices, etc. will be identified with the progress of the SIMTC work, and are for further study.
3. Proposal

In view of the above considerations, it is proposed to adopt the following new Key Issue in TR23.888.

START OF CHANGE
 5.X
Key Issue –Efficiently maintain connectivity for a large number of MTC Devices
5.X.1
Use case description
A large number of MTC devices could be expected to be able to setup connection to the application server quickly at any time. For example, MTC devices are usually deployed for public safety and/or for security related applications, such as security monitoring, fire alarm equipment, flood detection equipment etc. For such MTC devices, it is strongly desired to efficiently maintain the connectivity in the network. In other words, such MTC devices are expected to be treated as “always-on” and as “accessed ASAP” devices.
5.6.2
Required Functionality

The functionality required for maintaining connectivity for a large number of MTC devices includes:

-
It shall be possible for the MTC device to setup the connection to the MTC Server ASAP.

-  It shall be possible for the MTC Server to setup the connection to the MTC device ASAP.
-
It shall be possible to reduce the resource consumption in the network for maintaining connectivity for a large number of MTC devices.

5.6.3
Evaluation
END OF CHANGE
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