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Abstract of the contribution: The principles and model sections of the SIMTC TR remain undeveloped. It would be useful to capture key agreements to help decide upon the Architecture baseline.
Introduction

This contribution collects architecture requirements agreed in Key Issue statements in clause 5 that are relevant to update of the architecture in clause 4.3. Solutions 6.8, 6.38 and 6.45 provide input to this further elaboration of the architecture. 

In particular, the interaction between the PLMN and the MTC Server should be specified in more detail. The boundaries of the scope of the 3GPP specification should be clearly expressed. This will aid in communication with others working on machine type communication (e.g. ETSI TC M2M.)   
Discussion

An intermediary between the 3GPP PLMN and its services and the MTC Server has been described as a 3GPP PLMN-MTC Server IWK Function (6.8), Service Centre for MTC (6.38, 6.44), Device Trigger Gateway (6.45)
Proposal

Begin Change

4
Architectural Considerations


4.1
Architectural requirements

Editor's note:
Contributions to this clause should follow after agreements are achieved in the Required Functionality clause s of individual Key Issues.


1) The 3GPP Core Network can communicate with the MTC Server. An intermediary entity may be used for the control plane communication for topology hiding or protocol translation purposes. Any intermediary entity for the user plane communication is out of scope of 3GPP standardization.
2) Both mobile terminated and mobile originated communication shall be supported. To initiate mobile terminated communication, an MTC Server shall be able to uniquely identify an MTC Device.
Editor’s Note: Unique identification of an MTC Device when the UE comprises multiple TEs may imply further requirements.
3) The mobile network shall provide security mechanisms that can be used to:
· ensure that an MTC Server can only communicate with certain UEs used for MTC;
NOTE 1: This requirement does not imply that it applies to all MTC Server communication to UEs used for MTC. Some scenarios allowing for less restricted communication have been considered.
Editor’s Note: : The association of an MTC Server to certain UEs used for MTC for means of restricting communication (e.g. between an MTC User and the MTC Subscriber) is FFS.
· ensure that only authorized PDN entities can communicate with the UEs used for MTC;
· ensure that a UE used for MTC can only communicate with the MTC Server(s) of its subscriber, and that communication with any other entity is not possible. 

The existing 3GPP security functions e.g. authentication and encryption shall be unaffected by the above security measures.
4) It shall be possible to provide secure and encrypted communication between PLMN and MTC Server.
5) The reference points between the MTC Server and the PLMN shall enable message exchange to support the following services:
a. Device Triggering 
b. …
4.1A.
Architecture Principles

Editor’s Note:
This subclause captures principles that can be agreed in discussion of architecture. Once agreed, these principles will guide further work in the TR.
1)
Communication at the application level between the MTC Device and the MTC Application is out of scope of 3GPP standardization.

End Change
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