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Abstract of the contribution: As part of the BBAI architecture, the proposed architecture assumes that the H(e)NB aware of its Public-IPv4 address of its IPSec tunnel, and the FQDN of the BPCF that will be provided to the corresponding serving PCRF to support BPCF selection.  However, in today TR descriptions, there is no consideration when there is NAT/NAPT present between the H(e)NB and SeGW (e.g. when NAT/NAPT is resided at the RG), and when the operator of the BBF access is not the same operator as the EPC network.  As a result, there is no information today in the TR to describe how H(e)NB could retrieve its IPSec tunnel’s Public IPv4 address information which is assigned by the BBF access network and has been NATed.   This contribution presents the missing information that needs to be clarified.
Introduction

As part of the BBAI architecture [TR 23.839],  the proposed architecture assumes that the H(e)NB aware of its Public-IPv4 address of its IPSec tunnel, and the FQDN of the BPCF that will be provided to the corresponding serving PCRF to support BPCF selection.  However, in today TR descriptions, there is no consideration when there is NAT/NAPT present between the H(e)NB and SeGW (e.g. when NAT/NAPT is resided at the RG), and when the operator of the BBF access is not the same operator as the EPC network.  As a result, there is no information today (e.g. TS 33.320) in the TR to describe how H(e)NB could retrieve its IPSec tunnel’s Public IPv4 address information which is assigned by the BBF access network and has been NATed.   Such location information is required by the H(e)NB’s serving EPC PCRF in order to identify the corresponding serving BPCF at the BBA access network to communicate the QoS resource information of the H(e)NB.  
Even when referring to TS 32.593, section 5.1, describes how the H(e)NB could discovery the FQDN and/or IP address information of the H(e)MS and SeGW, however, it does not describes how would H(e)NB can recognize its own outer Public-IP for its IPSec tunnel in the case when NAT/NAPT is present between the H(e)NB and SeGW.   What has been described in section 5.1 that H(e)MS provides to the H(e)NB is the IP address for the S1 interface (i.e. the inner-IP of the H(e)NB) and not the outer NATed Public-IP that is managed by the BBF access network.  
In addition, TS 32.593 allows the Type-1 interface for the H(e)NB to attach to the H(e)MS outside of the IPSec tunnel, hence, there is no guarantee of the H(e)MS will be able to intercept the H(e)NB’s tunnel-IP as the tunnel-IP would have been terminated at the SeGW prior to any of the IP packet originated from H(e)NB arriving to the H(e)MS.  

In TS 33.320, Figure 4.1.1 (see figure below) in section 4.1, System Architecture of H(e)NB, presents a more concise description of the options of the location of the H(e)MS relative to the BBF access and EPC network.  
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Figure 1: System Architecture of H(e)NB according to TS 33.320 (Figure 4.1.1)
The intent of this contribution is to request for clarification on how such important information be available at the H(e)NB as required by [TR 23.839].   
Proposed Changes
(---------------------------------------  Proposed Changes ---------------------------------------------(
5.1.3.2  Architecture Alternative 2 – Femto Architecture Diagrams

5.1.3.2.1 
General

The architecture diagrams highlight the S9* interface between the PCRF and the BBF PCF (BPCF) for Femto accessto support use cases and requirements per WT-203 [6], 3GPP TS 22.220 [14] and 3GPP TS 22.278 [5]. 

The function of the S9* interface is to convey sufficient information to the BPCF to enable it to identify the BBF network elements the 3GPP Femto connects to, and perform admission control based on the BW requirements and QoS attributes of a new/modified UE service data flow/s (via the 3GPP Femto).

The reference architecture focuses on the policy management aspects of the 3GPP-BBF interworking for the packet domain only.

Editor’s note: The scenario on how to support the PCRF/BPCF discovery and selection based on the H(e)NB’s public IP address has not been considered for the case when NAT/NAP-T is present between the H(e)NB and SeGW,   Clarification is needed on how H(e)NB provides such info to PCRF? 
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