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Abstract of the contribution: Proposes a conclusion on the preferred solution for exchanging overload control information between IMS entities.
The first change is meant to fix implementation issues of S2-110828: mis-formatting of the bullets and omission of the word “not”. A wording change is also provided (“would be” replaced by “is”).

The second change is a proposed assessment for the exchange of Overload Control Information between IMS entities.

Proposed changes to TR 23.812
6.2.4.2
Applicability to the IMS

Identified issues of the solution:
· -
 This mechanism is applicable to IMS SIP servers only.
· -
This mechanism is not well suited for certain types of  application servers hosting multiple applications or applications where overload conditions can be created by calls with specific properties.  For example, an Application Server hosting a 800 application overloaded by mass calling to a particular destination (e.g. people call a particular number to vote during a TV show) would return a loss rate to all CSCFs, which would apply it to all 800 calls regardless of the called number.
· -
Because this mechanism works hop-by-hop, it is not suitable in configurations where a B2BUA that is not overload control aware is on the signalling path between the overloaded server and the actual traffic sources (e.g. an AS acting as a B2BUA between the S-CSCF and another AS).
-
It would be inefficient to rely on this mechanism to prevent P-CSCF overload, except for the case of complex UE playing the role of an externally attached network and generating a large amount of traffic.

Identified benefits of the solution:

-
This mechanism is well suited for preventing overload of core network servers (CSCF) where overload is not due to calls to a specific application/destination.
Next change

7
Assessment
· Editor’s Note: This section will assess all possible solutions and summarize the benefits and possibly the limitations of each solution. 
7.1
Assessment of alternatives for Overload Control 
…
7.1.x
Exchange of Overload Control Information between IMS entities

Sub-clauses 6.2.3, 6.2.4 and 6.2.5 describe alternative mechanisms for exchanging Overload Control Information between IMS entities, and sub-clause 6.2.6 summarizes them.
These mechanisms can be grouped in two families:
-
Overload control based on explicit feedback: draft-ietf-soc-overload-control (see sub-clause 6.2.4). Considering the identified issues for traversal of B2BUA, this solution is only applicable to hop-by-hop cases in IMS.
-
Overload control based on traffic filters: GOCAP (see subclause 6.2.3) and draft-ietf-soc-load-control-event-package (see subclause 6.2.5). Both of these solutions provide the functionality required to control overload of SIP servers.

There may be a need to select between GOCAP (see subclause 6.2.3) and draft-ietf-soc-load-control-event-package (see subclause 6.2.5). It is noted that there are no major technical differences between them. 
However, considering that GOCAP relies on a non-IANA registered event package and that the standardization of the IETF solution is supported by a larger community than GOCAP, the latter solution is more likely to be widely supported in the industry.
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