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Abstract of the contribution: This contribution propose device triggering control in the MTC Device Trigger section (section 5.8 of TR 23.888).
1. Introduction

A well-established requirement of M2M is to minimize battery usage. This document focuses on the use case where we can minimize the triggering (e.g by paging) of these M2M devices, which in turn minimizes the battery usage. A key assumption in the use case is to assume that different downlink data can have different priorities/authorizations. For example, a critical software update by the MTC Server might be of higher priority than a regular status check by the device management server.

The devices that trigger downlink data can have no idea whether the UE is in idle mode or not. The mobility state information is known in the 3GPP core network.  The proposal is to use this state information and a filter criteria defined by the MTC User to decide whether to page the UE and bring it to connected mode. If the downlink packets do not meet the downlink filter criteria and the UE is currently in idle mode, the packets could be discarded.

In a further enhancement of the system, the core network could further store the packet information and provide to the UE when the UE returns to connected mode for whatever reason. This allows the UE application to use this information to complete the application specific protocol.

2. Discussion

SA1 agreed in S1-110429 where the network shall be able to limit triggers to UE from authorized sources in order to prevent unnecessary paging. Further the list of sources is provided to the MTC User. These requirements have already been captured in the TR in section 5.8.2 as follows:
-
The network shall provide a mechanism such that the MTC Device can only receive trigger indications from authorized MTC Servers.

-
Upon receiving a trigger indication from a source that is not an authorised MTC Server, the network shall be able to provide the details of the source (e.g. address) to the MTC User. 

-
The network shall provide a mechanism to the MTC User to provide a set of authorized MTC Server(s).
We see two approaches for providing such a mechanism. Either, we use the MTC Server-EPS core network interface, or use existing UE-MME/SGSN interface. From MTC Service provider perspective, we prefer using the UE-MME/SGSN interface since we feel there is sufficient existing functionality already in the UE (of course, with certain extensions) that allow such mechanisms. So, in our view, the MTC User can be viewed as an application sitting in the UE.

2. Conclusion
The following text is proposed as changes to TR 23.888.
******************************** Start of First Change *********************************************
6.X
Solution – Triggering MTC devices by pre-authorized sources
6.X.1
Problem Solved / Gains Provided
The solution aims to solve the problem of selectively triggering an MTC device based on the type of downlink data received and the current mobility status of the UE. Please see clause 5.8, MTC Device Trigger.
6.X.2
General

6.X.2.1
Overview
The solution can be split into two parts. The first stage is for the MTC User to configure the network so that the network can distinguish between important packets and unimportant packets. It is proposed to use UE-initiated procedures such as TFT configuration (e.g. EPS bearer context modification) to define these filters. The difference would be that the filters are stored in the S-GW and are to be used only when the UE is in idle mode. So, the application could trigger the UE to setup downlink filters that would only allow packets with known combination of filters (e.g. source address or port number) to trigger paging. 

The second stage of the solution is when downlink packets actually arrive at the S-GW. The S-GW would previously have stored the downlink TFT information that is to be applied when the UE is in idle mode. The S-GW applies these packets to the filters. If the packets pass through these filters, then the MME is notified of downlink data pending. Otherwise, the packet information is provided to the MME with the information that there was downlink data pending but the packets did not pass through the filters.
6.X.2.2
Idle mode use only downlink TFT configuration
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Figure 6.X.2.2-1: Configuration of Idle mode use only downlink TFT
1) The UE is assumed to be PS attached and has a contactable IP address provided by the PDN connection.

2) The Application provides the UE with the required filter information through existing procedures (e.g. AT commands) with additional information that the TFT are idle mode use only. The UE then initiates the bearer context modification procedures to appropriate bearers and provides the indication that the filters only apply in idle mode.

3) The MME sends the Bearer Resource Command message to the S-GW with additional information of the idle-mode use indication. 
4) The S-GW stores the related TFTs and marks them as idle mode use only. It then applies the filters to all downlink filters whenever the UE is in idle mode. If the UE is in Connected mode, the filters are ignored.
6.x.2.3
Downlink packet processing while in idle mode 
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Figure 6.X.2.3-1: Configuration of Idle mode use only downlink TFT
1) The UE is assumed to be PS attached and in idle mode.
2) Downlink packets are received by the S-GW. 
3) The S-GW knows that the UE is in idle mode and therefore processes these filters against the downlink TFT that are for idle mode use only. If the packets pass through, the S-GW decides to inform the MME that downlink packets are pending. If the packets do not pass through, the S-GW informs the MME that downlink packets are pending but they did not pass through the downlink TFT. Additionally, the S-GW could provide the information of the discarded packets (e.g. source address and port numbers). 

4) The MME is provided with the information that downlink packets were received but were discarded as they did not pass through the downlink TFT. 
5) The MME stores the packet info list for the particular UE and waits for the UE to communication to the MME through NAS signaling.
6a-6b)
When the UE sets up NAS signaling (e.g. TAU), the MME provides the Packet info list of the discarded packets that the network received. 

7) The UE then could provide this information to the upper layers (e.g. M2M Application) to initiate appropriate application protocols.

******************************** End of First Change *********************************************
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