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1
Discussion

1.2
3GPP Femto location verification

In BBAI WID the traffic offload form HeNB is part of BB2, consequently since SIPTO and LIPA are the scenario for implementing the traffic offload, by definition they are part of BBAI BB2 and not of BB1. Hence it is proposed to delete the Editor’s note from BB1.

Editor’s Note: The reference architecture for LIPA and SIPTO for local network is under study in TR 23.829, so the inclusion in this reference architecture is FFS.
1.2
3GPP Femto location verification

3GPP TS 33.320  requires the support of 3GPP Femto location verification, this is reflected into an editor’s note in TR 23.839 for Alternative 2 scenario which indicates that impact on Reference architecture is FFS. 

The TS 25.467 for HNB in section 6.1 specify that the location verification is performed by the management system. For more details see the text from TS 25.467
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6.1.2
Location Verification

6.1.2.1
General

During location verification, the HNB reports its location information to the HMS. The HMS in turn examines the provided information and verifies the HNB’s location. There are 3 possible types of information for this purpose:

1.
Macrocell Information

2.
GNSS location information

3.
Broadband connection information, provided that the resulting location information is at least as accurate as location determination based on macro-cell coverage information, whether or not there is macro-cell coverage available at the location of the HNB (e.g. as determined by point 1. above).

NOTE:
Not all of this information is mandatory. In fact, the type of reported information is based on factors such as the physical environment in which the HNB is installed and/or possible variations in the HNB’s HW and SW implementation.

In case of HeNB, TS 33.320 specify that HeNB verification shall be performed by the Management System or by the HNB GW based on several information, such as the public IP address of the H(e)NB, the Ip address of the access line, information of macro-cells or geo-coordinates embedded into the H(e)NB.

It is proposed to delete the Editor’s note since as shown above 3GPP specifications allow to use different methodology for performing femto location verification and all of them are already enabled by current reference architecture. 

* * * Start of 1st Change * * *  
5.1.3.2  Architecture Alternative 2 – Femto Architecture Diagrams

5.1.3.2.1 
General

The architecture diagrams highlight the S9* interface between the PCRF and the BBF PCF (BPCF) for Femto accessto support use cases and requirements per WT-203 [6], 3GPP TS 22.220 [14] and 3GPP TS 22.278 [5]. 

The function of the S9* interface is to convey sufficient information to the BPCF to enable it to identify the BBF network elements the 3GPP Femto connects to, and perform admission control based on the BW requirements and QoS attributes of a new/modified UE service data flow/s (via the 3GPP Femto).

The reference architecture focuses on the policy management aspects of the 3GPP-BBF interworking for the packet domain only.


The following notes apply to all diagrams in the subsections below.

NOTE 1: The assumption is that the BBF BNG may be enhanced to support new functionality such as provisioning of policies from the BPCF.

NOTE 2: For simplicity, the connection between the HNG GW and the SGSN over the Iu-PS interface is not shown

NOTE 3: The diagrams are based on the architecture diagrams agreed at the 3GPP-BBF workshop

NOTE 4: The connection between the BRAS/BNG and the SecGW is IP transport connection

NOTE 5: When the 3GPP and BBF access networks belong to different Service Providers security arrangement are analogous to those between the H-PCRF and the V-PCRF, and can be based on 3GPP TS 33.210 [16] or 3GPP TS 33.310 [17]

* * * End of 1st Change * * *  
* * * Start of 2nd Change * * *  
5.1.1 
Architectural requirements and assumptions for building block I

The interworking architecture is based EPC reference architecture defined in TS 23.401 [2] and TS 23.402 [3] and on BBF access network defined by BBF TR-058 [7], BBF TR-101 [8], WT-134 [11]. 

The interworking architecture supports trusted and untrusted model for the host-based mobility (S2c) and the network based mobility for the untrusted model based on s2b. The trusted/untrusted Non-3GPP access network detection is performed as defined in clause 4.1.4 of TS 23.402.

The architecture supports an UE simultaneously connected to the EPC via more than one access network for the same PDN connection as defined in TS 23.261 [9].

The architecture supports an UE that is capable of routing simultaneously active PDN connections to different APNs through different access networks as defined in TS 23,401 [2] and TS 23.402 [3].
The architecture supports the scenario of a single network operator deploying both the 3GPP EPC and the BBF access network and the scenario of two network operators one deploying the 3GPP EPC network and one deploying only the Broadband Forum Access network. Furthermore the architecture supports the roaming scenario between two PLMN operators.

The architecture supports local breakout of traffic in the EPC network whether a roaming subscriber is accessing the EPC via a 3GPP or a non 3GPP access network according to the design principles described in clause 4.1 of TS 23.401. 

The reference architecture for the support of HeNB is defined in TS 23.401 and TS 36.300 [13], for the support of HNB in TS 23.060 and TS 24.467 [12] 


* * * end of 2nd Change * * *  
* * * Start of 3rd Change * * *  
5.1.2 
Architecture for building block I BBF interworking via WLAN access connection  

5.1.2.1 
Architecture reference model
The Figure 5.1.2.-1, 5.1.2-2 and 5.1.2-3 show the reference architecture for the non-roaming scenario and with the traffic routed to the mobile core network. The figure 5.1.2-4. 5.1.2-5 and 5.1.2-6 show the reference architecture for the roaming scenario with the traffic routed to the home network. The figure 5.1.2-7, 5.1.2-8 and 5.1.2-9 show the reference architecture for the roaming scenario with the local breakout in Visited PLMN.

The following considerations apply to interfaces and reference points where they occur in figures in this clause:

-
S5 and S8 can be GTP-based or PMIP-based.

-
Gxc is used only in the case of PMIP variant of S5 or S8.

- 
Gxb* is only needed in cases where the ePDG uses Gxb* to trigger the PCRF to initiate the S9* session establishment towards the BPCF. Clause 5.2.2.1.2 contains additional details regarding S9* session establishment. 
- 
S2b is enhanced to carry UE location information (UE local IP address) in cases where information provided in S2b and Gx triggers the PCRF to initiate the S9* session establishment towards the BPCF. Clause 5.2.2.1.2 contains additional details regarding S9* session establishment.
-
S9 is used between the H-PCRF and V-PCRF in roaming scenario 

-
S9* (used between 3GPP and BBF domains) is used between the PCRF and BPCF* in scenarios where both 3GPP and BBF access networks belong to the same operator or to different operators.
- 
the reference points internal to the BBF access network are defined or are under definition by Broadband Forum and are out of the scope of this Technical Report.

NOTE 1:
SWu shown in Figure 5.1.2-1 also applies to architectural reference for untrusted scenario in Figures  5.1.2-3, 5.1.2-4, 5.1.2-6, 5.1.2-7 and 5.1.2-9,  for the untrusted scenario with s2c but is not shown for simplicity.
The ANDSF is not shown in any of the following figures, but it may be used in all architectural variants, according to the principles defined in 3GPP TS 23.402.
* * * End of 3rd Change * * *  
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