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Abstract of the contribution: This paper discussed the requirement of CSG membership based admission control.
1 Discussion

1.1 Necessity of CSG membership based admission control
In section 8 of TS 22.220, there is the following text:
8      Quality of Service

8.1
General

-
Subject to agreement between the mobile operator and the broadband access provider, it shall be possible to request resources from the broadband IP backhaul for the QoS treatment for sessions traversing the H(e)NB subsystem.

8.2
Admission Control

-
It shall be possible to perform admission control based on the available H(e)NB backhaul resource.

-
It shall be possible for the network to set different criteria for access control in a hybrid cell for CSG and non-CSG members.

From the above text, it is obvious that the CSG membership based admission control is required for hybrid cell.

1.2 Possible solutions and problem analysis
In previous meetings, the solution to alternative 1 has been proposed and accepted in the TR. However, it was not clear how to perform CSG membership based admission control for alternative 2. During offline discussion, it was proposed to send the membership of a UE to the PCRF. However, this is problematic, since, the UEs connected to the same H(e)NB may be served by different PCRFs. 
To show the problem, let’s see the case where 2 UEs under the same H(e)NB served by 2 different PCRFs, request for resource at the same time, while the system is about to be congested, and only one UE can be served. PCRF1 serves UE1 which is a CSG member, while PCRF2 serves UE2 which is a non CSG member. When the resource request comes from PCRF1 and PCRF2 reaches the BPCF at the same time, the BPCF would not know which request should be admitted and which one should be rejected, since the BPCF has no knowledge of the CSG membership of the UE. 
Furthermore, if the pre-emption is allowed by regulation, since one PCRF only serves a portion of the UEs under the same H(e)NB, hence, the PCRF can only perform CSG membership based pre-emption for those UEs served by the same PCRF. To make it clear, let’s see an extreme case, where PCRF1 serves all the CSG members of the H(e)NB, while PCRF2 serves all the non-CSG members of the H(e)NB. When a resource request comes to PCRF1 while the system is congested (i.e. no enough resource available in fixed network to serve the new resource request), the PCRF1 will not be able to release resource of non-CSG members since they are served by PCRF2.
One solution to fix the above problem is by selecting the same PCRF to serve all the UEs under the same H(e)NB by using the H(e)NB information. However, this is still problematic, since it is possible that the UE is handed over to the H(e)NB, and the PCRF is selected when the UE is connected to the Macro cell. Thus, you cannot guarantee that the same PCRF is selected for all the UEs under the same H(e)NB. 
In addition, the ARP based admission control should be considered together with CSG membership based admission control. There are 3 possible places that the ARP based admission control is performed: H(e)NB, PCRF, or BPCF. In current Femto specification, both the ARP and CSG membership based admission control are performed by the H(e)NB. If we separate the 2 functions into 2 different places, it could cause problems. For example, if we put the ARP based admission control to the BPCF, and the CSG membership based admission control in PCRF, and if there is 2 resource requests, in which, the one with a higher ARP priority value is from a non-CSG member, while the one with lower ARP priority is from a CSG member, since the BPCF won’t consider the CSG membership, it will reject the second request. However, since the first request is not an emergency (or priority) service, and since the second request is from a CSG member, the system should allow the second request instead of the first one. Thus, the separation of the ARP based admission control and CSG membership based admission control will cause incorrect decisions by the system.
A possible solution is to send the CSG membership of the UE to the BPCF, and let the BPCF to perform both CSG membership based admission control and ARP based admission control based on the condition of the fixed network. This could work; however, this is not a good solution, since with this solution we would require BPCF to perform some 3GPP specific issues, and we have to ask BBF to support such work.

From the above discussion, it seems that neither of those solutions is good enough, hence we suggest keeping this issue open, and solving it in future.

1.3 Conclusion
From the above discussion, we conclude that the CSG membership based admission control is required for BBAI. However, the solutions to support such function still need to be studied.
2 Proposal

The following change is proposed to TR 23.839:
/********************* Start of Changes **************************/

5.1.3.2.1 
General

The architecture diagrams highlight the S9* interface between the PCRF and the BBF PCF (BPCF) for Femto accessto support use cases and requirements per WT-203 [6], 3GPP TS 22.220 [14] and 3GPP TS 22.278 [5]. 

The function of the S9* interface is to convey sufficient information to the BPCF to enable it to identify the BBF network elements the 3GPP Femto connects to, and perform admission control based on the BW requirements and QoS attributes of a new/modified UE service data flow/s (via the 3GPP Femto).

The reference architecture focuses on the policy management aspects of the 3GPP-BBF interworking for the packet domain only.

Editor’s note: The change to the reference architecture required to support 3GPP Femto location verification requirements per 3GPP TS 33.320 [15] is FFS 
Editor’s note: The CSG membership based admission control needs to be supported, however, how it is supported is FFS.
The following notes apply to all diagrams in the subsections below.

NOTE 1: The assumption is that the BBF BNG may be enhanced to support new functionality such as provisioning of policies from the BPCF.

NOTE 2: For simplicity, the connection between the HNG GW and the SGSN over the Iu-PS interface is not shown

NOTE 3: The diagrams are based on the architecture diagrams agreed at the 3GPP-BBF workshop

NOTE 4: The connection between the BRAS/BNG and the SecGW is IP transport connection

NOTE 5: When the 3GPP and BBF access networks belong to different Service Providers security arrangement are analogous to those between the H-PCRF and the V-PCRF, and can be based on 3GPP TS 33.210 [16] or 3GPP TS 33.310 [17]

/*********************End of Changes ***************************/
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