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Abstract of the contribution: This document compares two Load Balancing alternatives: LDF and SOC.
1. Discussion
Three applicable scenarios for IMS Load Balancing are described in §5.2 of TR 23.812. The applicability to these scenarios of the LDF solution (§6.1 of TR 23.812) and that of the SOC solution (§6.2 of TR 23.812) are discussed in this document. 
Scenario 1: “dynamically monitor and balance the load between entities of the same kind to reduce the load gaps”
LDF works in a global way, with ease to guarantee the consistency and convergence of Load Balancing algorithm. 
The IETF SOC solution where the successive entity feedbacks a percentage of how much the traffic should be reduced by works in a local way. When calculating the percentage, the successive entity is not able to take other contemporary entities’ load into account. This is ok for Overload Control but not for Load Balancing. This defect can be remedied by letting the percentage represent the load level of the successive entity. By doing this, the IETF SOC solution may also work in a global way, similar to the LDF solution. 
Another problem of the SOC solution is the security risk caused UE selecting P-CSCF according to P-CSCF’s suggestion. Because UE is not reliable, it is possible that UE may not follow the suggestion from P-CSCF and even maliciously select reversely, causing security risks. 
Scenario 2: “automatically balance load when a new entity is added to the network or a working entity is removed”
Take the example of adding a new entity to the network. 
In the SOC solution, updating the previous entity’s list of its successive entities is needed when a new entity is added to the network. After that, during a first period more loads will be led to the new entity than to its contemporaries until balance is reached. 
In the LDF solution, the difference is that it is the list in DNS and LDF that will be updated. 
So, for this scenario, both solutions work in a similar way. 

Scenario 3: “automatically or in a manual way balance the load between different regions or entity pools”
When a certain region encounters a local event which causes the whole pool (e.g. the P-CSCF pool) for that region crowded yet with a balanced manner, the LDF can help arrange P-CSCFs from neighbouring pools to share loads in this region. The LDF can do this because of its centralized controlling character. 
The SOC solution can hardly do this because of its localized character. 
The following table provides a summary of these two alternatives’ impact to the network.

	 Alternatives
	New NE
	Affected NEs
	Impact on SIP protocol

	LDF
	LDF
	Yes (only to report load info)
	No

	SOC
	No
	All SIP server
	Yes 


2. Conclusion

It is proposed to accept the following changes to TR 23.812.

First Change to TR 23.812
7.2
Assessment of alternatives for Load Balancing
7.2.1
P-CSCF Load Balancing

Subclause 6.1.1.2 gives a LDF based P-CSCF Load Balancing solution. LDF collects load information from P-CSCFs as it can do in P-CSCF Overload Control. 

LDF may be co-located with P-CSCF or DNS server, but does not need to be implemented in a new physical entity.  
Subclause 6.1.3 proposes to reuse the IETF SOC overload control mechanism for IMS Load Balancing. The IETF SOC mechanism achieves Load Balancing by upgrading the SIP protocol for load related information transfer between UE and P-CSCF. 
One problem of the IETF SOC solution is the security risk caused UE selecting P-CSCF according to P-CSCF’s suggestion. Because UE is not reliable, it is possible that UE may not follow the suggestion from P-CSCF and even maliciously select reversely, causing security risks.
It is not easy for the IETF SOC solution to handle Load Balancing between P-CSCF pools. 
The IETF SOC solution doesn’t need to add new network entities, but it may have impacts on UE and P-CSCF because of the upgrading of SIP protocol.
Table: P-CSCF Load Balancing alternatives

	Alternatives
	Impact on P-CSCF
	Impact on DNS
	Impact on UE
	Impact on SIP protocol

	Alt1 in 6.1.1.2: UE queries DNS to get preferred P-CSCF
	Yes(only to report load info)
	No
	No
	no

	Alt2 in 6.1.3: SOC for Load Balancing
	yes
	no
	yes
	yes


7.2.2
S-CSCF Load Balancing

7.2.2.1
S-CSCF selection during initial registration 

The solution documented in subclause 6.1.1.3 provides a LDF based Load Balancing mechanism for selecting S-CSCF during initial registration. LDF collects load information from S-CSCFs as it can do in P-CSCF Overload Control and Load Balancing. 
LDF may be co-located with S-CSCF or DNS server, but does not need to be implemented in a new physical entity.

The solution documented in subclause 6.1.2 proposes to re-use existing signalling mechanisms with the supporting system providing additional policy and information. This solution may require to specify the interface and signalling interaction between the supporting system and HSS.

Subclause 6.1.3 proposes to reuse the IETF SOC overload control mechanism for IMS Load Balancing. The IETF SOC mechanism achieves Load Balancing by upgrading the SIP protocol for load related information transfer between I-CSCF and S-CSCF.

It is not easy for the IETF SOC solution to handle Load Balancing between S-CSCF pools. 
The IETF SOC solution doesn’t need to add new network entities, but it may have impacts on I-CSCF and S-CSCF because of the upgrading of SIP protocol.

Table: S-CSCF Load Balancing alternatives

	Alternatives
	Impact on S-CSCF 
	Impact on DNS
	Impact on I-CSCF 
	Impact on SIP protocol 
	Impact on HSS

	Alt1 in 6.1.1.3: I-CSCF constructs domain name
	yes (only to report load info)
	no
	no
	no
	No

	Alt2 in 6.1.2: HSS returns preferred S-CSCF
	no
	no
	no 
	no 
	yes(Implement optimal S-CSCF selection algorithm based on the information HSS and the supporting system have)

	Alt3 in 6.1.3: SOC for Load Balancing
	yes
	no
	yes
	yes
	no


End of Change
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