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This document proposes a solution to enable the HPLMN to instruct the VPLMN to disable VPLMN Autonomous CSG Roaming according to the requirements defined in TS 22.220.

1. 
Introduction

The WI (S2-106013) introduced in SA #82 includes the following functionalities to support VPLMN Autonomous CSG Roaming:

-
Support for the HPLMN to instruct the VPLMN to disable VPLMN Autonomous CSG Roaming;

-
Support for the VPLMN to store and manage CSG subscription information for roaming UEs.

In order to properly analyse the solutions, it is first necessary to understand the motivation for VPLMN autonomous CSG roaming.

For Rel-10 and earlier, roaming on a CSG cell in a VPLMN is supported using what is defined as HPLMN CSG Roaming in TS 22.220. For HPLMN CSG Roaming, the visited network needs to access the HSS/HLR in the home network of the subscriber in order to update the CSG information for the subscriber, i.e., in order for a UE from operator A to be allowed on a CSG cell while roaming in operator B’s network, operator B needs to provision the CSG membership for the UE in operator A’s UE subscription information.

HPLMN CSG roaming is therefore quite limiting as (a) it requires the roaming operator to access and change the subscription information of the UE in the home network; and (b) in some cases the home network may not even support CSG provisioning, for example when the home network is Rel-7, and so the visited network will not be able to allow the UE CSG service while roaming.

To solve this problem TS 22.220 introduced the additional requirements for VPLMN autonomous CSG roaming in Rel-11 in order to allow the visited network to store the CSG subscription information for the UE locally without requiring support from the home network. 

NOTE: 
VPLMN autonomous CSG roaming is complementary to HPLMN CSG roaming in that the VPLMN autonomous CSG roaming subscription information stored by the VPLMN is used in addition to any CSG subscription information provided by the HPLMN using HPLMN CSG roaming.

2. 
Requirements

The following requirements were defined in TS 22.220 to support the VPLMN Autonomous CSG Roaming:

-
CSG members may include subscriber of any PLMN subject to roaming agreement, defined as HPLMN CSG Roaming.

- 
The VPLMN may support VPLMN Autonomous CSG Roaming by providing CSG membership to the roaming subscriber without exchanging any CSG specific information with the HPLMN. The VPLMN shall disable VPLMN Autonomous CSG Roaming on a per HPLMN basis if requested by the home operator. 

NOTE:
VPLMN Autonomous CSG Roaming and HPLMN CSG Roaming can be active in the same VPLMN

-
The CSG membership granted to the subscriber during his stay in the VPLMN may be retained by the VPLMN (e.g. in case the subscriber moves to another PLMN and subsequently returns to the VPLMN). 

This contribution analyses the solution space and proposes a solution to enable the HPLMN to instruct the VPLMN to disable VPLMN Autonomous CSG Roaming. The related contribution S2-111401 analyses the solutions for the VPLMN to store and manage CSG subscription information for roaming UEs.
NOTE:
Normally it is left to the HPLMN to explicitly allow a feature, i.e., the default for the feature is to be off such as for LIPA and local breakout. However, in this instance, the TS 22.220 requirements clearly state that the default behaviour is “enabled” and the HPLMN only has the option of disabling the feature. The reason for this is that it allows the HPLMN the option of not supporting CSG at all and leaving the entire burden on the VPLMN, i.e., it allows the feature to be used by the VPLMN without any HPLMN changes.
3. 
Support for the HPLMN to instruct the VPLMN to disable VPLMN Autonomous CSG Roaming
The historical procedure for the HPLMN to enable or disable the use of a function in the VPLMN is to include a flag in the UE subscription data sent between the HSS/HLR and the MME/SGSN/VLR. For example, the following flags are already defined to disable the LIPA and local breakout features in the VPLMN respectively:

	Field
	Description

	VPLMN LIPA Allowed
	Specifies per PLMN whether the UE is allowed to use LIPA.

	VPLMN Address Allowed
	Specifies whether for this APN the UE is allowed to use the PDN GW in the domain of the HPLMN only, or additionally the PDN GW in the domain of the VPLMN.


Therefore, based on the use of this method to allow the HPLMN to disable features in the VPLMN, it is proposed to define a new flag to allow the HPLMN to disable VPLMN autonomous CSG roaming as follows:

	Field
	Description

	VPLMN Autonomous CSG Roaming Forbidden
	Specifies per PLMN whether the UE is forbidden or allowed to use VPLMN autonomous CSG roaming.


An alternative is to use configuration based method, e.g., an SLA between the HPLMN and VPLMN to disable the feature. 
The following table compares the approach of defining a new VPLMN Autonomous CSG Roaming Forbidden flag to the use of an SLA between the HPLMN and VPLMN to enable the HPLMN to disable the feature:

	Category
	HPLMN sends a new flag to disable VPLMN Autonomous CSG Roaming
	HPLMN and VPLMN use an SLA to disable VPLMN Autonomous CSG Roaming

	Allows per UE disabling of the feature 
	Yes 
(Flag is a part of the UE’s subscription data)
	No 
(SLA is at the PLMN level)

	Requires upgrade to CN of HPLMN
	Yes to HSS

(Upgrade is needed only if the HPLMN wants to disable the feature)
	No 
(No changes needed to HSS)

	Requires SLA between HPLMN and VPLMN
	No
	Yes


From the table it is clear that both an SLA and a new flag in the subscription are sufficient to disable the feature in the VPLMN. The primary advantage of the new flag is that it allows per UE granularity (which is not a specific requirement but still may be useful); and it also allows simpler control of the HPLMN to disable the feature in the VPLMN.
Conclusion: Define a new flag “VPLMN Autonomous CSG Roaming Forbidden” sent by the HPLMN to the VPLMN as part of the UE subscription data to instruct the VPLMN whether the UE is allowed or forbidden to use VPLMN autonomous CSG roaming while registered to the VPLMN. If no flag is present, then VPLMN autonomous CSG roaming is allowed.
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