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Broadband Forum Liaison To:

3GPP WG SA2 
Balazs Bertenyi, Chair 3GPP SA2 (balazs.bertenyi@nsn.com) 

From:

Christophe Alter
Broadband Forum Technical Committee Chair 
(christophe.alter@orange-ftgroup.com) 

Liaison Communicated By: Jaume Rius i Riu (jaume.rius.i.riu@ericsson.com)

Date: 2011-03-11
Subject: Response to 3GPP SA2 liaison S2-111255 “LS on QoS assumptions to BBF” 
The Broadband Forum would like to thank 3GPP SA2 for your liaison on “QoS Assumptions” (communicated in 3GPP document S2-111255).

In your LS, you requested feedback on assumptions currently documented by the 3GPP Broadband Access Interworking Work Item with respect to QoS functionality in the BNG and RG. 
For Section 2 entitled “QoS Interworking”: 

· Assumption 1a: “The RG/AN might have pre-configured rules limiting the traffic to a certain maximum bandwidth. These rules might be on a per-DSCP basis.” 
BBF response: It is possible to configure the RG in this way as per AP requirements in TR-124:  IF.LAN.WIRELESS.AP.6 and IF.LAN.WIRELESS.AP.25. However, depending on scenario, BBF believes that such function should be done by the BNG instead as per TR-092 R-6-59 and TR-059 Section 4.2.5.2. E.g. in a scenario with an unmanaged residential RG, rate limiting is done in the BNG. While for enterprise and public APs it might be done at the RG.
· Assumption 1b: “The RG might have pre-configured rules to allow only 3GPP WLAN UEs to set DSCP. Distinguishing 3GPP UE from other devices might for example be concluded from authentication (always EAP-AKA for 3GPP UEs) or from packet destination address (always ePDG/PGW for S2b/S2c). “
BBF response: It is possible to have such pre-configured rules in the RG to allow devices behind the RG to set DSCP as per [LAN.FWD]. 

There were contributions proposed at the 1Q2011 meeting that introduced authentication method allowing the identification of devices behind the RG, which would include 3GPP devices. The group agreed to start working on this topic.   

· Assumption 2: In WLAN scenarios without user plane confidentiality protection, the RG should perform reflective QoS. Note as these are tunneled scenarios, the RG needs to examine both the inner and the outer IP header.
BBF response: BBF prefers the function of reflective QoS to be implemented in the 3GPP WLAN UE instead. 
· Assumption 3: In WLAN scenarios with user plane confidentiality protection, the RG honours the DSCP marking set by the 3GPP WLAN UE.
BBF response: This is an existing function of the RG as per [TR-059 Section 5.3.2]. The treatment of IP packets based on DSCP by the RG is based on the pre-provision rules, i.e.:  it is possible to pre-provision the RG with a list of DSCP codes which can then be used to honor or translate DSCP marking done by the 3GPP WLAN UE.

· Assumption 4: In a femto scenario, the RG honours the DSCP marking set by the H(e)NB.

BBF response: This is an existing function of the RG as per [TR-059 Section 5.3.2]. The treatment of IP packets based on DSCP by the RG is based on the pre-provision rules, i.e.:  it is possible to pre-provision the RG with a list of DSCP codes which can then be used to honor or translate DSCP marking done by the H(e)NB (following the QCI ( DSCP mapping SLAs between operators). 

· Assumption 5: It is assumed that the BNG enforces UE bandwidth limitation based on the information (including QoS rules) received over S9* via the BPCF. These rules may have a different granularity as determined suitable for the BBF network (e.g. in a scenario with user place confidentiality protection). The granularity may be on a per UE and DSCP basis. 

BBF response: The BNG could do bandwidth limitation on a per UE and DSCP granularity in certain circumstances as per TR-092 R-7-04 and TR-059 Section 4.2.5.2 [63] and [64]. There, it is stated that:

· R-7-04 The BRAS MUST be able to police upstream both for traffic aggregates and for sub-classes of the aggregate using the same topology information that exists for the hierarchical scheduler.
· The BRAS MUST [63] support policing of upstream traffic per-subscriber-line based on policy configuration.

· The BRAS MUST [64] support queuing and prioritization based on diffserv marking and/or flow classification.

There appears to be no need to do policing / shaping per APN and UE  on the BNG since the PGW can do that, Finally, the BBF does not believe that the BNG will directly terminate a S9* interface, but that a BPCF would do that, perform interworking, and then use a BBF-specified interface, R, to communicate appropriate information with the BNG and possibly other network elements.

For Section 3 entitled “Individual user correlation when multiple UEs behind a NAT”:

· Assumption 6: In an S2b/S2c scenario with multiple UEs behind the same NATed RG, it is assumed that the BBF is able to use UE local IP address and UDP source port number received over S9* e.g. to perform accounting or policy enforcement on a per-UE granularity.
BBF response: These information elements are useful for BBF if received over S9*. For example, the UE IP address and UDP port number can be used to perform QoS on a per aggregate flow basis for UE behind a NATed RG. We also observe that there are emerging NAT requirements at BBF associated with continued support of IPv4 in an address-exhaust environment that could place additional NAT elements in the BBF network, and which could be used to identify both tunneled and non-tunneled traffic from a specific UE (even among many) that is attached to the network behind a NAT-enabled RG.

Links to the BBF TRs referred to in our answers are attached below for your convenience.  

Sincerely,
Christophe Alter
Broadband Forum Technical Committee Chair

CC:

Christophe Alter, Broadband Forum Technical Committee Chair (christ http://www.broadband-forum.org/technical/download/TR-059.pdfophe.alter@orange-ftgroup.com) 

Robin Mersh, Broadband Forum COO (rmersh@broadband-forum.org)
Gabrielle Bingham, Broadband Forum Secretariat (gbingham@broadband-forum.org)
David Allan, E2EA Co-chair david.i.allan@ericsson.com
David Thorne, E2EA Co-chair david.j.thorne@bt.com  

Attachments

http://www.broadband-forum.org/technical/download/TR-124.pdf  

http://www.broadband-forum.org/technical/download/TR-059.pdf 

http://www.broadband-forum.org/technical/download/TR-092.pdf
Date of Upcoming Broadband Forum Meeting

	DATES 
	LOCATION 

	16th – 20th  May, 2011
	Berlin, Germany

	19th – 23th September, 2011 
	Shanghai, China

	Nov. 28th – Dec. 2nd, 2011
	Marina del Rey, California (Los Angeles vicinity)


Note: A list of upcoming meetings can be found at http://www.broadband-forum.org/meetings/upcomingmeetingsataglance.php
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