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Abstract of the contribution: Three scenarios have been defined for MTC device triggering by TS 22.368: Triggering the non-attached device, triggering the attached but has no data connection established device, triggering the attached and has data connection established device. The solution for triggering the attached and has data connection established device is the existing GGSN’s function with little issues to be clarified. There are currently available solutions to trigger MTC Devices (e.g. sending an SMS). However, these have disadvantage that based on MSISDN, and work only for attached MTC Devices. The contribute approach will overcome the disadvantages of the currently available means for triggering.
Beginning of changes

6.y
Solution – Triggering of non-attached MTC Devices
6.y.1
Problem Solved / Gains Provided

See clause 5.8 “Key Issue – MTC Device Trigger”. Specifically it is for triggering a non-attached MTC device.
6.y.2
General 

[image: image1]
Figure 6.y.2 - 1: Non-attached MTC Device triggering approach 

In order to support the triggering of non-attached MTC Devices, it is assumed as follows according to SA1 requirements:

· The MTC device is stationary or with low mobility, e.g. the location is subscribed.

· The MTC device can listen to the paging channel when it is detached.
As illustrated in Figure 6.y.2-1, the MTC Server triggers the non-attached MTC Device as follows:
1. The MTC Server performs DNS query to retrieve the device’s IP address from a dedicated DNS Server when the MTC Server wants to communicate with the MTC Device. The DNS Server can be a DNS frontend of the AAA server. The Device’s PDN specific ID (e.g., FQDN, which can potential includes the APN), an IMEI, an MSISDN or an IMSI of the device is contained in the query message.
2. Due to no valid device information for the MTC Device, the AAA Server retrieves the information for the MTC Device from the HSS based on the IMSI, including the subscribed location information (e.g. RAI/TAI), static IP address if has been subscribed. 
If the IMSI is not provided by the MTC Server in step 1, the AAA Server can derive a PLMN internal IMSI from the PDN specific ID. The HSS address is derived from the IMSI.
3. The AAA Server selects a GGSN/PGW for trigger purpose based on the device’s information (e.g., the Device’s PDN specific ID, and/or IMEI) according to e.g. local configuration in the AAA Server. The AAA Server sends a Connectivity Request message (IMSI, APN, IP address, RAI/TAI) to the selected GGSN/PGW. The IP address can be set to zero if static IP address is not subscribed.
4. The GGSN/PGW initiates Network-Requested PDP/PDN Activation procedure after receiving the request message from step 3. The GGSN/PGW sends PDU Notification request/Downlink Data Notification (IMSI, APN, IP address, RAI/TAI) message to a SGSN/S-GW/MME, which is selected by the GGSN/PGW based on the received RAI/TAI, e.g. performing DNS query.
5. The SGSN/MME performs IMSI paging procedure within the RAI/TAI or within the serving area of the SGSN/MME if RAI/TAI is not provided.

6. The MTC Device initiates attach procedure as IMSI paging response, and establish default PDN connection for E-UTRAN access. In the case of GERAN/UTRAN access, the MTC Device initiates PDP Context Activation procedure after attachment 
Note: During the attach and PDP/PDN connection establishment procedure, it is possible to select a different SGSN/MME, S-GW, GGSN/P-GW rather than the entities who executes the Network-Requested PDP/PDN Activation procedure. And the GGSN/P-GW that initiates the Network-Requested PDP/PDN Activation procedure should not maintain the session to wait for the UE response after step 4.
7. During the PDP/PDN connection establishment procedure, the GGSN/PGW registers the MTC Device’s IP address with the IMSI, MSISDN, PDN Specific ID which are included in the PCO provided by MTC device or the IMEI to the AAA Server, as specified in TS 29.061[x]. The AAA Server stores the Device’s information. The MSISDN and IMSI are authenticated by the PLMN. The IMEI can be authenticated by the PLMN when the feature of binding an IMEI to an IMSI is available. The PDN specific ID (from PCO) needs to be authenticated by the AAA server by configuring a binding between that ID and the IMSI.
8. The AAA Server notifies the IP address with the ID of the MTC Device to the MTC Server.
6.y.3
Impacts on existing nodes or functionality

6.y.4
Evaluation
End of changes
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