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Abstract of the contribution: This contribution proposes to add some procedures for the case when GTP based S2b is used in 3GPP-BBF IWK via WLAN access in TS23.839, clause 5.5.1.
Introduction
The descriptions in clause 5.5.1 refer to PMIP-S2b only. It is necessary to increase addition of functional descriptions and procedures for GTP-S2b scenarios by introducing some new sections, so as to support GTP based S2b option in 3GPP-BBF IWK via WLAN access.
According to the conclusion of last meeting,the  tunnel information shall be transferred from ePDG to PCRF, in order that  PCRF to trigger  S9* session establishment toward the corresponding BPCF for the connected UE. However, for GTP-S2b, there is NOT Gxb* interface between ePDG and PCRF, see TS23.402. The GTP-S2b and Gx must be extended to carry tunnel information to PCRF.
The new sections used to specify GTP-S2b related procedures include sub-clauses as follows:
· clause 5.5.1.x   Initial Attach with GTP on S2b
· clause 5.5.1.y   UE/ePDG-initiated Detach Procedure and UE-Requested PDN Disconnection with GTP on 
S2b
· clause 5.5.1.z   HSS/AAA-initiated Detach Procedure with GTP on S2b
· clause 5.5.1.a   E-UTRAN to Untrusted Non-3GPP IP Access Handover with GTP on S2b
· clause 5.5.1.b   UE-initiated Connectivity to Additional PDN with GTP on S2b
· clause 5.5.1.c   PDN GW initiated Resource Allocation Deactivation with GTP on S2b when accessing over 
BBF Access Network
Proposal

* * * Start of 1st Change * * *  
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* * * End of 1st Change * * *  
* * * Start of 2nd Change * * *  
5.5.1.x
Initial Attach with GTP on S2b
Editor’s note: this procedure is based on TS 23.402, clause 7.2.4.
This clause is related to the case when the UE powers-on in an BBF access network via the GTP based S2b interface.

GTPv2 (see TS 29.274 [XX]) is used to setup GTP tunnel(s) between the ePDG and the PDN GW. The IPsec tunnel between the UE and the ePDG provides a virtual point-to-point link between the UE and the ePDG.
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Figure 5.5.1.x-1: Initial attachment over GTP based S2b for roaming, non-roaming and LBO

The home routed roaming, LBO and non-roaming scenarios are depicted in the figure.

-
In the LBO case, the 3GPP AAA Proxy acts as an intermediary, forwarding messages from the 3GPP AAA Server in the HPLMN to the PDN GW in the VPLMN and vice versa. Messages between the PDN GW in the VPLMN and the hPCRF in the HPLMN are forwarded by the vPCRF in the VPLMN.

-
In the non-roaming case, the vPCRF and the 3GPP AAA Proxy are not involved.
This procedure is also used to establish the first PDN connection over an untrusted non-3GPP access with PMIPv6 on S2b when the UE already has active PDN connections only over a 3GPP access and wishes to establish simultaneous PDN connections to different APNs over multiple accesses.
1. The description of this step is the same as for step A.1 in TS 23.402, clause 7.2.4.
2. The description of this step is the same as for step B.1 in TS 23.402, clause 7.2.4, with the following addition:

  - the ePDG shall also include the : the UE local IP address (i.e. the outer IP address of the SWu tunnel) in the Create Session Request message to the PGW.
Editor’s note: It is FFS how to extend the Create Session Request message to convey the outer IP header information for tunnel traffic in this step.
3. The description of this step is the same as Step 5 of clause 5.5.1.1, with the following addition:

- the UE local IP address is forwarded to the PCRF.
4-6. The description of these steps are the same as for steps C.1-E.1 in TS 23.402, clause 7.2.4.
7. Step 7 is the same as Step 10 of clause 5.5.1.1, with the following addition:
- If PCRF did not receive BPCF initiated S9* session message before step 3, the PCRF initiates S9* session establishment procedure as specified in 5.2.2.1.2.2. Otherwise, PCRF initiates Gateway Control and QoS Rules provision procedure towards the BPCF.
5.5.1.y
UE/ePDG-initiated Detach Procedure and UE-Requested PDN Disconnection with GTP on S2b
Non-Roaming, Home Routed Roaming and Local Breakout Case

Editor’s note: this procedure is based on TS 23.402, clause 7.4.3.1

The procedure in this clause applies to Detach Procedures, initiated by UE or ePDG initiated detach procedure, and to the UE-requested PDN disconnection procedure when GTP is used on the S2b interface.

The UE can initiate the Detach procedure, e.g. when the UE is power off. The ePDG may initiate the Detach procedure due to administration reason or the IKEv2 tunnel releasing.

For multiple PDN connectivity, this detach procedure shall be repeated for each PDN connected.
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Figure 5.5.1.y-1: UE/ePDG-initiated detach procedure with GTP on S2b

The home routed roaming, LBO and scenarios are supported as specified in clause 5.5.1.2.

1. The description of this step is the same as for step A.1 in TS 23.402, clause 7.4.3.
2. The description of this step is the same as for step B.1 in TS 23.402, clause 7.4.3.

5.5.1.z 
HSS/AAA-initiated Detach Procedure with GTP on S2b
Non-Roaming, Home Routed Roaming and Local Breakout Case

Editor’s note: this procedure is based on TS 23.402, clause 7.4.4.1

HSS/AAA-initiated detach procedure when GTP is used on the S2b interface is illustrated in Figure 7.4.4-1. The HSS can initiate the procedure e.g. when the user's subscription is removed. The 3GPP AAA Server can initiate the procedure, e.g. instruction from O&M, timer for re-authentication/re-authorization expired.
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Figure 5.5.1.z-1: HSS/AAA-initiated detach procedure with GTP on S2b
1) The description of this step is the same as for step 1 in TS 23.402, clause 7.4.2.1.
A.1) This includes the detach procedure describe in 5.5.1.y-1
Note: the IKEv2 tunnel release is initiated by ePDG triggered by Detach Indication
3) The description of this step is the same as for step 3 in TS 23.402, clause 7.4.2.1.
NOTE:
The HSS/AAA may also send a detach indication message to the PDN GW. The PDN GW does not remove the GTP tunnels on S2b, since the ePDG is responsible for removing those tunnels on S2b. The PDN GW acknowledges the receipt of the detach indication message to the HSS/AAA.

5.5.1.a  E-UTRAN to Untrusted Non-3GPP IP Access Handover with GTP on S2b
Editor’s note: this procedure is based on TS 23.402, clause 8.6.2

This clause shows a call flow for a handover when a UE moves from an E-UTRAN to an untrusted non-3GPP access network. GTP is assumed to be used on the S5/S8 interface and GTP is used on the S2b interface.
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Figure 5.5.1.a-1: Handover from E-UTRAN to Untrusted Non-3GPP IP Access with GTP on S2b
The home routed roaming, LBO and non-roaming scenarios are depicted in the figure.

-
In the LBO case, the vPCRF acts as an intermediary, sending the QoS Policy Rules Provision from the hPCRF in the HPLMN to the PDN GW in the VPLMN. The vPCRF receives the Acknowledgment from the PDN GW and forwards it to the hPCRF.

-
In the non-roaming case, the vPCRF is not involved.

In case of connectivity to multiple PDNs the same behaviour as described in clause 5.5.1.4 also applies to this procedure.

The optional interaction steps between the PDN gateway and the PCRF in the procedures only occur if dynamic policy provisioning is deployed. Otherwise policy may be statically configured in the PDN gateway. 

1. The UE is initially attached to the E-UTRAN network.

2. The UE performs attachment to BBF access network as described in procedure 5.5.1.4 from step 2 to B.2. 
3. The description of this step is the same as for step A.1 in TS 23.402, clause 8.6.2,with the following addition:

  - the ePDG shall also include : the UE local IP address (i.e. the outer IP address of the SWu tunnel) in the Create Session Request message to the PGW.

Editor’s note: It is FFS how to extend the Create Session Request message to convey the the UE local IP address in this step.
4-5. The description of these steps are the same as for steps B.1-C.1 in TS 23.402, clause 8.6.2.
6 The description of this step is the same as Step 7 of 23.402 clause 8.2.3
7. The description of this step is the same as Step 10 of clause 5.5.1.4, with the following addition:

- If PCRF did not receive BPCF initiated S9* session message before step 3, the PCRF initiates S9* session establishment procedure as specified in 5.2.2.1.2.2. Otherwise, PCRF initiates Gateway Control and QoS Rules provision procedure towards the BPCF.

8. The PBCF may interact woth BNG, e.g. to download policies. This step is out of the scope of 3GPP
9. The description of this step is the same as for step D.1 in TS 23.402, clause 8.6.2,

5.5.1.b
UE-initiated Connectivity to Additional PDN with GTP on S2b
Editor’s note: this procedure is based on TS 23.402, clause 7.6.3

NOTE:
The PDN GW treats each IMSI+APN as a separate PDN connection and may allocate a new IP address/prefix for each PDN connection.

This clause is related to the case when the UE has an established PDN connection over untrusted non-3GPP access with GTP on S2b and wishes to establish one or more additional PDN connections over such untrusted access. This procedure is also used to request for connectivity to an additional PDN over untrusted non-3GPP access with GTP on S2b when the UE is simultaneously connected to such untrusted access and a 3GPP access, and the UE already has active PDN connections over both the accesses. Since GTP is used to establish connectivity with the additional PDN, the UE establishes a separate SWu instance (i.e. a separate IPSec tunnel) for each additional PDN.

There can be more than one PDN connection per APN when GTP is used between the ePDG and the PDN GW. During the establishment of a new PDN connection, the ePDG allocates and sends a default EPS bearer ID to the PDN GW. The default EPS bearer ID is unique in the scope of the UE within an ePDG, i.e. the IMSI and the default EPS bearer ID together identify a PDN connection within an ePDG. In order to be able to identify a specific established PDN connection, both the ePDG and the PDN GW shall store the default EPS bearer ID. Between the UE and the ePDG the IPSec SA associated with the PDN connection identifies the PDN connection.
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Figure 5.5.1.b-1: UE-initiated connectivity to additional PDN from Un-trusted Non-3GPP IP Access with GTP on S2b
1)
The UE has performed the Initial GTP based S2b Attach procedure as defined in clause 5.5.1.x, Figure 5.5.1.x-1 and has an established PDN connection.
2)
The UE repeats the procedure of clause 5.5.x.1, Figure 5.5.x.1-1 for each additional PDN the UE wants to connect to, with the following exceptions:

a)
The IKEv2 tunnel establishment procedure for each additional PDN connection is initiated with the ePDG that was selected in step 1;

b)
The APN information corresponding to the requested PDN connection is conveyed with IKEv2 as specified in TS 33.402 [45];

c)
For network supporting multiple mobility protocols, if there was any dynamic IPMS decision in step 1, the AAA/HSS enforces the same IPMS decision for each additional PDN connection.

Editor’s note: It is FFS is an additional S9* session shall be established for the additional PDN connection if already present or if the same S9* session is used for QoS interaction between PCRF and BPCF.

5.5.1.c
PDN GW initiated Resource Allocation Deactivation with GTP on S2b when accessing over BBF Access Network
Editor’s note: this procedure is based on TS 23.402, clause 7.9.2.
This procedure can be used to deactivate a dedicated bearer or deactivate all bearers belonging to a PDN address, for example, due to IP CAN session modification requests from the PCRF or due to handover from Non-3GPP to 3GPP access. If the default bearer belonging to a PDN connection is deactivated, the PDN GW deactivates all bearers belonging to the PDN connection.

When it is performed for an handover, the connections associated with the PDN address are released, but the PDN address is kept in the PDN GW.
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Figure 5.5.1.c-1: PDN GW Initiated Binding Revocation with GTP on S2b
This procedure applies to the Non-Roaming, Roaming and Local Breakout cases. In the Local Breakout case, the vPCRF forwards messages between the PDN GW and the hPCRF. In the non-roaming and home routed roaming cases, the vPCRF is not involved at all.

The optional interaction steps between the gateways and the PCRF in the procedures in figure 5.5.1.c-1 only occur if dynamic policy provisioning is deployed. Otherwise policy may be statically configured within the PDN GW.

1-6. The description of these step are the same as for step 1-6 in TS 23.402, clause 7.9.2.

7. 
Based on the updated PCC rules in step 1, the PCRF executes a Gateway Control and QoS Rules Provision procedure or, if this is the last PDN Connection for the UE, a PCRF-Initiated Gateway Control Session Termination Procedure with the BPCF. In roaming scenario, the H-PCRF will initiate the procedure over S9 towards the V-PCRF and the V-PCRF in turns initiates the procedure over S9* towards the BPCF.

* * * End of 2nd Change * * *  
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Detach procedure as in Figure  5.5.1.2-1, after step 5
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2 Detach procedure as in Figure 5.5.1.y-1
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9 Procedure of TS 23.402 clause 8.6.2.1 step D.1
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2. Procedure of clause 5.5.1.4 from step 2 to B.2
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6 IP-CAN Session Modification
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