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Introduction

In the last SA2 meeting (Jacksonville) a response LS was received from SA1 that included a conclusion on whether there is a requirement for the CSG-ID to be included in the scope of the work for network-provided location for IMS. The text below is taken from the draft report for the Jacksonville meeting.
TD S2‑105777 LS from SA WG1: Reply LS on location information for IMS charging. (SA WG1)
Abstract: SA WG1 would like to thank SA WG2 for their LS on 'location information for IMS charging' (S2-104440) and provide feedback on the question raised by SA WG2. SA WG1 agreed the requirement that IMS shall be able to use PLMN ID and Cell ID. (see attached CR). Additionally, in TS 22.115 'Charging and billing' in the clause on 'Collection of charging information' there are requirements for 'CSG charging requirements for UTRAN and E-UTRAN'. These include a requirement that it shall be possible to charge subscribers based on the CSG identity of the CSG cell. We therefore conclude that the CSG identity should be included in CDRs generated by IMS nodes when available.

We therefore propose that TR 23.842 is updated accordingly.
Proposal
The most effective way of implementing this change would be to replace existing instances of “Cell ID / PLMN ID” or “Cell ID” with a new term, and to define that new term to include Cell ID, PLMN ID and CSG ID.

*** Start of changes ***

1
Scope

The present document investigates architecture solutions for making the Network Provided Location Information (NPLI) related to the access network that the UE is camped on available to the IMS nodes whenever the IMS operator needs to record this information either to fulfil legal obligations, for charging or for other purposes. 

This study will gather the various existing regulatory and operator requirements that the solution needs to fulfil, in particular:

-
whether the provision of the Network Provided Location Information (NPLI) is applicable to all the users served by a network (i.e. “non-roaming” subscribers and inbound roamers) or only to the network operator subscribers;

-
whether the Network Provided Location Information (NPLI) needs to be made available also if EPS/GPRS and IMS services of a subscriber are provided by different networks;

- 
what events trigger the need to retrieve the Network Provided Location Information (NPLI).

The study is then expected to produce solution candidates which detail the necessary Stage 2 message flows, architecture enhancements and new functionality needed in the EPS and GPRS networks. The solution candidates will also describe what IP Multimedia Subsystem elements are affected in order to obtain the Network Provided Location Information (NPLI). 

The solutions produced will then be assessed against the criteria identified in section 7 where recommendations for normative work will also be made.

2
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-
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-
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-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2]
3GPP TR 41.001: "GSM Release specifications".

[3]
3GPP TS 23.167: "IP Multimedia Subsystem (IMS) emergency sessions"

[4]
3GPP TS 23.292: "IP Multimedia Subsystem (IMS) centralized services; Stage 2".

[5]
3GPP TS 29.328: "IP Multimedia (IM) Subsystem Sh interface; Signalling flows and message contents"

[6]
3GPP TS 23.271: "Functional stage 2 description of Location Services (LCS)" 

3
Definitions, symbols and abbreviations

3.1
Definitions

For the purposes of the present document, the terms and definitions given in TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [1].
Network Provided Location Information: Information provided by the network. Specifically this can be the Cell-ID, PLMN ID or CSG-ID, depending on the type of access network that the UE is camped on..
3.2
Symbols

For the purposes of the present document, the following symbols apply:

3.3
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].

NPLI
Network Provided Location Information
4
Scenarios for Network Provided Location Information Provision

4.1
Lawful interception

A legal obligation exists for network operators to record the Cell-ID when lawful interception is applied. Though the UE currently provides the Cell-ID information, some regulators do not to trust this information because it may have been tampered with, therefore they require a network provided Cell-ID. 

For an originating or terminating IMS session involving an intercepted UE, both the Cell-ID where intercepted UE has initiated the session and the Cell-ID where the session was released are required. There is no requirement to be able to track the changes in the Cell-ID value during the session.

4.2
Charging

IMS Charging records need the current Cell-ID, CSG-ID or PLMN ID as this information is required to generate correct billing. The CDRs generated within IMS have to contain Network Provided Location Information (NPLI). This applies for all CDRs from any user/session regardless of whether the session is successfully established or not.

Transfer of Cell-ID or CSG-ID between different networks is not required when the PLMN is not an equivalent PLMN. In case the UE to be located is camped on a visited network (that is not an equivalent PLMN to the HPLMN), only the identity of the visited PLMN ID where the UE is registered for bearer services is required to be provided to the IMS nodes in the HPLMN. In all cases, the Cell-ID or CSG_ID needs to be provided to IMS nodes in the VPLMN when the UE to be located is camped on that same VPLMN or equivalent PLMN to the VPLMN.

In the case of an IMS voice session, for example, the NPLI of the UE needs to be recorded for an originating or terminating IMS session establishment. The NPLI need to be provided when the session is successfully connected/released and when the session is dropped due to, for instance, radio condition changes.
When an IMS Session is modified, e.g. when a new media component is added to an MMTel call, the NPLI also needs to be stored as the location of the user at the time when the session is modified may generate a charging event.
NPLI is also needed to correctly charge for localized services. NPLI needs to be available to any IMS node that generates charging records. The network that the IMS node is located in will determine if Cell-ID, CSG-ID or PLMN ID is needed. For example, on an IMS session origination where the P-CSCF is in a VPLMN and the S-CSCF is in the Home or equivalent PLMN, the Cell-ID or CSG-ID would be in the P-CSCF CDR and the PLMN ID would be in the S-CSCF CDR.
Editor’s Note: It is FFS which IMS functional entities are required to include the NPLI in the CDR and for which events.  Currently TS 23.228 identifies the following as generating CDRs: P-CSCF, I-CSCF, S-CSCF, BGCF, MRF, IBCF and transit functions. TS 23.228 also identifies charging information can be conveyed on Ma and ICS reference points.
4.3
IMS Emergency Calls Routing
In order to be able to route an emergency call to the appropriate PSAP, the network provided current Cell-ID is required. The Cell-ID shall be provided to the E-CSCF before it performs PSAP selection. The Cell-ID of the cell where the emergency call is originated is considered to provide sufficient accuracy for a correct routeing of the call. In some instances, depending on the specific PSAP configuration and based on regulatory requirements, a lower level of accuracy than that provided by the Cell-ID may be acceptable.

If local regulation requires support for UEs without sufficient credentials, network provided Cell-ID must also be obtained for these UEs.

Existing mechanism, i.e. IMS emergency, may be used as the basis for the PSAP selection if operator supports the LCS, and otherwise non-LCS dependent mechanism will enable IMS to perform PSAP selection.
In all cases, minimal impact on the session set-up time for obtaining the network provided location information is important as in some countries stringent requirements exist on emergency call set up time.
4.4
Retention of Location Information Data
Network operators have a legal obligation to record and store for a certain amount of time information about their subscribers such as events, services used as well as location where the service was consumed. It is expected that when a service is provided by IMS the same requirements that exist today for CS services will continue to apply. 

5
Architecture Requirements

5.1
General
The solution for the provision of trusted location information to the IMS nodes is expected to fulfil the following architecture requirements. These requirements are derived from the scenarios described in section 4 of this document.

Note:
Although the aim is to achieve a single solution, more than one architecture solution may be specified if it is discovered that not all use cases are efficiently fulfilled by a single solution. 

5.2
High Level Requirements

-
It shall be possible for the NPLI to be provided to the IMS for the purpose of charging, lawful interception and retention of location information and potentially PSAP selection to be determined by the network. 
- 
For PSAP selection in the case of an IMS emergency call, the provision of the NPLI shall be based on functions specified in TS 23.167 [3].

-
The solution shall minimize the additional signalling.

-
The solution shall not require modifications of the UE.
-
The solution shall allow for the network to provide the NPLI if the UE has insufficient credentials (e.g. UICC-less case).

-
The solution for providing the NPLI of the UE to the IMS shall not degrade the service level, e.g. session setup delay, compared to the degradation resulting from providing location in the corresponding CS service and shall not be perceptible to the end user.
-
The solution should allow for the provision of the NPLI to IMS nodes for IMS subscribers using ICS in IMS Centralized Services scenarios as specified in TS 23.292 [4].
-
The number IMS entities required to do the retrieval of the NPLI should be minimized.
5.3
Location Characteristics Requirements

-
Transfer of Cell-ID or CSG-ID information between different PLMNs is not required when the PLMN is not an equivalent PLMN. In case the UE to be located is camped on a visited network (that is not an equivalent PLMN to the HPLMN), only the identity of the visited PLMN ID where the UE is registered for bearer services is required to be provided to the IMS nodes in the HPLMN. In all cases, the Cell-ID or CSG-ID needs to be provided to IMS nodes in the VPLMN when the UE to be located is camped on that same VPLMN or equivalent PLMN to the VPLMN.  

-
IMS nodes may require the network to provide the NPLI of the UE upon the following events:

-
Session establishment (e.g. during the SIP INVITE for IMS Voice);
-
Session release;

-
Session modification (e.g. addition / removal of a media component during an MMTel session);

-
SIP MESSAGE for SMS.
-
The network should be able to control which IMS nodes can obtain trusted Network Provided Location Information and the network shall not provide it to non trusted entities.

Editor’s Note: It needs to be determined if a network operator has a legal obligation and/or operational need (e.g. CDRs) for IMS to obtain the NPLI from the IP-CAN or if correlation between IMS records and IP-CAN records meets the legal obligation and/or operational need.

Editor’s Note: If IMS is required to obtain the NPLI, it needs to be determined what IMS entity (or entities) that needs to explicitly retrieve such information from the access network. 

5.4
Overview of IMS Functional Entities Requiring Location

Figure 5.4-1 gives a simplified overview of functional entities in IMS that today can be used for charging, data retention, and lawful intercept. 

Editor’s Note This clause is still work in progress, and currently lacks among other things considerations for IMS emergency. 

Editor’s Note: It is FFS of the current requirements on AS and IBCF. 
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Figure 5.4-1. Overview of IMS Functional Entities Requiring Location. 

6
Architecture Alternatives

6.1
HSS based Cell ID retrieval based on existing mechanisms

This clause describes current mechanism for NPLI retrieval that is provided over Sh. This scenario is applicable for location retrieval in home network scenarios and does not consider IMS emergency calls (as emergency is a visited NW service and the E-CSCF has no access to Sh).
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For an MT or MO session, the AS requests the location information from the HSS using the existing Sh-Pull (see TS 29.328 [5]). The AS can indicate, using the Current Location IE, whether active location retrieval has to be initiated or not. Furthermore, the AS should indicate the serving node(s) for which the location is required (e.g., whether it should be queried from SGSN, MME, or both).

Editor’s Note: Further enhancements may be needed to deal with terminating call cases (as, following Active Location Retrieval, the UE might be being released at the same time as the MT SIP signalling arrives in the VPLMN, potentially leading to a lower paging success rate).
6.2
Enhanced PS domain location reporting

The current PS domain location reporting may continuously provide the PGW/GGSN with the UE’s cell location. The P-CSCF may subscribe to get this information via PCC for being able to add that location information to the relevant SIP messages.

However up-to-date cell location is only available for UEs in connected state. Another problem of the current mechanism is that it provides the location information by continuous reporting towards PGW/GGSN once the functionality is activated. This may cause some heavy network signalling as every cell change is reported and not only changes that are relevant for IMS.

The CS domain has similar location reporting requirements and also location reporting functions for CS services. To some extent the RAN is not transparent for CS/NAS signalling and provides the cell information with certain NAS messages to the MSC. So the cell is available, for example, during CS call setup in the MSC for originating and terminating calls.

The PS domain cell reporting can obviously not require that the RAN analyses packets for SIP messages. However some enhancements are needed to limit the signalling traffic caused by the continuous cell reporting in PS domain for usage by IMS. Here it is proposed to enhance the current mechanism to report cell changes only when there is activity on the IMS signalling bearer, which makes it somehow comparable to CS domain behaviour. So the RAN would not report every cell change, but only cell changes when IMS signalling bearer data are transferred and the last reported cell is a different one. For GERAN access the SGSN can reduce updating the GGSN/P-GW based on activity on the IMS signalling bearer without involving the GERAN as the SGSN is aware of any cell changes.

Thereby the PS domain approach can be utilised and also the related network signalling can be kept at a reasonable level. The signalling reduction assumes the use of a signalling bearer, i.e. IMS signalling is not transferred on some other default bearer.

Some scenarios may require the current cell already for the first SIP message. On the originating side of the service the UE is in active state because it sent the SIP message. On the terminating side the current cell may be known first after delivery of the first SIP message to the UE as the UE may be idle. So the cell will be available for the first SIP response message, which seems required anyhow as otherwise the Cell-ID or CSG-ID cannot be transferred to the S-CSCF.

6.3
Direct Cell-ID provision from MME to GMLC
This alternative reuses LCS functionality for Cell-ID provision, only involving MME and GMLC . SLg interface between MME and GMLC needs to be enhanced to indicate the location request is only for Cell-ID retrieval. 

The figure below shows the architecture of this alternative. For Cell-ID level location information provision only, only the enhanced GMLC is needed to be deployed, i.e. there is no need to deploy E-SMLC.
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Figure 6.3-1 LCS based Cell-ID Provision without E-SMLC involved
The SLg interface will be enhanced to allow GMLC only request subscriber’s Cell-ID from MME, without E-SMLC involved. This will be done by an explicit Cell-ID request indication in Provide_Location_Request (PLR) message sent from GMLC to MME. The MME shall be aware of this indication, and directly responds with a Provide_Location_Answer (PLA) message to the GMLC, including the Cell-ID of requested subscriber.

If receiving PLR message which indicates only Cell-ID is requested, the MME shall not initiate SLs procedure to E-SMCL. Hence, the Cell-ID provision procedure will be accelerated as there is no complex location procedure involved (e.g. no further LPP procedure between E-SMLC and UE, or LPPa procedure between E-SMLC and eNodeB).

Such explicit Cell-ID request indication can be an individual parameter (e.g. Cell-ID-Only) in PLR message, or be a sub-parameter in LCS-QoS AVP.

Common MT-LR procedures defined in TS23.271 [6] is used by GMLC to find the serving MME, the requesting GMLC may interact with HSS for obtaining the serving MME. For emergency service, the NI-LR is utilised for location provision.

Editor’s Note: If the GMLC gets more than one serving nodes from HSS (e.g. HSS returns multiple serving nodes such as MSC/SGSN/MME), how the GMLC selects the serving node / how to perform location query procedure is FFS.
The MI interface is utilized with enhancement to indicate that only Cell-ID is requested. When receiving IMS signalling, the E/P-CSCF retrieves subscriber’s Cell-ID information via MI interface from the Location Retrieval Function (LRF) which may be internally provided by the GMLC. The E/P-CSCF may act as LCS client to request Cell-ID information directly from GMLC, using the enhanced Le interface which allows LCS client requesting subscriber’s Cell-ID only.

Editor’s Notes: The interaction between the requesting GMLC and HSS to obtain the serving MME, may introduce time delay to IMS session establishment procedure.

In this alternative, the E/P-CSCF can obtain Cell-ID information before PSAP selection.
Editor’s Note: This solution could also be applied to UTRAN with similar changes.
6.4 
Location information provision using PCC Framework

This solution utilizes the PCC framework to provide location information to the IMS.

Procedures described in sections 6.4.1, 6.4.2 and 6.4.3 are used by EPC to provide the location information to the IMS at the time of session establishment, session release and session modification. For IMS procedures without EPC bearer interaction, e.g. SMS delivery, the procedure described in section 6.4.4 is used for the IMS to request the location information provision to the EPC. 
In this alternative, no architecture change for EPC/IMS is needed.

6.4.1 
Location information provision at session establishment

The following procedure describes the location information provision at the time of IMS session origination and termination.

When the session is originated or terminated, the bearer establishment procedure. e.g. for voice media, is triggered by the P-CSCF in receiving the SIP message (Offer Response) from the IMS entity of terminating side or terminating UE, respectively. During this procedure, MME forwards location information to the P-CSCF via S-GW, P-GW (in case of GTP-based S5/S8) and PCRF.
This procedure does not require additional signalling for location information provision.

Note 1:
This procedure does not apply for cases where no bearer establishment is required, e.g. SMS delivery.

Note 2:
This procedure does not apply for services which require location information at S/E-CSCF for special call routing, e.g. PSAP selection and Localized Services.
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Figure 6.4-1 Location information provision at session establishment 

1. IMS level session establishment procedure is initiated. This procedure is common for IMS MO call and MT call cases.
Editor’s Note:　The interaction with the IMS procedure needs to be clarified based on the requirement, e.g. whether IMS procedure can continue in parallel with following steps.
2. P-CSCF authorizes the resources necessary for this session and provides the service information to the PCRF. In this step, P-CSCF requests the notification of UE’s location information when PCRF obtain it as part of bearer level event.
Steps for PMIP-based S5/S8 only (A-1 to A-5):
PCRF initiates the gateway control and QoS rules provision procedure and triggers the S-GW to allocate the dedicated bearer. PCRF requests UE’s current location (i.e. Cell ID or CSG ID) from S-GW and S-GW forwards the request to the MME. During this procedure, MME informs the S-GW of UE’s location information and it is forwarded to the PCRF. Based on operator configuration, MME may interact with the eNodeB, e.g. via S1-AP messages, to retrieve specific location information such as E-UTRAN Global Cell ID where UE is currently connected. Otherwise MME replies location information stored at MME.

3. PCRF initiates the policy and charging rules provision procedure requesting UE's current location (i.e. Cell ID or CSG-ID) from P-GW.
Steps for GTP-based S5/S8 only (B-1 to B-5):
P-GW initiates dedicated bearer activation procedure by receiving step3 and P-GW forwards the request to the MME via S-GW. During this procedure, MME informs the S-GW of UE’s location information and it is forwarded to the P-GW. Based on operator configuration, MME may interact with the eNodeB, e.g. via S1-AP messages, to retrieve specific location information such as E-UTRAN Global Cell ID where UE is currently connected. Otherwise MME replies location information stored at MME.
4. P-GW reports the UE's location information to the PCRF.
Note: 
In case of PMIP-based S5/S8, UE’s location information is not reported.
5. By detecting the bearer level event on location information, PCRF notifies the P-CSCF of the UE’s location information retrieved in stepA-5 (in case of PMIP-based S5/S8) or step 4 (in case of GTP-based S5/S8).

6. P-CSCF acknowledges to the PCRF.

6.4.2
Location information provision at session release

The following procedure describes the location information provision at the time of IMS session release.

The bearer deactivation procedure is triggered by the P-CSCF by receiving the BYE message from the UE or other IMS entity or by getting other bearer release trigger at P-CSCF, e.g. P-CSCF initiated bearer release due to O&M reason. During this procedure, similar to the session establishment procedure case, MME forwards location information to the P-CSCF via S-GW, P-GW (in case of GTP-based S5/S8) and PCRF. 

This procedure does not require additional signalling for location information provision.
Note 1:
This procedure does not apply for cases where no bearer establishment is required, e.g. SMS delivery.
Note 2:
This procedure does not apply for services which require location information at S/E-CSCF for special call routing, e.g. PSAP selection and Localized Services.
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Figure 6.4-2 Location information provision at session release
1. IMS level session release procedure is initiated by P-CSCF detecting the session release event, e.g. receiving SIP BYE message.
Editor’s Note:　The interaction with the IMS procedure needs to be clarified based on the requirement, e.g. whether IMS procedure can continue in parallel with following steps.
2. P-CSCF removes the authorization for the resources related to the bearer being released and inform to PCRF. In this step, P-CSCF requests the notification of UE’s location information when PCRF obtains it as part of bearer level event.

Steps for PMIP-based S5/S8 only (A-1 to A-5):

PCRF initiates the gateway control and QoS rules provision procedure and triggers the S-GW to deactivate the dedicated bearer. PCRF requests UE’s current location (i.e. Cell ID or CSG ID) from S-GW and S-GW forwards the request to the MME. During this procedure, MME informs the S-GW of UE’s location information and it is forwarded to the PCRF. Based on operator configuration, MME may interact with the eNodeB, e.g. via S1-AP messages, to retrieve specific location information such as E-UTRAN Global Cell ID where UE is currently connected. Otherwise MME replies location information stored at MME.
3. PCRF initiates the policy and charging rules provision procedure requesting the UE's current location (i.e. Cell ID) from P-GW.

Steps for GTP-based S5/S8 only (B-1 to B-6):

P-GW initiates dedicated bearer deactivation procedure by receiving step3 and P-GW forwards the request to the MME via S-GW. During this procedure, MME informs the S-GW of UE’s location information and it is forwarded to the P-GW and PCRF. Based on operator configuration, MME may interact with the eNodeB, e.g. via S1-AP messages, to retrieve specific location information such as E-UTRAN Global Cell ID where UE is currently connected. Otherwise MME replies location information stored at MME.

Note: 
Step B-6 is also performed in case of PMIP-based S5/S8 in response to step3 without carrying UE’s location information.
4. P-GW reports the UE’s location information to the PCRF.

Note: 
In case of PMIP-based S5/S8, UE’s location information is not reported.
5. By detecting the bearer level event on location information, PCRF notifies the P-CSCF of the UE’s location information retrieved in stepA-5 (in case of PMIP-based S5/S8) or step .B-6(in case of GTP-based S5/S8).

6. P-CSCF acknowledges to the PCRF.
6.4.4 
Location information provision at session modification
In case of a session modification event at IMS, either of the following procedures will take place based on required procedure at bearer level, e.g. addition of bearer, removal of bearer, bearer QoS modification:

-
Location information provision procedure at session establishment (Figure 6.4-1), or

-
Location information provision procedure at session release (Figure 6.4-2), or
-
Location information provision procedure illustrated in Figure 6.4-3 in this section;
Figure 6.4-1 is used when the bearer establishment is triggered, e.g, addition of a media component during an MMTel session.
Figure 6.4-2 is used when the bearer deactivation is triggered, e.g, deletion of a media component during an MMTel session.
Figure 6.4-3 is used when the bearer modification is triggered, e.g. QoS modification for the use of newly negotiated codec. Bearer modification procedure is triggered by the P-CSCF in receiving the SIP message (SDP Answer) from the IMS entity of terminating side or terminating UE, respectively. During this procedure, MME forwards location information to the P-CSCF via S-GW, P-GW (in case of GTP-based S5/S8) and PCRF.
Location information provision procedure illustrated in Figure 6.4-X does not require additional signalling for location information provision.

[image: image6]
Figure 6.4-3 Location information provision in bearer level session modification
1. Session modification trigger is detected by the P-CSCF.
Editor’s Note:　The interaction with the IMS procedure needs to be clarified based on the requirement, e.g. whether IMS procedure can continue in parallel with following steps.
2. P-CSCF authorizes the change in resources for this session and provides the service information to the PCRF. In this step, P-CSCF requests the notification of UE’s location information when PCRF obtain it as part of bearer level event.
Steps for PMIP-based S5/S8 only (A-1 to A-5):
Corresponding steps as described in Figure 6.4-1 are performed except that the create bearer procedure is replaced with update bearer procedure.

3. P-CSCF initiates the policy and charging rules provision procedure.
Steps for GTP-based S5/S8 only (B-1 to B-5):
Corresponding steps as described in Figure 6.4-1 are performed except that the create bearer procedure is replaced with update bearer procedure.

4. P-GW reports the UE location information to the PCRF.
Note: 
In case of PMIP-based S5/S8, UE location information is not reported.
5. By detecting the bearer level event on location information, PCRF notifies the P-CSCF of the UE location information retrieved in stepA-5 (in case of PMIP-based S5/S8) or step4 (in case of GTP-based S5/S8).

6. P-CSCF acknowledges to the PCRF.
6.4.5 
Bearer Independent Location information Fetch by P-CSCF
The following procedure describes the location information fetch when P-CSCF receives IMS signalling which does not require any bearer creations/modifications/releases. In this case the P-CSCF sends an on demand request to PCRF for location information retrieval.

To get the subscriber’s location information, the P-CSCF sends Provide Service Info message to the PCRF including Location Request indication. The bearer update procedure is reused to carry such Location Request Indication and bring back the location information (i.e. Cell ID or CSG ID) to P-CSCF.

The figure below shows the location retrieval during the IMS SMS procedure, the P-CSCF trigged on demand location retrieval is also applicable to other IMS procedures which have no bearer creation/modification/release.
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Figure 6.4-4 Bearer Independent Location information fetch by P-CSCF
1. The P-CSCF receives IMS SMS message. This procedure is common for IMS SMS MO and MT cases.
Editor’s Note:　The interaction with the IMS procedure needs to be clarified based on the requirement, e.g. whether IMS procedure can continue in parallel with following steps.
2. The P-CSCF decides the subscriber’s information is needed. The P-CSCF provides service information to the PCRF with a Location Request indication to request the notification of UE location information when PCRF obtains it as part of bearer level event. The P-CSCF may subscribe the location information change events, according to operator’s policy.
Steps for PMIP-based S5/S8 only (A-1 to A-4):

PCRF initiates the gateway control and QoS rules provision procedure. PCRF requests UE current location (i.e. Cell ID or CSG ID) from S-GW and S-GW forwards the notification to the MME. During this procedure, the Location Request indication is sent from PCRF to S-GW and MME, then MME informs the S-GW of UE location information and it is forwarded to the PCRF. Based on operator configuration, MME may interact with the eNodeB, e.g. via S1-AP messages, to retrieve specific location information such as E-UTRAN Global Cell ID where UE is currently connected. Otherwise MME replies location information stored at MME.
3. PCRF initiates the policy and charging rules provision procedure requesting UE current location (i.e. Cell ID or CSG ID) from P-GW.
Steps for GTP-based S5/S8 only (B-1 to B-4): 
P-GW initiates bearer modification procedure after receiving step3 only for requesting the UE’s current location, and P-GW forwards the notification to the MME vis S-GW. During this procedure, MME informs the S-GW of UE’s location information and it is forwarded to the P-GW and PCRF. Based on operator configuration, MME may interact with the eNodeB, e.g. via S1-AP messages, to retrieve specific location information such as E-UTRAN Global Cell ID where UE is currently connected. Otherwise MME replies location information stored at MME.
Editor’s Note:　Whether it is applicable to use the bearer modification procedure for location information retrieval is FFS.
4. P-GW reports the UE’s location information to the PCRF.
Note: 
In case of PMIP-based S5/S8, UE location information is not reported.

5. By detecting the bearer level event on location information, PCRF notifies the P-CSCF of the UE location information retrieved in stepA-4 (in case of PMIP-based S5/S8) or step B-4(in case of GTP-based S5/S8).

6. P-CSCF acknowledges to the PCRF.

7. P-CSCF forwards the IMS SMS Message, carrying the UE location information.
6.5
LCS based location provision

Note: 
This solution alternative is intended to be use for PSAP selection and localized services requiring special call routing where UE’s location information is needed before the IMS level procedure continues. It is assumed that the alternative described in 6.4 is used for other purpose, e.g. charging. It is also noted that the mechanism described in this section can be used for the case of SMS message delivery at IMS.
This architecture alternative utilizes the LCS as specified in TS23.271 [6] where the E/S-CSCF can retrieve the location information from the Location Retrieval Function (LRF) of the LCS architecture. This alternative enables the EPC to provide the Cell ID with some modification to the LCS, e.g enhancement to Ml IF. Depending on the information required by the IMS, MME may respond to LRF without any interaction to E-MSCL, e.g. MME can notify GMLC of the Cell-ID without performing further LCS procedure.

In this alternative, the E/S-CSCF can obtain the location information before selecting the correct PSAP or the destination of the call routing.

Editor’s Note: The support of localized service based on terminating user location is FFS.
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Figure 6.5-1 LCS based Location Provision Architecture 
Editor’s Note: It is FFS whether functionality of the S-CSCF - LRF IF and E-CSCF - LRF IF is the same.
The information flow of this alternative is described below.
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Figure 6.5-2 Location information provision for the special call routing based on the originating UE location
During the AF session establishment, P-CSCF obtains the RAT type information where UE is currently camping on.

A1. The P-CSCF detects the AF session establishment trigger, e.g. IMS registration.
A2. The P-CSCF sends the session establishment message (AA Request) to the PCRF requesting RAT type information if such is detected by the PCRF.
A3. The PCRF sends the session establishment ack message (AA Answer) to the P-CSCF indicating current RAT type information.
Note: PCRF updates the P-CSCF of RAT type information if RAT change event occurs, e.g. IDLE mode mobility.
With these steps, P-CSCF maintains the current RAT information while UE is in ACTIVE state (P-CSCF may also obtain current RAT information in IDLE mode if ISR is not active) .
B1.
 The UE sends an INVITE to the P-CSCF. This message contains an emergency indication if it is for emergency call.

B2. P-CSCF forwards the INVITE message to S-CSCF. If P-CSCF detects the call is an emergency call, the INVITE message is forwarded to the E-CSCF, instead. In sending INVITE message, P-CSCF sets the network obtained RAT type information where UE is currently connected.

Editor’s Note: It is FFS how to handle the case where UE moves to the different RAT after stepB2.
B3. In order to select the correct routing destination, e.g. PSAP, E/S-CSCF requests UE’s location information to LRF/GMLC. This information indicates RAT type information where UE is currently connected and what type of location information is needed, e.g. Cell ID or location estimate.
Note: This step requires the modification to the Rel9 Ml IF.
B4.
 LRF/GMLC queries the serving node(s) of the UE.

B5.
 LRF/GMLC answers the serving node(s) information of the UE. The answer may contain multiple serving nodes information according to the registration status.

B6.
 LRF/GMLC selects the the serving node address based on RAT type information received in stepB3, and sends the Provide Subscriber Location indicating the Cell ID is requested.

B7.
 MME performs the Location Reporting procedure to the eNodeB and obtain latest Cell ID information. This step may be skipped based on operator configuration and/or regulatory requirements. If Location Reporting procedure is not performed, the MME returns the stored Cell ID in step B8.
B8.
 MME sends Provide Subscriber Location ack and informs the obtained Cell ID information to the LRF/GMLC.
B9.
 LRF/GMLC reports the Cell ID information received in step B8.
Note: This step requires the modification to the Rel9 Ml IF.
B10. E/S-CSCF selects the correct routing destination based on the Cell ID of the UE.
After these procedures, the call establishment procedure is continued, i.e. TS23.167 [3] for the emergency and TS23.228 [X] for the localized service.
6.6
Correlation of IMS and IP-CAN CDRs

6.6.1
General

Per TS 23.228 clause 4.9, IMS and IP-CAN CDRs can be correlated:

"IM CN subsystem functional elements provide support for offline and online charging. This includes support for charging correlation, e.g. between IM CN subsystem and PS domain. The charging architecture, charging principles and charging data for IM CN subsystem are described in TS 32.240 [25] and TS 32.260 [26]. The charging correlation information between IM CN subsystem and PS domain are also described in TS 24.229 [10a] and TS 29.207 [11a]."

The following solutions are based on correlation between IMS and IP-CAN.
6.6.2
IP-CAN records all cell changes

Currently, the IP-CAN has the ability to record every cell change. This capability could be selectively activated for all connections to an IMS APN. This would ensure the serving Cell ID/CSG ID is recorded the entire time the UE is active on packet services associated with IMS. It may then be possible to determine the serving Cell ID/CSG ID during IMS events from correlation between IMS CDRs and IP-CAN CDRs . E.g., IMS CDRs indicate a UE established an IMS session at a certain time, with associated bearer(s) identification. IP-CAN CDRs corresponding to this(ese) bearer(s) will have which cell the UE was on at that time, with associated IMS session identification.  Through correlation, it is known which cell was serving the UE at the start of the IMS session. Note: Recording every cell change can cause a significant increase in signalling. 

Editor’s Note:  IP-CAN recording of every cell change does not directly align with the objective of obtaining the serving Cell-ID/CSG ID for the identified IMS events. It is FFS to determine if correlation of the CDRs of the IMS events with the IP-CAN CDRs that contain the serving Cell-ID/CSG ID meets the objective.

6.6.3
IP-CAN records serving Cell ID/CSG ID for limited conditions
Having the IP-CAN record every cell change can have a significant signalling impact on the IP-CAN, since every change is requested to be reported to the PGW. Signalling can be optimized if the serving cell is only requested to be reported during IP-CAN events that correspond to IMS events. Some examples are:

· Establishment of IMS default bearer in IP-CAN may correlate with IMS Registration

· Establishment of dedicated bearer may correlate with IMS session establishment

· Release of dedicated bearer may correlate with IMS session end.

Editor’s Note:  It is FFS to determine if all IMS charging events that need Cell ID/CSG ID can be correlated to IP-CAN events.
7
Conclusions

7.1
Alternatives evaluation criteria and scoring

Editor’s note
From the WID: complexity, efficient use of signalling, accuracy, speed, capability of meeting regulatory requirements.
7.2
Specification work recommendation
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