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Abstract of the contribution: the paper adds architecture requirements to TR 23.844.
1. Discussion
This paper proposes architectural requirements for TR 23.844. It is proposed to include the architecture requirements as listed in section 2 below into the TR 23.844.
2. Proposal
First Change to TR 23.844
5
Architecture requirements
5.1
General
The solution for the support of IMS P2P CDS is expected to fulfil the following architecture requirements. These requirements are derived from the use cases described in section 4 of this document.
5.2
Requirements for the IMS network
-
The network shall provide address information for contacting an IMS based P2P content distribution service for an IMS P2P CDS UE, i.e. the ISC interface shall be re-used for service triggering. 
-
The network shall provide, e.g. access type, actual uplink/downlink bandwidth, location information of User Peers to the Tracker.
5.3
Requirements for the IMS P2P application service
-
The service shall provide P2P content information.

-
The service shall provide addresses of qualified User Peers and Network Peers.
-
The service shall provide additional addresses of qualified peers in case selected peers are not available any more.

-
The service shall include recommendations for an optimized peer selection. This information can be based on IMS internal input, e.g. access type, actual uplink/downlink bandwidth, location information of User Peers, and computing capability and storage space of User Peers, and predefined network policies.
-
The service shall support segmentation and segments indexing of the distributed content.

-
The service shall allow resuming content retrieval after interruption without starting from the beginning.

-
The service shall protect against illegal interception and content modification.

-
The service shall be able to handle copyright protected content

Editor’s Note: This section is work in progress. Following issues needs further consideration: QoS, mobility, access types, network caching, charging, and security.
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