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Abstract of the contribution: 
This contribution addresses the management of overlapping policy control and enforcement functionalities between the PCRF and BPCF over S9*. 
Discussion
TR 23.839 / subclause 5.2.2.1 lists policy control/decision and enforcement actions that may, depending on forthcoming BBF specifications and obviously from BBF access implementations, be supported by the BPCF and the BBF access / BNG. 

When the traffic through the BBF access to the mobile network is not IP Security tunnelled, the BPCF & BNG and the PCRF & PCEF may support at least partly the same policy control and enforcement functionalities. To avoid activating overlapping functionalites, it would be useful, if the PCRF & PCEF and BPCF & BNG know about each others’ capabilities to support these functionalites. 

Current PCC stage 3 specifications, including the S9 TS 29.215, have adopted the CT4 defined supported features mechanism. This mechanism is used by a Diameter client (e.g. PCEF) and the corresponding Diameter server (e.g. PCRF) to indicate to the counterpart the features that are required for the session to be successful and optional features that the client or server supports. 

The existing supported features mechanism can be applied in the S9* interface between the PCRF and BPCF to indicate supported policy control and/or enforcement functionalities.
Proposal

It is suggested that the following text and Editor’s Note is added in TR 23.839 to enable the indication of supported policy control and/or enforcement functionalities over the S9* interface between the PCRF and BPCF.

* * * Begin 1st Change * * * 
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* * * End of 1st Change * * * 
* * * Begin of 2nd Change * * * 
5.2.2.1 
Policy interworking principles 

5.2.2.1.1 
PCRF – BPCF Functional split 

PCRF is the policy and charging control element in 3GPP network. PCRF functions are described in more detail in TS 23.203 [4]. This clause points out new functionality as well as some of the existing functionality applicable to BBF access interworking. (Note that not all applicable existing functionality is included below).

The BPCF is a policy control entity in the BBF network. This clause describes functionality assumed to reside in the BPCF to support 3GPP-BBF interworking.

In a non-roaming scenario, the functionality of PCRF includes:

· Policy decision and PCC Rule generation e.g. based on the information received from the AF via Rx, operator policies and subscription information via Sp (this is existing functionality described in TS 23.203).

· Installation of PCC Rules in the PCEF over Gx (this is existing functionality described in TS 23.203).

· Sends the QoS rules to the BPCF over S9* to request admission control in the fixed access.

· Sends outer IP header information for tunnelled traffic (e.g. UE local IP address) to allow the BBF access to identify the UE traffic that is tunnelled. 
Editor’s note: Tunnel header information for S2c with trusted non-3GPP access procedures is already supported on S9 since rel-8. The detailed information needed for untrusted access procedures is FFS.

The functionality of the BPCF includes the following:

· Performs admission control in fixed access or delegates admission control decision to other BBF nodes (this aspect is out of scope to 3GPP). Based on the admission control, the BPCF accepts or rejects the request received over S9*. As with current S9, the BPCF may include the acceptable QoS in the reply if the request is rejected.

· Translates the QoS rule as received of the S9* interface (i.e. QCI, bit rates, and ARP into access specific QoS parameters applicable in the BBF domain (this aspect is out of scope of 3GPP).  

· May install Policy Filters and QoS for a 3GPP UE session over R interface (this aspect is out of scope to 3GPP).

The existing supported features mechanism (refer to 3GPP TS 29.215 [xx]) may be applied by the PCRF and BPCF to indicate supported policy control and/or enforcement functionalities over the S9* reference point. The PCRF and BPCF may use the information to avoid activating overlapping policy enforcement actions in the PCEF and BNG.
Editor’s Note: It is FFS which policy control and/or enforcement features/functionalities should be identifiable over S9* and whether there should be prioritization or decision logic in the PCRF (or BPCF). To be clarified with BBF. 

Additional clarifications are needed for the roaming scenario, where both H- and V-PCRF are available. No business agreement between HPLMN and BBF operator for roaming scenario is assumed. In a roaming scenario, the functionality of the H-PCRF includes the following:

· Generates PCC Rules based on the information received from the AF via Rx or via S9, operator policies and subscribed information via Sp (this is existing functionality described in TS 23.203).

· For home routed access, installs PCC Rules in the PCEF over Gx. (this is existing functionality described in TS 23.203).

· For visited access (local breakout), sends PCC Rules to the V-PCRF over S9 (this is existing functionality described in TS 23.203).

· For home routed access, sends QoS rules to the V-PCRF to request admission control over S9. (This is new for GTP-based access).

· For BPCF-initiated S9* session establishment, sends outer IP header information for tunnelled traffic (e.g. UE local IP address). 
The functionality of V-PCRF includes the following:

· For visited access (local breakout), installs PCC Rules in the PCEF over Gx. (this is existing functionality described in TS 23.203)

· Applies local policies based on the roaming agreement with HPLMN. Also applies local policies based on  the business agreement with BBF operator. 

· Sends QoS rules to the BPCF over S9* to request admission control in the fixed access.
· For PCRF-initiated S9* session establishment using Gxb*, establishes Gxb* session with the ePDG to receive outer IP header information for tunneled traffic (e.g. UE local IP address).
· For PCRF-initiated S9* session establishment, sends outer IP header information for tunneled traffic (e.g. UE local IP address) to the BPCF.
The functionality of the BPCF in a roaming scenario would remain the same as in the non-roaming scenario. 

* * * End of 2nd Change  * * *
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