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The above figure gives a simplified overview of functional entities in IMS that today can be used for charging, data retention, and lawful intercept (emergency is excluded as it is such as special case). This figure is far from complete, but is intended to be used to understand what functional entities in IMS where location information may be of interest. The following observations can be made: 
-
The P-CSCF will only be involved when originating or terminating a call over the PS access. When CS access is used (i.e., for ICS), the MSC/MGCF may be the first point of entry into IMS. 
-
Depending on call cases, different IMS entities will be involved. S-CSCF and possible AS are the only fixed functions that will always be included in a session setup. 

-
It is not practical that all functional entities will have their own Cell ID retrieval mechanism. Instead, there is most likely a need for one functional entity to be able to provide the obtained network provided location in the SIP message to the other functional entities. Today, such mechanism is also not possible as the network provided PANI explicitly prohibits including the cell id in the network provided PANI. 

In conclusion: There is a need to clarify, both what functional entities that needs to be able to retrieve the Cell-ID, and what functional entity that would be most suitable to do so in order to ensure that it can be provided in all type of call cases. Furthermore, there may be a need to be able to provide the Cell-ID from the functional entity that retrieves it from the access layer to other IMS entities in the network. 
Proposal

Proposed changes to TR 23.842:
First Change
5
Architecture Requirements

5.1 General

The solution for the provision of trusted location information to the IMS nodes is expected to fulfil the following architecture requirements. These requirements are derived from the scenarios described in section 4 of this document.

5.2 High Level Requirements

-
It shall be possible for the Cell-ID / PLMN ID provided to the IMS for the purpose of charging, lawful interception, retention of location information and potentially PSAP selection to be determined by the network. 
- 
For PSAP selection in the case of an IMS emergency call, the provision of the Cell-ID shall be based on functions specified in TS 23.167 [3] when the LRF is deployed. When LRF is not deployed, another Cell-ID provision mechanism, e.g. the one used for charging purposes, may be used, if it meets the PSAP selection requirements.

-
The solution shall minimize the additional signalling.

-
The solution shall not require modifications of the UE;

-
The solution shall also allow for the network to provide Cell-ID / PLMN ID if the UE has insufficient credentials (e.g. UICC-less case).

-
The provision of the Cell-ID / PLMN ID where the UE is located shall not degrade the service level, e.g. session setup delay, compared to the corresponding CS service and shall not be perceptible to the end user.
-
The solution should allow for the provision of Cell ID/PLMN ID to IMS nodes for IMS subscribers using ICS in IMS Centralized Services scenarios as specified in TS 23.292 [4].
-
The number IMS entities required to do the retrieval of the Cell-ID /PLMN ID should be minimized.
5.3 Location Characteristics Requirements

-
Transfer of Cell-ID information between different networks is not required. In case the UE to be located is camped on a visited network, only the identity of the visited network where the UE is registered is required to be provided to the Home PLMN. In all cases, the Cell-ID needs to be provided in the Visited PLMN.  

-
IMS nodes may require the network to provide the Cell-ID / PLMN ID of the UE upon the following events:

-
Session establishment (e.g. during the SIP INVITE for IMS Voice);
-
Session release
-
SIP MESSAGE for SMS.
-
The network should be able to control which IMS nodes can obtain trusted network provided Cell-ID / PLMN ID and the network shall not provide it to non trusted entities.

Editor’s Note: It needs to be determined if a network operator has a legal obligation and/or operational need (e.g. CDRs) for IMS to obtain the Cell-ID /PLMN ID from the IP-CAN or if correlation between IMS records and IP-CAN records meets the legal obligation and/or operational need. 
Editor’s Note: If IMS is required to obtain the Cell-ID / PLMN ID, it needs to be determined what IMS entity(/ies) that needs to explicitly retrieve such information from the access network. 
Next Change
5.Y Overview of IMS Functional Entities Requiring Location
Figure 5.Y-1 gives a simplified overview of functional entities in IMS that today can be used for charging, data retention, and lawful intercept. 
Editor’s Note This clause is still work in progress, and currently lacks among other things considerations for IMS emergency.
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Figure 5.Y-1. Overview architecture figure, including potential DR, LI, and Charging points in IMS that may require location information. 
End Change
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