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****** First Change ******

5.3.6
Network Management Functions

5.3.6.1
General

Network management functions provide mechanisms to support O&M functions related to GPRS.

5.3.6.2
APN based congestion control

The use of the APN based congestion control is for avoiding and handling of congestion associated with a particular APN. Both UEs and network shall support the functions to provide APN based congestion control.

The SGSN may detect APN congestion and start and stop performing the APN based congestion control based on criteria such as:

-
Maximum number of active PDP contexts per APN; and/or

-
Maximum rate of PDP context activations per APN; and/or

-
One or multiple PDN GWs or GGSNs of an APN are not reachable or indicated congestion to the SGSN.

The SGSN may store a Session Management back-off time when congestion control is active for an APN. The SGSN may enforce the stored back-off time by immediately rejecting any subsequent request from the UE targeting at connecting to the APN before the stored back-off time is expired.

NOTE:
The above functionality is to diminish the performance advantage for UEs that do not support the NAS level back-off timer (e.g. pre-Rel‑10 UEs) compared to UEs that do support it.

The SGSN should not apply APN based congestion control for priority users and/or for emergency services.

The SGSN may reject the Activate PDP Context Request with a Session Management back-off timer for congested APNs. If UE provides no APN, then default APN from subscription data is used by the SGSN. 
Upon reception of the Session Management back-off timer, the UE shall take the following actions until the timer expires:

-
If APN is provided in the rejected Activate PDP Context Request message, the UE shall not initiate any Session Management procedures for the rejected APN. The UE may initiate Session Management procedures for other APNs.

-
If APN is not provided in the rejected Activate PDP Context Request message, the UE shall not initiate any Session Management requests without APN. The UE may initiate Session Management procedures for specific APN.

-
Cell/RA/PLMN/RAT change do not stop the Session Management back-off timer.

-
The UE is allowed to initiate the Session Management procedures for priority/emergency services even when the Session Management back-off timer is running.

The UE shall support a separate Session Management back-off timer for every APN that the UE may activate.

To avoid that large amounts of UEs initiate deferred requests (almost) simultaneously, the SGSN shall randomise the Session Management back-off timer.

5.3.6.3
GGSN control of overload

The GGSN may provide mechanisms for avoiding and handling overload situations. These include the rejection of PDP context requests from UEs.

The GGSN may detect congestion per APN and start and stop performing overload control based on criteria such as:

-
Maximum number of active PDP contexts per APN and/or

-
Maximum rate of PDP context activations per APN.

When performing overload control the GGSN rejects PDP context requests. When receiving the rejection from the GGSN, the SGSN rejects the UE's PDP context request as specified in clause 5.3.6.1. In addition the GGSN may indicate a "GGSN back-off time" for a specific APN to the SGSN. The SGSN should reject PDP context requests from UEs for the specific APN related to that GGSN during the "GGSN back-off time", by the means specified in clause 5.3.6.1. If a GGSN indicates APN congestion by the "GGSN back-off time" the SGSN may select another GGSN of that APN instead of rejecting PDP context requests.

5.3.6.4
SGSN control of overload

The SGSN contains mechanisms for avoiding and handling overload situations. In an overload situation the SGSN can request the RNC to reduce any kind of signaling traffic as specified in TS 25.413 [56b].

In addition the SGSN can restrict the load from MSs configured for MTC that its connected BSCs/RNCs are generating on it. An SGSN may request the BSC/RNC to restrict the load from MSs configured for MTC based on subcategories. These subcategories include MSs that reselect from other PLMNs (PLMN type), all MSs configured for MTC, or MSs using low priority access. PLMN type barring can for example be used to protect a VPLMN from an overload caused by the failure of one (or more) other networks in that country and accesses made from roaming MTC subscribers.

A BSC/RNC that has been requested by SGSN to restrict the load may do so either by rejecting MS requests related to the specific SGSN, and/or by invoking MTC specific Access Class Barring. This is further specified in TS 48.016 [20], TS 25.413 [56b] and clause 5.3.13.4 below.

NOTE:
An RNC/BSC should only broadcast the MTC Access Class Barring when all the SGSNs connected to the RNC/BSC request the same level of overload action. Otherwise the RNC/BSC should reject connection requests for that specific SGSN.

An SGSN that requests a BSC/RNC to restrict the load for a subcategory of MSs configured for MTC should select all the BSCs/RNCs with which the SGSN has Iu/Gb interface connections (so that it is probable that MTC specific Access Class Barring can be triggered if all SGSNs within a pool area are experiencing the same overload situation, see clause 5.3.13.4). Alternatively, the selected RNCs/BSCs may be limited to a subset of the RNCs/BSCs with which the SGSN has Iu/Gb interface connections (e.g. particular location area or where MSs configured for MTC of the targeted type are registered).

When the SGSN has recovered and wishes to increase its load, the SGSN sends Iu/Gb interface overload messages to the RNCs/BSCs, specifying the type of overload action that is no longer active.

Subsequent initial access attempts by a previously barred MS through Access Class Barring shall be randomized.

****** End of First Change ******
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