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Abstract of the contribution: The paper proposes text to further study an overload control mechanism based on IETF draft “draft-hilt-sipping-overload”. 
1. Proposal

*** Change ***
6.2.4
Overload Control based on draft-hilt-sipping-overload

6.2.4.1
General

In IETF, work on SIP overload control has been moved from SIPPING to SOC (SIP Overload Control) WG.  The former Hilt Overload ID has been split into:

· Draft-ietf-soc-overload-design, describing basic principles of overload control

· Draft-gurbani-soc-overload-control, describing the protocol solution

A SIP server, e.g. I-CSCF, that supports this functionality adds an "oc" parameter to the Via headers it inserts into SIP requests.  This provides an indication to its neighbors that it supports overload control. 
A SIP server, e.g. S-CSCF, can provide overload control feedback to its neighbors by providing a value for the "oc" parameter to the topmost Via header field of a SIP response.  The topmost Via header is determined after the SIP server has removed its own Via header.

Since the topmost Via header of a response will be removed by the neighbor after processing it, overload control feedback contained in the "oc" parameter will not travel beyond a SIP entity.  A Via header parameter therefore provides hop-by-hop semantics for overload control feedback even if the next hop neighbor does not support overload control.

The "oc” parameter can be used in all response types including provisional, success and failure responses.  A SIP server may update the "oc" parameter to all responses it is sending.
The "oc" parameter value specifies the percentage by which the load forwarded to this SIP server should be reduced.  Possible values range from 0 (the traffic forwarded is reduced by 0%, i.e., all traffic is forwarded) to 100 (the traffic forwarded is reduced by 100%, i.e., no traffic is forwarded).  The default value of this parameter is 0.
Editor’s Note: Addition of new Via header parameters must be supported on the transport between SIP entities. Intermediate NAT, SBC and B2BUA must transparent forward these information.
6.2.4.2
Information flow
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Fig 6.2.4.2-1: Information flow for S-CSCF Overload Load according Hilt
1. During a past INVITE, the I-CSCF get feedback about the load situation of S-CSCF-1. 

2. During a past INVITE, the I-CSCF get feedback about the load situation of S-CSCF-2

3. Incoming INVITE from UE.

4. With these information, the I-CSCF can either
a. Forward the INVITE either to S-CSCF-1 or S-CSCF-2, or
b. Refuse the INVITE request because of overload situation.

5. The Reply to the INVITE can contain an updated “oc” value.
6. INVITE Reply is sent to UE.
*** End of Change ***
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