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Abstract of the contribution:
This contribution adds two call flows for the case when a UE accesses EPC via BBF access using S2b.
Discussion

This contribution analyses the procedures when using a BBF access network treated as untrusted access and S2b is used between ePDG and PDN GW. 

New procedures are added for the following cases to cater for the introduction of S9* support when a UE is accessing over a BBF access network using untrusted procedures:

· PDN GW initiated Resource Allocation Deactivation with PMIPv6/GTP on S2b when accessing over BBF Access Network
· Network-initiated Dynamic PCC for PMIPv6/GTP on S2b when accessing over BBF access
Proposal

The following updated text is proposed to be updated to the TS 23.8xx.

* * * Beginning of Changes * * * *

5.2.2.2.x Network-initiated Dynamic PCC for S2b when accessing over BBF access

Editor’s note: This procedure is new compared to 23.402. Corresponding procedures for network-initiated dynamic PCC for trusted non-3GPP accesses are included in 23.402. This clause adds the counter-part for untrusted accesses when S2b is used.
This procedure is applicable if the UE accesses over a BBF Access network. 

If dynamic PCC is deployed, the procedure given in Figure 6.6.x-1 is used by the PCRF to provision rules to the BBF IP access and for the BBF IP access to enforce the policy by controlling the resources and configuration in the access. The access specific procedure executed in the BBF access is not within the scope of this specification.
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Figure 6.6.x-1: Network-initiated dynamic policy control procedure in un-Trusted BBF IP Access for S2b

This procedure concerns both the non-roaming (as Figure 4.2.2-1) and roaming case (as Figure 4.2.3-1). In the roaming case, the vPCRF in the VPLMN forwards messages between the BPCF and the hPCRF in the HPLMN. In the case of Local Breakout (as Figure 4.2.3-4), the vPCRF forwards messages sent between the PDN GW and the hPCRF. In the non-roaming case, the vPCRF is not involved at all.

The optional interaction steps between the gateways and the PCRF in the procedures only occur if dynamic policy provisioning is deployed. Otherwise policy may be statically configured with the gateway.

1.
The PCRF initiates the Gateway Control and QoS Policy Rules Provision Procedure specified in TS 23.203 [19] by sending a message with the QoS rules to the BPCF.

2.
The BBF Access Network performs admission control based on the rules provisioned to it, and establishes all necessary resources and configuration in the BBF access network. The details of this step are out of the scope of this specification.

3.
The BPCF responds to the PCRF indicating the result of the request received in Step 1 and thus completing the GW Control and QoS Rules Provision procedure started in step 1.

4.
The PCRF initiates the PCC Rules Provision Procedure as specified in TS 23.203 [19]. The PCRF provides updated PCC rules to the PCEF for enforcement by means of a PCC Rules Provision procedure specified in TS 23.203 [19].

NOTE:
Step 4 may occur before step 1 or performed in parallel with steps 1‑3 if acknowledgement of resource allocation is not required to update PCC rules in PCEF. For details please refer to TS 23.203 [19].

* * * 2nd Change * * * *

5.2.2.2.y 
PDN GW initiated Resource Allocation Deactivation with S2b PMIP when accessing over BBF Access Network

Editor’s note: This procedure is new compared to 23.402. Corresponding procedures for PDN GW initiated resource allocation deactivation for trusted non-3GPP accesses are included in 23.402. This clause adds the counter-part for untrusted accesses when S2b is used.
This procedure is applicable if the UE accesses over a BBF Access network. 

This procedure is performed to release all the resources associated with the PDN address, for example, due to IP‑CAN session modification requests from the PCRF or due to handover Non-3GPP to 3GPP. When it is performed for an handover, the connections associated with the PDN address are released, but the PDN address is kept in the PDN GW.
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Figure 6.12.x-1: PDN GW Initiated Binding Revocation with S2b PMIP

This procedure applies to the Non-Roaming (Figure 4.2.2-1), Roaming (Figure 4.2.3-1) and Local Breakout (Figure 4.2.3-4) cases. For the Roaming and Local Breakout cases, the vPCRF forwards messages between the non-3GPP IP access and the hPCRF. In the Local Breakout case, the vPCRF forwards messages between the PDN GW and the hPCRF. In the non-roaming case, the vPCRF is not involved at all.

The optional interaction steps between the gateways and the PCRF in the procedures in figure 6.12.x-1 only occur if dynamic policy provisioning is deployed. Otherwise policy may be statically configured with the gateway.

1.
If dynamic PCC is deployed, the PDN GW initiated Resource Allocation Deactivation procedure may for example be triggered due to 'IP CAN session Modification procedure', as defined in TS 23.203 [6]. In this case, the resources associated with the PDN connection in the PDN GW are released.


The PDN GW initiated Resource Allocation Deactivation can also be triggered during handovers from Non-3GPP to 3GPP.

2.
The PDN GW sends a Binding Revocation Indication message to ePDG as defined in draft-ietf-mext-binding-revocation [35].

3.
The ePDG releases the IPSec tunnel.

4.
The trusted non-3GPP IP access returns a Binding Revocation Acknowledgement message to the PDN GW.

5.
In the case where the resources corresponding to the PDN connection are released in PDN GW, the PDN GW informs the AAA Server/HSS to remove the PDN GW identity information and APN corresponding to the UE's PDN Connection. This information is de-registered from the HSS as described in clause 12. 

6. 
The PCRF executes a Gateway Control and QoS Rules Provision procedure or, if this is the last PDN Connection for the UE, a PCRF-Initiated Gateway Control Session Termination Procedure with the BPCF. In roaming scenario, the H-PCRF will initiate the procedure over S9 towards the V-PCRF and the V-PCRF in turns initiates the procedure over S9* towards the BPCF.

7. 
The resources may be released in the BBF access, according to an access specific release mechanism.

8. 
The BPCF replies to the PCRF
* * * End of Changes * * * *
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