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Introduction
This contribution proposes additions to TR 23.839 on how to achieve QoS for a 3GPP UE in the BBF domain. 

Proposal

It is proposed to update TR 23.839 as shown below:

****** 1st Change ******

5.1.4
Network Elements

The 3GPP network elements are defined in details in 3GPP TS 23.401 and 3GPP TS 23.402.

To support initiation of S9* session from the PCRF when using untrusted access procedures, the ePDG is enhanced to transport the access information of the UE, e.g. the outer header of the IP-sec tunnel, to the PCRF via the Gxb* reference point.
Editor’s Note: The enhancement of PCRF for supporting interworking with BBF Policy Framework is FFS

For QoS management, the PGW sets per-flow DSCP marking in the downlink, as defined in 3GPP TS 23.402. The ePDG copies DSCP marking between inner and outer header in both downlink and uplink.

Editor’s Note: It is FFS if the PDN GW need enhancement for supporting QoS management for interworking with BBF access network for femtocell scenarios.
Editor’s Note: It is FFS if there are other ways to trigger the initiation of S9* session from the PCRF when using untrusted access procedures.
The BBF network elements BRAS, BNG, RG, BPCF* are defined in details in BBF TR-058, TR-101, WT-145 [7] and WT-134.
Editor’s Note: It is FFS how to capture the 3GPP assumptions on the BBF access network elements functionalities. 

The BBF device represents any devices defined by broadband Forum or supported by BBF access, as a PC, Media center, etc, and they are considered outside the scope of 3GPP.
NOTE: The definition of BPCF*for enhancements to support Policy & QoS interworking with mobile networks is under discussion in BBF WT-134 [8] 

****** Next Change ******
5.2.2.1.x
QoS interworking principles

Downlink

For the downlink, the PGW in the 3GPP domain sets a per-flow DSCP marking on each packet outer header, as defined in TS 23.402. All nodes intermediate and including PGW and RG honour the marking given the business relation between the 3GPP and BBF operator. In untrusted scenarios where traffic is sent in an IPSec tunnel from ePDG to the UE, the ePDG copies that marking to the new outer header. 
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Figure 1 Packet classification and packet forwarding treatment in 3GPP-BBF interworking scenario. Note that the figure is simplified and the intermediate transport network entities are not shown. The details of traffic handling in BBF domain is out of 3GPP scope.

Uplink

DSCP marking may be performed by the UE and/or the RG. The details for how this is done are FFS and may be out of 3GPP scope.

DSCP remapping

Since different domains and operators might use different DSCP values, the scheme above only works if there are agreed re-mappings of the DSCP values. E.g., there might be an edge router in inter-operator domain boundaries that re-maps the DSCPs. We assume that such re-mapping is based on SLAs. 
Correlating admission control with DSCP marking

The BPCF performs admission control in fixed access or delegates admission control decision to other BBF nodes. Based on the admission control, the BPCF accepts or rejects the request received over S9*. The BBF operator may also want to verify that the user plane traffic for a specific UE is not exceeding the traffic agreed by admission control that was performed over S9*. In order to do so, the BPCF may provide policies to the BNG. These policies are based on the QoS Rules reveived over S9* but may have a different granularity as determined suitable for the BBF network. Policies can be sent down by the BPCF to the BNG via the R reference interface. 

Regardless of the access method used, the BPCF needs to be able to translate QCI received on S9* into the DSCP that the BNG will see. To do this, the BPCF needs two know the relation between QCIs and DSCPs for the traffic that enters the BBF domain. This allows the BBF operator to make the appropriate mapping from QCI to DSCP.  

Note that the correlation function mentioned above is BBF-internal and therefore out-of-scope for 3GPP.

****** Next Change ******

5.2.2.1.2 
Procedures on S9*

General

Even though S9* is based on S9, all the S9 procedures and Information Elements may not be applicable to BBF accesses. For example, many of the Information Elements used on S9 applies primarily to 3GPP accesses and other wireless accesses. On the other hand, new procedures and IEs may need to be added to S9 in order to support BBF accesses. As part of this paper, we will identify the parts of S9 that do not apply for BBF accesses and those aspects that are currently missing on S9. 

In Building Block 1, policy interworking is considered only for scenarios were traffic is routed back via EPC. In this case charging will be performed in the PDN GW and it is reasonable to assume that sending QoS-rule type of information over S9* is sufficient. Therefore the Gxx variant of S9 is applicable for Building Block 1. The Rx and Gx parts of the S9 reference point are not applicable for S9* in the scope of Building Block 1. Below we discuss the different procedures defined for S9 in TS 23.203 when the Gxx-variant applies. Note that in TS 23.402 and 23.203, for the home routed case, the same stage 2 procedures are used over Gxx and S9 reference points. On stage 3 however, they are implemented with different Diameter applications (Gxx Diameter application and S9 Diameter application. In this contribution we use stage 2 language and thus keep the same name also for the procedures on S9*. Note however that there is no assumption that BBERF functionality such as bearer binding is supported by the fixed access. How S9* is implemented on stage 3 level is out of scope for this document.  

BPCF-Initiated Gateway Control Session Establishment

The Gateway Control Session Establishment is initiated from the BPCF for S9* and results in that an S9* session is established. In order for the BPCF to trigger establishment of an S9* session, it needs to become aware that a 3GPP UE has attached via the BBF access and the IMSI of the subscriber.  The BBF access network may become aware of the UE if 3GPP-based access authentication (EAP-AKA/AKA’) is performed.  For these scenarios the BPCF can initiate the S9* session using the BPCF-Initiated Gateway Control Session Establishment procedure. 
Editor’s note: The feasibility to support 3GPP-based access authentication for BBF access interworking should be verified with BBF. In the non-roaming case, the BPCF discovers a suitable PCRF domain based on UE NAI realm part. In the roaming case, the BPCF discovers a V-PCRF based on configuration, e.g. by mapping the UE NAI realm part to a suitable VPLMN. However, in some scenarios EAP is not supported in the WLAN/fixed access and the UE may be located behind a routed Residential Gateway. In these cases it may be difficult for the BPCF to detect that a 3GPP UE has connected.  .  
Editor’s note: S9* session setup for these scenarios is FFS. Also, S9* session setup when UE is accessing over H(e)NB is FFS

The information contained in the request message include e.g. IMSI, IP-CAN type and local UE IP address. The reply message contains the result code and may also include QoS Rules as described in TS 23.203.

As a result of the S9* session establishment, the fixed access (BPCF and BNG) is able to associate the aggregate IP traffic plane (tunnel) used by a 3GPP UE with the S9* session towards the PCRF. 

[image: image2.emf] 

3GPP UE has attached  over fixed access  

GW Control Session Establishment     IMSI, IP - CAN Type, ...  

BPCF   PCRF  

GW Control Session Establishment ACK     QoS Rules, Result = OK  


Figure 5.2.2.1.2-1 BPCF-Initiated GW Control Session Establishment
PCRF-Initiated Gateway Control Session Establishment

In case the BBF access network does not perform 3GPP-based access authentication, the BBF access network will not be aware that a 3GPP UE has attached via the BBF access and will not know the IMSI of the subscriber. In this case, the PCRF-Initiated S9* session establishment procedure shall be performed. When using untrusted access procedures, the establishment of Gxb* session initiated by ePDG triggers the PCRF to initiate S9* session establishment with the BPCF. When using trusted access with S2c procedures, the IP-CAN session establishment will trigger the PCRF to initiate the S9* session establishment. The PCRF can initiate the S9* session using the PCRF-Initiated Gateway Control Session Establishment procedure. The PCRF discovers the BPCF serving the UE based on the UE location information provided by the ePDG via Gxb* reference point (e.g. the outer IP header information of IPSec tunnel) for untrusted access, or the care of address of the UE provided by the PDN GW via Gx reference point for trusted access.

Editor’s note: It is FFS whether there is other ways to send the IPSec tunnel Outer IP address to the PCRF and trigger the PCRF to establish the S9* session toward BPCF when untrusted access is used.

The information contained in the request message sending from the PCRF to the BPCF includes e.g. IMSI, IP-CAN type, local UE IP address or the outer IP header information for tunneled traffic or CoA, and QoS Information (e.g. QoS Rules ) as described in TS23.203. The reply message contains the result code which indicates whether PCRF-Initiated Gateway Control Session establishment is successful or not.

As a result of the S9* session establishment, the fixed access (e.g. BPCF and BNG) is able to associate the aggregate IP traffic plane (tunnel) used by a 3GPP UE with the S9* session towards the PCRF.
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Figure 5.2.2.1.2-2 PCRF-Initiated GW Control Session Establishment
When using trusted access with S2c procedures, the Trigger in figure 5.2.2.1.2-2 is the IP-CAN Session establishment from the PDN GW. When using untrusted access procedures, the Trigger in figure 5.2.2.1.2-2 is the Gxb* session establishment from the ePDG.
GW Control and QoS Rules Provisioning (admission control request)
This procedure would be initiated by the PCRF (non-roaming) or by the V-PCRF (roaming) for S9*. The PCRF requests the BPCF to perform admission control. The BPCF takes into account the information contained in the QoS rule but the details for how admission control is performed in the BBF access is out of scope to 3GPP. If the request is accepted the BPCF may provision the BNG with information to allow identification of the traffic flows for a UE and QoS parameters. 

[image: image4.emf] 

Admission control, Accept/Reject Request  

GW Control  and QoS Rule Provisioning (admission control request)     QoS Information, Outer IP header info, etc  

BPCF   PCRF  

GW Control  and QoS Rule Provisioning  ACK    


Figure 5.2.2.1.2-3 GW Control and QoS Rule Provisioning
The GW Control and QoS Rule Provisioning includes the following information:

· QoS-Rule with the QoS information (QCI, GBR, MBR, ARP). 

· Information (e.g. Session ID) that allows the BPCF to associated the request with the existing S9* session so that the fixed access can identify the traffic plane resources that are affected. For encrypted tunnels (for H(e)NB and untrusted access), there is no immediate need to provide the SDF filters. It is sufficient if the BBF access can associate the request with the right session and perform admission control.


BPCF-Initiated Gateway Control Session Termination

This procedure would be initiated by the BPCF to terminate a S9* session. The trigger in BPCF for initiating this procedure may be that the 3GPP UE is no longer connected via the BBF access (e.g. if the lease of the local IP address used by the 3GPP UE expires), if the BBF access network is aware of the UE’s detachment from the BBF access network. The BPCF may also use this procedure if an admission control request causes all resources of a UE to be pre-empted (if allowed by regulations).
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Figure 5.2.2.1.2-4 GW Control Session termination
PCRF-Initiated Gateway Control Session Termination

This procedure would be initiated by the PCRF (non-roaming) or V-PCRF (roaming) for S9* to terminate a S9* session.
In case the S9* session is initiated from the PCRF and PCRF-initiated S9* session establishment is triggered by Gxb* session, the Gxb* session termination from ePDG may serve as a trigger for PCRF-initiated GW Control session termination toward BPCF.
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Figure 5.2.2.1.2-5 PCRF Initiated GW Control Session Termination

BPCF-Initiated Gateway Control and QoS Rules Request

In a fixed access, there will probably be limited use of this procedure. For example, the fixed accesses typically do not support UE-initiated resource requests and would also not be able to detect most of the events that are defined as event triggers in PCC. This procedure could however be applicable in case the BPCF has pre-empted some resources and wants to report a QoS rule failure to the PCRF. 
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Figure 5.2.2.1.2-6 Gateway Control and QoS Rules Request
****** Next Change ******

5.2.2.1.3 
Assumptions about functionality in the BBF access network

In the above analysis, the following assumptions were made about functionality in the BBF Access Network:

· The BNG is able to do packet classification based on DSCP.

· The BPCF is able to map the QoS information (QCI, bit rates, ARP) received over S9* to access-specific parameters applicable in the BBF access network

· The BBF access network (e.g. BPCF) can perform admission control based on the QoS rules received over S9*

· The BBF access network is able to support 3GPP-based access authentication and forward EAP messages between the UE and EPC..

· Triggered by the access authentication and/or local IP address assignment, the BPCF initiates establishment of the S9* session with the PCRF. This assumes that the BBF Access becomes aware of the 3GPP UE attaching.

· BPCF support for PCRF- initiated establishment of S9* session.
Editor’s note: Also scenarios where 3GPP-based access authentication is not supported needs to be studied. The BPCF-initiated S9* session for such scenarios will be considered.
****** End of contribution ******
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