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Discussion

Three options have already been introduced around how information can pass between OCS and PCRF to resolve the key issue, namely:

· Via PCEF using existing Gx and Gy

· Via PCEF using a modified Gx and Gy 

· Directly between OCS and PCRF using a new Sy reference point.
This paper seeks to outline common principles that apply to all these alternative solutions for this key issue.

Proposal

Start of 1st Change
2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2]
3GPP TR 41.001: "GSM Release specifications".

[3]
3GPP TS 23.203: "Policy and charging control architecture"..

[4]
3GPP TS 22.101: "Service aspects; Service principles".

[5]
3GPP TS 23.335: "User Data Convergence (UDC); Technical realization and information flows".

[6]
3GPP TS 23.198 V9.0.0 : Open Service Access (OSA)

[7]
3GPP TS 32.296: Online Charging System (OCS): Applications and interfaces
End of 1st Change
Start of 2nd Change
4.3
Key issue 3: QoS and gating control based on spending limits
4.3.1

Description

The following use case has been identified, which requires the PCRF to perform QoS and gating control decisions based on information only available in the OCS:

· QoS control based on spending limits – ability to change the QoS level based on spending limits. Example scenario: the subscriber plan allows for high QoS up to $2 per day and a lower QoS beyond that.
4.3.1.x
Common Principles

These principles apply to all of the proposed alternative solutions. Signalling may take place directly between OCS and PCRF or via PCEF as outlined in the alternative solutions.
· A counter as defined in [7] shall exist in the ABMF within the OCS that tracks a subscriber’s spend over a period of time.
· The OCS may have more than one counter per subscriber. Each counter can track a subscriber’s overall spend or that of an individual service. An identification mechanism will be required to differentiate counters.

· Counter management is the responsibility of the OCS, including any associated threshold value(s) (e.g. $2).

· Policy decisions relating to gating and QoS are the responsibility of the PCRF.

· When the counter value reaches an associated threshold, the OCS notifies the PCRF
Editor’s note: Further information being passed from OCS to PCRF is not excluded by this principle.
· At least two conditions shall trigger information flow between OCS and PCRF in relation to these use cases:

· On IP-CAN session establishment, the OCS will inform the PCRF what thresholds have already been reached, allowing the PCRF to make an initial policy decision for the session. 

· When a threshold is reached mid-session, the OCS shall notify the PCRF triggering modification of the subscriber's policy appropriately.

End of 2nd Change 
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