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1. Introduction
The goal of the P-CRs in S2-10xxxa, S2-10xxxb and S2-10xxxc is to introduce in the core part of TR 23.975 the description of some technical solutions to enable service continuity for the transition period before IPv6 is largely deployed, in the context of IPv4 address shortage.  

In addition to Gi-DS-Lite solutions described in section 7.2 of the TR 23 975, these P-CRs propose to take also into account the IPv4 on demand solution (S2-104927), the Per-Interface NAT solution (S2-104928) (a.k.a. the dual stack extra lite solution) and the NAT64/DNS64 solution (this P-CR S2-10xxxa). The former two solutions are described in two proposed new sections: section 7.Y, 7.Z. The description of the NAT64/DNS64 solution, currently placed in the Annex (section B.8) is also proposed to be moved to a new section 7.X, with some additional text concerning its applicability to the four scenarios defined in the document. 
2. Discussion

During the IPv6/IPv4 co-existence stage, a simple dual stack approach, providing both IPv4 and IPv6 connectivity, will not reduce IPv4 address usage, as mobile terminals will still need IPv4 addresses, either public or private. The IPv4 public address shortage is a well documented problem (1), which becomes more and more pressing. On the other hand the private IPv4 address space is limited to approximately 18 millions addresses (2). Consequently many mobile network operators face IPv4 address exhaustion which limits their ability to provide IPv4 connectivity to new customers. Indeed the IPv4 address shortage (either public or private) is currently the main driver for the introduction of IPv6. While the public IPv4 address exhaustion issue can be solved in certain cases through the use of IPv4 private addresses for UEs and of NAT functions to translate between these private addresses and public addresses (a solution already deployed in some existing mobile networks), the problem of private addresses exhaustion is more difficult to solve. Consequently there is a need for IPv6 transition mechanisms which provides both IPv4 and IPv6 connectivity while reducing IPv4 address consumption.
One main criterion to select a transition solution from an operator point of view is the impact on mobile terminals, which are not controlled by operators. This impact should be as reduced as possible, beyond the necessary support of IPv6. Currently only one solution is described and analyzed in the core part of the document, the Gi-DS-Lite solution. This solution does not have any specific impact on the UEs, and consequently meets the above criterion.  Another solution meeting this criterion is the NAT64/DNS64 solution, which is currently described in the Annex B.8.  Other solutions are however possible, but are not described in the current version of TR 23.975.  Considering that these four solution meet the above-mentioned requirement, and that no decisive argument has been identify that would rule out any of them or exclusively select one of them, these four solution should be described in clause 7 of the TR, on an equal footing.
3. Conclusion
We propose to move the description of NAT64/DNS64 within clause 7 (S2-104926) and to add to the same clause 7 a description of two other possible solutions, IPv4 connectivity on demand (S2-104927) and Per-Interface NAT (S2-104928).
4. References
1. http://www.potaroo.net/tools/ipv4.
2. IETF RFC1918, BCP0005, "Address Allocation for Private Internets".
Proposed changes to TR 23.975
First Change

7.X
NAT64 / DNS64

7.X.1
Solution description

This solution is NAT64/DNS64 based solution, which is used to address the scenario that an UE with IPv6 only connection wants to visit IPv4 only servers.

The architecture of NAT64 is illustrated as the Figure 7.X.1.1. Two types of functionality elements are introduced: NAT64 and DNS64. NAT64 translates IPv6 packets to IPv4 packets, and vice versa, when the UE initiates communication to IPv4 only destination, providing connectivity between IP address families. DNS64 is used to synthesize the AAAA record from the A record.

If multiple NAT64 gateways are used, the DNS64 is responsible for load sharing of the multiple NAT64 gateways, and shall be able to decide the right Prefix Pref64.
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Figure 7.X.1.1: The architecture of NAT64/DNS64

In this solution, the NAT64 gateway may be collocated with PDN GW/GGSN. This solution has no impacts on elements of EPS if the NAT64 is a standalone entity. The DNS64 belongs to the same operator as the NAT64 gateway does.

7.X.2
Server flow example
Suppose an IPv6 only UE's IPv6 address is Y, the IPv4 only Server's IPv4 address is X, the DNS64 selects NAT64A as the NAT64 gateway for this service. The main procedures for the UE visiting an IPv4 only server with IPv4 address X is illustrated in Figure 7.X.1.2. More details can be found in draft-ietf-behave-v6v4-xlate-stateful-07 [17].


[image: image2.emf] 

DNS64  

NAT64 A  

IPv6 Only   UE:H1  

IPv4 Only   Server:H2  

1. DNS qu ery for H2  

2. Response with synthetic  address   Pref64  A :X  

IPv6  address: Y  

IPv6  prefix:  Pref64::/ 64  

3.  A packet is sent: source (Y, y), destination  ( Pref64  A :X , x).  y  and x are ports chosen by  H1  

Select a IPv4 address T , map  (Y, y)< -- >(T, t).  Translate  I P v6  header to v4 header  

4. Send a packet, source  (T, t), dest .  (X, x)  

IPv 4  address: X  

5 .  Reply , source   (X, x) ,  dest . (T, t)  

Translate I pv 4  header to v 6   header .  Set source  (Pref64   :X, x), dest.  (Y, y)  

6 .  Reply with IPv6 packet  


Figure 7.X.1.2 The message flow of NAT64

7.X.3
Evaluation

Known benefits of the solutions

-
No change to the UE and IPv4-only server is required.

-
The NAT64 gateway can be placed on the service provider's IPv6 network edge and is not required to be strictly collocated with PDN GW/GGSN.

-
.This Solution works regardless whether the UE is a roaming user.

Known Issues of the solutions

-
As all stateful NAT based solution may encounter, the PCC may be impacted if the NAT64 gateway is located within the mobile operator's network. Whether PCC is impacted or not is dependent on NAT transversal solution.

-
The impact of this solution on PCC because of use of NAT is FFS.

Second Change
B.8
Void
NOTE: The content of this subclause was moved to subclause 7.X.
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6. Reply with IPv6 packet







Translate Ipv4 header to v6 header. Set source (Pref64 :X, x), dest. (Y, y)







5. Reply, source (X, x), dest. (T, t)







IPv4 address: X







4. Send a packet, source (T, t), dest. (X, x)







Select a IPv4 address T, map (Y, y)<-->(T, t). Translate IPv6 header to v4 header







3. A packet is sent: source (Y, y), destination (Pref64 A:X, x). y and x are ports chosen by H1
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