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Discussion 

This section discusses an IFOM-related scenario as a way to describe an issue that is likely to arise when an IFOM-capable UE is roaming to a visited network.
Assume an IFOM-capable UE is roaming to a VPLMN. The VPLMN operator wants the UE to use (say) 3GPP access for retrieving real-time streaming traffic and to use WLAN SSDI=x to “seamlessly” offload any other traffic. To enable this UE routing behaviour, the V-PLMN could send the following inter-system routing policies (ISRPs) to UE:

1) Protocol=TCP, Port=554 (RTSP) ( Preferred Access=3GPP, APN=internet

2) Default (“any” traffic) ( Preferred Access=WLAN SSID=x, APN=internet
Accordingly, when the UE discovers the WLAN with SSID=x,  will connect to this WLAN (note that authentication could be “open”) and then will select an ePDG to establish an IPsec tunnel with, assuming the UE is pre-configured to use the un-trusted non-3GPP access procedures for this WLAN.
For selecting an ePDG, the UE will comply with the applicable procedures specified in TS 24.302. According to these procedures, the UE will (most likely) select an ePDG in its HPLMN and thus it will attempt an initial-attach to its HPLMN with APN=internet.
NOTE: 
If the initial-attach through WLAN succeeds, the UE will be simultaneously registered to two different PLMNs for PS services. This may arise some issues but this document does not intent to deal with them. On the contrary, it intents to avoid such scenarios as explained below.
=========================== Excerpt from TS 24.302 ===========================
7.2
UE procedures

7.2.1
Selection of the ePDG

For dynamic selection of the ePDG the UE shall support the implementation of standard DNS mechanisms in order to retrieve the IP address(es) of the ePDG. The input to the DNS query is an ePDG FQDN as specified in subclause 4.4.3 and in 3GPP TS 23.003 [3]. The ePDG FQDN contains a PLMN ID as Operator Identifier. The UE selects the PLMN ID used in the ePDG FQDN based on the conditions described below.

If the UE performs an initial attach to the untrusted non-3GPP access network and:

-
the access specific signalling provides to the UE a list of available PLMN ID(s) served by the access network, the UE shall include in the ePDG FQDN a PLMN ID as described in 3GPP TS 24.234 [9].

-
the access specific signalling does not provide to the UE a list of available PLMN ID(s) served by the access network, the UE shall include the HPLMN ID in the ePDG FQDN.
=========================== /Excerpt from TS 24.302 ===========================

After the initial-attach to the HPLMN, two possible outcomes are foreseen:

1) 
The APN is rejected because the HPLMN does not support an APN=internet; or

2)
The APN is accepted and then the UE routes all “default” internet traffic through its HPLMN but without any IP flow mobility (the DSMIPv6 BU should be rejected by the home HA). Definitely, this is not ideal from a routing efficiency point of view and surely not what the VPLMN operator wanted to achieve with the provisioned ISRP. This outcome is schematically shown in the figure below. Note also that, in this case, any subsequent procedures to transfer IP flows from one access to another will fail, since the HA used by these flows is not the same.
[image: image1.emf]Visited

EPC

WLAN

SSID=x

Visited

CS Domain

Internet

Home

EPC

ePDG

RTSP

Server

3GPP Access

Mail

Server

ePDG

IP Flow  2

IP Flow  1


Proposal

The root cause of the above issue is that the ePDG selection does not take into account 1) the APN value included in ISRP and/or 2) the fact that initial-attachment via WLAN was triggered by IRSP provisioned by VPLMN. 

To avoid this issue two options can be considered:

1)
Modify the ePDG selection procedures so that an ePDG is selected based on the APN value in ISRP. In particular, if the APN includes an operator identifier, e.g. internet.mnc<MNC>.mcc<MCC>.gprs, then the UE shall select an ePDG based on this operator identifier, thus it constructs the FQDN of ePDG as epdg.epc.mnc<MNC>.mcc<MCC>.pub.3gppnetwork.org (as per TS 23.002).
2)
Specify that if an IFOM UE tries to add WLAN access to an existing PDN connection over 3GPP access, it shall select an ePDG in the EPC network that is already registered over 3GPP access.

According to option 1), if the VPMN sends the following ISRP to UE, it can make sure that the UE will select an ePDG in the VPLMN and will access a HA in the VPLMN for IP flow mobility.

1) Protocol=TCP, Port=554 (RTSP) ( Preferred Access=3GPP, APN=internet (operator id is optional here)

2) Default (“any” traffic) ( Preferred Access=WLAN SSID=x, APN=internet.mnc<MNC>.mcc<MCC>.gprs
According to option 2), the VPMN does not need to include an operator id in the APN value. Since the UE tries to add WLAN access to an existing PDN connection over 3GPP access, it tries to connect to an ePDG in the already registered EPC network. This requires some modifications to the stage-3 ePDG selection rules.

The accompanied CRs in S2-104851 and S2-104852 propose changes based on option 2), which does not affect the way ISRP are populated and thus does not impose any requirements on the VPLMN.
It is recognized however that option 1) may be more generally applicable, for example, if it is specified that: “if the UE selects an ePDG because it wants to establish PDN connectivity over an un-trusted non-3GPP access with a specific APN, then the UE shall take into account the operator identifier of this APN, if this is available”.
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