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Abstract of the contribution:

This contribution provides the analysis of the session initiation between the standalone TDF and the PCRF.

Discussion

During the IP-CAN session establishment, in case of standalone TDF using Gxd, the TDF and PCRF may need to establish the session between them in order to get Service Operations rules from PCRF, and inform PCRF if the start/stop of service traffic is detected. The question, raised during the SA2#80 meeting, was which side (either PCRF or TDF) should initiate such a communication. This contribution analyses the impacts of each one of the solutions and proposes the conclusion, based on the analysis.

	Relevant aspect
	TDF is communication initiator
	PCRF is communication initiator

	Earliest IP-CAN session phase for TDF-PCRF communication initiation
	When the IP-CAN session's traffic starts to flow through TDF
	At the IP-CAN session establishment phase, upon receiving CCRi from PCEF

	PCRF-TDF initial communication signalling load
	For every identified (e.g. by IP address) IP-CAN session, the initial message is sent
	The initial message is sent only for those IP-CAN sessions, which require traffic detection mechanisms to apply.

	Complexity at PCRF to discover TDF
	Not applicable
	New mechanisms should be introduced into PCRF in order to apply TDF discovery. Upon deciding which TDF to contact, PCRF should also inform P-GW which TDF the IP-CAN session's traffic should be routed to.

	Complexity at P-GW
	Not applicable
(static routeing rules may be applied for routeing packets to the TDF)
	Additional complexity is required. PCRF, when decides which TDF to contact, should also inform P-GW, which TDF the IP-CAN session's traffic should be routed to (either in CCAi or by dedicated message); P-GW should look into this and send the traffic appropriately. The immediate result of this is that pre-R11 P-GW would not be capable for such a procedure. 

	Complexity at standalone TDF to discover PCRF
	No additional complexity, as existing mechanisms (i.e. DRA) may be applied
	Not applicable

	Modifications to existing Gx for the purpose of session initiation
	Not applicable
	Additional complexity of adding the TDF address into the CCAi/RAR message, sent from PCRF to PCEF over Gx.

	Existing Gx flavor client-server model of communication initiation
	Not affected, as the existing logic of CCRi/CCAi message sequence may also be applied in case of TDF (i.e. for Gxd).

(TDF is client, PCRF is server)
	Affected; a new type of Diameter message, for the session, initiated by PCRF, will need to be introduced into Gxd.


Although it can be seen, that some advantages exists, while applying the model where PCRF acts as a communication initiator (i.e. signalling load between PCRF and TDF and IP-CAN session phase when the communication can start), this model also requires many major modifications to be introduced (e.g. P-GW modifications, PCRF modifications, Gx modifications etc.). Therefore, it is proposed to proceed with the model where standalone TDF acts as the Gxd communication initiator.
Proposal
* * * Begin First Change * * * *

4.4.3.3.1.1
Changes to IP-CAN session establishment
This clause includes the changes to IP-CAN session establishment signalling flow to provision of Service Detection Rules to the TDF, both for TDF collocated with the PCEF and for the standalone TDF.
...
8. If the TDF is standalone, steps 8 to 10 take place. The TDF detects that the user starts an IP-CAN session (e.g. identified by session’s IP address). 
9. The TDF requests Service Detection Rules from the PCRF for the new detected IP-CAN session, identified by IP address.
10. The PCRF matches the IP address against known/active Gx sessions and, if user’s privacy policies as indicated by the profile, allow for the use of service traffic detection, sends the activated SD Rules to the TDF.


* * * End First Change * * * *
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