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Abstract of the contribution: The paper proposes text to further study an overload control mechanism based on IETF draft “draft-shen-sipping-load-control-event-package”. 
1. Proposal

*** Change ***
6.2.5
Overload Control based on draft-shen-sipping-load-control-event-package
6.2.5.1
General

In IETF, work on SIP overload control has been moved from SIPPING to SOC (SIP Overload Control) WG.  The new name for this ID is therefore draft-shen-soc-load-control-event-package.

As shown in figure 6.2.5.2-1 the proposed mechanism is built upon the existing SIP event framework, e.g. the I-CSCF subscribes to a load control event package and receives, controlled by filters and thresholds, load information from the S-CSCF.
6.2.5.2
Information flow
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Fig 6.2.5.2-1: Information flow for S-CSCF Overload Load according SHEN
1. I-CSCF SUBSCRIBE to overload event notification of S-CSCF-1.

2.  I-CSCF SUBSCRIBE to overload event notification of S-CSCF-2.

3. A User INVITE comes to I-CSCF

4. The I-CSCF has actual information about the overload in S-CSCF-1 and -2 and can

a. Refuse the INVITE request because of overload situation, or.
b. Forward the INVITE either to S-CSCF-1 or S-CSCF-2.
5. INVITE Reply is sent to I-CSCF.
6. INVITE Reply is sent to UE.
*** End of Change ***
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