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Abstract of the contribution: This contribution presented a new key issue for the policy enhancement regarding the control based on network status. 
Introduction and discussions:
Current PCC framework provides the control of traffic flows to/from the mobile and ensures the QoS to the user. However, policy decision is normally made based on the information available at the core network side, e.g. from SPR, AF, PCEF and some pre-defined information, without considering the network status, e.g. radio resources, load, wireless condition, etc. This obviously doesn’t meet the goal of the operators, i.e. manage the policy to make most out of existing network resources, especially radio resources.
For example, operators may provide certain PUSH services that do not require real time delivery, e.g. Advertisement, Service Notification, free Video clips, or some Multimedia Messaging Service. The operators may not want these services to be provided when the network is heavy-loaded, e.g. in shortage of the radio resources. Therefore, it would be beneficial for operators if policy control can have timely network condition information and decide when to run these PUSH types of services. In other words, if the current load of the network is heavy, the policy control can help to delay providing this service. When the network load becomes light, the policy control will quickly push these contents to the UE. This has a great of advantage of network load balancing.
Also, merely depending on core network information result in some situations in which wrong policy decisions are reached and service quality problems are aggravated.  This issue becomes important in view of the traffic steering capability introduced into the policy framework. 
For example, with the IFOM capability, a UE can access service via both LTE and WLAN. Policy control may decide to steer traffic to UE’s WLAN connection. However, the WLAN AP may have already experiencing some wireless issues, e.g. severe interferences from surrounding environments. Unknowing about the wireless status, the network may be informed by ePDG that the wired link supports high throughput, and therefore allocated higher bandwidth limit on the ePDGs. This essentially allows higher traffic spikes towards the WLAN and worsens the situation at the WLAN AP. If TCP based applications are used, the end to end throughput will be throttled due to the increased RTT caused by the buffer and retransmission at the WLAN. To increase any network side resources by PCC framework would only make the situation worse. 
Another possible issue with the policy is the use of ANDSF. For example, when the UE goes close a WLAN network, the ANDSF policy may direct the UE to connect to WLAN and result in handover of 3GPP access connections to WLAN. However, if the WLAN is already crowed, handing over to WLAN would actually result in service quality drop. This would be a serious issue if all the UEs around the WLAN are giving the same policy from ANDSF. 
Based on the above cases, it is clear that the policy enhancement should look into the gap in the current PCC system, and make use of the access network status in the policy control.
Proposed changes:
Add the following to appropriate part of TR23.813:
******************** Start of first change ****************************

4.x
Key Issue x: Policy Control based on network status 

4.x.1
Introduction

Current PCC framework provides the control of traffic flows to/from the mobile and ensures the QoS to the user. However, policy decision is normally made based on the information available at the core network side, i.e. from SPR, AF, PCEF and some pre-defined information, without considering the network status, e.g. radio resources, load, wireless condition, etc. This obvious doesn’t meet the goal of the operators, i.e. manage the policy to make most out of existing network resources, especially radio resources. The situation is even aggravated for non-3GPP access, where the existing framework does not provide methods to obtain the radio access information, e.g. the WLAN radio link rate in use. 
Therefore, policy control architecture should be enhanced to take into consideration of the network status, such that a more efficient use of the network resources could be achieved. Specifically, enhanced policy architecture should provide a method to gather network status information for policy decisions, e.g. radio load, effective throughput, end-to-end delay, etc, which are directly reflecting the communication performance, end user experience, and the effectiveness of the operators’ policy and QoS control. Only with such information the enhanced policy control can make the appropriate policy decision. 
NOTE 1:  An example of the service that requires an enhanced policy control is the operator provided PUSH services. For example, operators may provide certain PUSH services that do not require real time delivery, e.g. Advertisement, Service Notification, free Video clips, or some Multimedia Messaging Service. The operators may not want these services to be provided when the network is heavy-loaded, e.g. in shortage of the radio resources. Therefore, it would be beneficial for operators if PCRF can have timely network condition information and decide when to run these PUSH types of services. In other words, if the current load of the network is heavy, the policy control can help to delay providing this service. When the network load becomes light, the policy control will quickly push these contents to the UE. This has a great of advantage of network load balancing.
NOTE 2:  Another example of the case that requires an enhanced policy control is the IFOM UE case. Operators require enhancements to better manage the simultaneous connections. For example, with the IFOM capability, a UE can access service via both LTE and WLAN. Traffic may be steered to the UE’s WLAN connection by the network. However, the WLAN AP may be already experiencing some wireless issues, e.g. severe interferences from surrounding environments. Unknowing about the wireless status, the network may be informed by ePDG that the wired link supports high throughput, and therefore allocated higher bandwidth limit. This essentially allows higher traffic spikes towards the WLAN and worsens the situation at the WLAN AP. If TCP based applications are used, the end to end throughput will be throttled due to the increased RTT caused by the buffer and retransmission at the WLAN. To increase any network side resources by PCC framework would only make the situation worse.
NOTE 3:  Another function that can benefit from the enhanced policy control is ANDSF. For example, when the UE goes close a WLAN network, the ANDSF policy may direct the UE to connect to WLAN and result in handover of 3GPP access connections to WLAN. However, if the WLAN is already crowed, handing over to WLAN would actually result in service quality drop. This would be a serious issue if all the UEs around the WLAN are giving the same policy from ANDSF. 
NOTE 4: Whether new enforcement point, e.g ANDSF, is needed to be further studied.
4.x.2
Alternative solutions

4.x.2.1
Alternative 1: 
******************** End of first change ****************************
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