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Abstract of the contribution: This contribution proposed IPsec update procedure for the case when WLAN is being used and traffic is routed back to the EPC with S2b.
Proposal

For S2b case, IPsec tunnel between UE and ePDG is established after UE attach procedure. All traffic from or to UE is tunneled in it.

In some scenarios, UE IP@, which identify on endpoint of IPsec tunnel, may change, for example 

· UE IP@ is expired and new IP@ is allocated through DHCP

· UE move inter or intra BBF domain and new IP@ is allocated to UE

Therefore, the IPsec tunnel must be updated if UE IP@ has changed. This contribution proposes to add IPsec update procedure for the case when WLAN is being used with S2b case.
* * * Start of 1st Change * * *  
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* * * Start of 2nd Change * * *  
5.2.2.5.X 
Handover without ePDG relocation for S2b
This clause is related to the case when the UE handover from one untrusted non-3GPP access to BBF access network, when S2b is used.
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Figure 5.2.2.5.X-1. The existing figure from 23.402, v9.4.0
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 Figure 5.2.2.5.X-2. Handover without ePDG relocation for S2b
The following steps are performed:

1~2. The UE is connected from one untrusted non-3GPP access to ePDG via the IPSec tunnel and a PMIPv6 tunnel is established between the PDN GW and ePDG.
3.
UE discoveres BBF network and initiates handover procedure.

Step 4~5. are same to the attach procedure step 1~2 in figure 5.2.2.5.1-1
6.
MOBIKE update address message exchange (in both directions, initiated by UE). And optionally, MOBIKE address verification, initiated by ePDG, is send to UE as described in MOBIKE [XX].

7.
The ePDG initiates Gxb* session establishment ro modification, if Gxb* has established, with the PCRF. The ePDG includes the IMSI, APN, IP-CAN type, UE IP address allocated by EPC and the outer IP header information of the tunnelled traffic in the message to the PCRF.

8.
PCRF may initiates IP-CAN session modification by PCC provision procedure.

9.
Triggered by the Gxb* session establishment or modification, the PCRF (non-roaming case) or the v-PCRF (roaming case) initiates Gateway Control Session establishment with the BPCF to establish S9* Session. The IMSI, IP-CAN type, and outer IP header information for tunnel traffic needs to be included in the request message which sending to the BPCF.
* * * Start of 3rd Change * * *  
5.2.2.5.Y 
IPsec tunnel modified within the same Untrusted BBF WLAN IP Accesses
This clause is related to the case when the UE initiates IPsec tunnel update procedure, which may be as a result of that UE IP@ for IPsec tunnel changed, for example IP@ is expired and new IP@ is allocated to UE.
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 Figure 5.2.2.5.Y-1. Handover without ePDG relocation for S2b
1. 
UE attaches to EPC from BBF access network via ePDG, as described in figure 5.2.2.2.2-2. The IPSec tunnel is established between ePDG and UE; the PMIPv6 tunnel is established between the PDN GW and ePDG
2.
UE initiated IPsec tunnel update procedure, which may be as a result of UE IP@ for IPsec tunnel expired or released. MOBIKE update address message exchanges. And optionally, MOBIKE address verification, initiated by ePDG, is send to UE as described in MOBIKE [XX].

3.
The ePDG initiates Gxb* session modification with the PCRF. The ePDG includes the updated outer IP header information of the tunnelled traffic in the message to the PCRF.
4.
PCRF may initiates IP-CAN session modification by PCC provision procedure.

6.
Triggered by the Gxb* session modification, the PCRF (non-roaming case) or the v-PCRF (roaming case) initiates Gateway Control Session modification with the BPCF to update S9* Session. The updated outer IP header information for tunnel traffic is included in the request message which sending to the BPCF..
* * * End of 3rd Change * * *  
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9. PCRF-initiated Gateway Control session establishement procedure 
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4. PCRF-initiated IP-CAN Session Modification Procedure
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3. Gateway Control and QoS Rules update procedure 
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5. Gateway Control and QoS Rules provision procedure 











































1. Attaches procedure described in figure 5.2.2.5.1-1
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