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Abstract of the contribution: This contribution discusses addition of IMS registration, re-, and de- registration procedures to the list of events whereby network provides location information to IMS core.
1. Introduction

TR 23.842 proposes to document investigates architecture solutions for making the Cell-ID / PLMN ID the UE is camped on available to the IMS nodes whenever the IMS operator needs to record this information either to fulfil legal obligations, for charging or for other purposes. This contribution proposes to add the three events to list of IMS procedures wherein the network provides Cell-ID/PLMN-Id information to IMS nodes
2. Discussion

The current procedures allow the network to provide Cell-ID / PLMN-ID of the UE to IMS nodes in the following events:

-
Session establishment (e.g. during the SIP INVITE for IMS Voice);
-
Session release
-
SIP MESSAGE for SMS.
In addition to the above, there may be scenarios, depending on local LAE regulations, which may require the network operator to provide location information, if available, during IMS registration, re-registration, and de-registration events as well. As for example:

ATIS (Alliance for Telecommunication Industry Solutions) defines CALEA (Communications Assistance for Law Enforcement Act) for Lawful Interception (LI) in the United States of America. More specifically, ATIS-0700005 defines an interface between a Telecom Service Provider (TSP) and a Law Enforcement Agency (LEA) for the reporting of Lawfully Authorized Electronic Surveillance (LAES) for 3GPP IMS-based VoIP and other 3GPP IMS-based multimedia services. This specification requires the reporting of Communication Identifying Information (CII – equivalent of IRI), and Communication Content (CC – equivalent of CC), wherever applicable, based on certain trigger events e.g. session origination, session termination etc. ATIS-070005 uses Serving System Message (defined in ATIS T1.678) is used to report a change or an attempted change to the serving TSP, service area, or intercept subject’s addressing information for personal mobility. It is triggered, for SIP registration events, when 

a) A request to register or deregister an intercept subject’s addressing information is directed or forwarded to a registrar (e.g., a SIP Proxy forwards a Register request to a SIP Registrar); Or
b) A request to register or deregister an intercept subject’s addressing information is processed by a registrar (e.g., a SIP Registrar processes a SIP Register request, a H.323 Gatekeeper processes a H.323 RRQ). 

Table 6-16 of ATIS T.1678 describes the format of ServingSystem Message:

	Table 6-16 - ServingSystem Message Parameters Parameter 
	MOC 
	Usage 

	CaseIdentity 
	M 
	Identifies the Intercept Subject. 

	IAPSystemIdentity 
	C 
	Included to identify the system containing the IAP, when the underlying data carriage does not imply that system. 

	TimeStamp 
	M 
	Identifies the date and time that the event was detected. 

	SystemIdentity 
	C 
	For further study. 

	NetworkAddress 
	C 
	For further study. 

	RequestIdentity 
	C 
	Include to identify an address registration or deregistration request within a system, when available. 

	AddressRegistrationType 
	M 
	Indicates whether an address registration, address deregistration, or both were detected. 

	RegisteringPartyIdentity 
	M 
	Identifies the party for whom address registration, deregistration, or both, are being attempted. 

	RequestingPartyIdentity 
	C 
	Include to identify the party requesting the address registration, deregistration, or both, when different from the RegisteringPartyIdentity. 

	RegistrarIdentity 
	M 
	Identifies the registrar to which the address registration request, deregistration request, or both, are destined. 

	RequestAddressInformation 
	C 
	Address information attempted to be registered, deregistered, or both, when present. 

	ResponseAddressInformation 
	C 
	Address information included in the response to the attempt to register, deregister, or both register and deregister address information, when present. 

	FailureReason 
	C 
	Include to indicate the reason that an address registration, deregistration, or both, were unsuccessful, when the registration, deregistration, or both, are unsuccessful. 

	ExpirationPeriod 
	C 
	Include to identify the address-independent registration lifetime applicable to the registered addresses, when known. 

	Protocol-Specific Parameters 
	C 
	Included, when protocol-specific parameter information from VoP signaling protocols (e.g., SIP message contents, H.323 RAS and H.225.0 message contents) are to be mapped into this message. For detailed descriptions of the mapping of this information, see the protocol-specific mapping annexes (e.g. Annex B on SIP mappings). 

	EncapsulatedSignalingMessage 
	O 
	The signaling message received from the intercept subject, sent to the intercept subject, or sent or received on behalf of the intercept subject, which stimulated the sending of the ServingSystem message. 


Although providing location information is not explicitly listed in the above message, it is not explicitly prevented either. Location information, if available to the IMS nodes, can be provided to LEA as part of the “EncapsulatedSignalingMessage” parameter. 

There may be other local LEA which may require reporting of Location Information during IMS (de/re-) registration events. Hence, it is proposed to add IMS registration events to the list of scenarios, as documented in TR 23.842, to be studied.
3. Proposal

It is proposed the following changes could be captured into TR23.842.
START OF CHANGE
5.3 Location Characteristics Requirements

-
Transfer of Cell-ID information between different networks is not required. In case the UE to be located is camped on a visited network, only the identity of the visited network where the UE is registered is required to be provided to the Home PLMN. In all cases, the Cell-ID needs to be provided in the Visited PLMN.  

-
IMS nodes may require the network to provide the Cell-ID / PLMN ID of the UE upon the following events:

-
Session establishment (e.g. during the SIP INVITE for IMS Voice);
-
Session release
-
SIP MESSAGE for SMS.
-
IMS Registration events including initial registration, re-registration, and de-registration
-
The network should be able to control which IMS nodes can obtain trusted network provided Cell-ID / PLMN ID and the network shall not provide it to non trusted entities.

Editor’s Note: It needs to be determined if a network operator has a legal obligation and/or operational need (e.g. CDRs) for IMS to obtain the Cell-ID /PLMN ID from the IP-CAN or if correlation between IMS records and IP-CAN records meets the legal obligation and/or operational need.

END OF CHANGE
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