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Discussion
In last SA2 meeting, the procedures of H(e)NB interworking for both alternative 1 and alternative 3 have been defined. It is assumed that the SeGW and H(e)NB GW/MME (in case H(e)NB GW is not present in deployment) need to find the same H(e)NB PF for a certain H(e)NB in Architecture Alternative1, and the SeGW and the H(e)NB need to find the same H(e)NB PF for a certain H(e)NB in Architecture Alternative3.
In order to ensure that all sessions for a certain H(e)NB reach the same H(e)NB PF when multiple and separately addressable H(e)NB PFs have been deployed in one network, it is proposed that an optional logical function “H(e)NB PF Selection Function” is defined.
For Architecture Alternative 1, the SeGW and the H(e)NB GW/MME need to contact the H(e)NB PF Selection Function during first interaction with H(e)NB PF. Both the SeGW and H(e)NB GW/MME can provide the H(e)NB IP address assigned by the Mobile network to the H(e)NB PF Selection Function.
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For Architecture Alternative 3, the SeGW and the H(e)NB need to contact the H(e)NB PF Selection Function during first interaction with H(e)NB PF. Both the SeGW and H(e)NB can provide the H(e)NB IP address assigned by the Mobile network to the H(e)NB PF Selection Function.
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When the H(e)NB PF Selection Function first receives a request for a certain H(e)NB PF (e.g. from the SeGW), the H(e)NB PF Select Function selects a suitable H(e)NB PF for the H(e)NB and stores the map of the selected H(e)NB PF address and the H(e)NB IP address. Subsequently, the H(e)NB PF Selection Function can retrieve the selected H(e)NB PF address according to the H(e)NB IP address carried by the incoming requests from other entities (e.g. the H(e)NB GW/MME/H(e)NB).
When the H(e)NB is powered off, the H(e)NB PF Select Function shall remove the information about the H(e)NB.

The H(e)NB PF Selection Function can be located at the DRA.
Proposal
The following updated text is proposed to be updated to the TR 23.839.
* * * Start of 1st Change * * *  
5.1.3.1.5.1
H(e)NB policy function

General

The role of the H(e)NB policy function is to convert bearer information (as received on the S1-MME or Iu) into generic QoS authorisation requests. If no BPCF is discovered then the H(e)NB policy function will take no further authorisation decisions and positively acknowledge the bearer action towards the H(e)NB GW / MME.

The H(e)NB may apply policies associated with the identified fixed access operator before forwarding any QoS authorisation requests to the BPCFs. The H(e)NB may perform one or more of the following:

-
Request QoS authorisation on a per bearer basis (e.g. for GBR bearers)

-
aggregate a new bearer action into an existing authorisation for the same H(e)NB and not forward the request to BPCF (e.g. for non-GBR bearers where the addition of a bearer does not exceed the resources already authorised)

-
aggregate a new bearer action into an existing authorisation for the same H(e)NB and forward the request to the BPCF (e.g. for non-GBR bearers where the new aggregate resource is greater than that which was authorised previously)

-
Reject the bearer action if deemed out of policy for H(e)NB operation (e.g. VoIP is not permitted over H(e)NB).

NOTE 1:
The H(e)NB policy function may apply different actions depending on whether the request is pertaining to a UE that is accessing the open or closed side of the H(e)NB, but requires the CSG membership to be signalled from the node performing access control. For example, H(e)NB policy may map temporary members / non-members to the lowest priority aggregate whilst a permanent member maps to the highest priority aggregate.

Editor’s Note: It is FFS if and how the CSG membership information will impact admission control in both H(e)NB policy function and BBF access.

NOTE 2:
The H(e)NB policy function is a logical function and may be physically located independently, within the H(e)NB GW or within a PCRF.
BPCF discovery

The BPCF is discovered by the H(e)NB policy function using the IP address assigned to the CPE (or H(e)NB if the CPE is operating in bridge mode).
5.1.3.1.5.2
BPCF

Operates as per normal with no H(e)NB specific requirements. 
5.1.3.1.5.3
H(e)NB

DSCP marking appropriate for the QoS of the PDP context / EPS bearer in both inner and outer IP header of the IPSec connection for the UL packets. The mapping between QoS and DSCP needs to be configured in the H(e)NB (e.g. via the management system).
5.1.3.1.5.4
H(e)NB GW

The H(e)NB GW passes all bearer activations / modifications / deactivations towards the H(e)NB policy function for authorisation.

The H(e)NB GW shall select the same H(e)NB policy function for all requests associated to a H(e)NB.

DSCP marking appropriate for the QoS of the PDP context / EPS bearer.
5.1.3.1.5.5
SeGW

If present, Updates the H(e)NB of the current binding between the IP address assigned to the CPE (outer IP address) and the IP address assigned to the H(e)NB (inner IP address) within the H(e)NB subsystem. If the SeGW resides within the H(e)NB GW, then the H(e)NB GW shall perform in addition the functions associated with the SeGW.

Editor's Note:
It is FFS whether this mechanism is necessary or can be handled through the management system.

Copying the DSCP marking on received DL packets to the outer IP header of the IPSec tunnel.
5.1.3.1.5.6
MME

If the HeNB GW is not present in a deployment or the S1-MME is encrypted between MME and HeNB, the MME performs the same functions as the H(e)NB GW as specified in clause 5.x.2.3.

If the HeNB GW is present in a deployment, there are no H(e)NB interworking specific requirements on the MME.
5.1.3.1.5.7
SGSN

Due to the mandatory presence of the HNB GW, there are no additional requirements on the SGSN
5.1.3.1.5.8
MSC

Due to the mandatory presence of the HNB GW, there are no additional requirements on the MSC
5.1.3.1.5.9            H(e)NB PF Selection Function
In order to ensure that all sessions for a certain H(e)NB reach the same H(e)NB PF when multiple and separately addressable H(e)NB PFs have been deployed in one network, it is proposed that an optional logical function “H(e)NB PF Selection Function” is enabled.
When the H(e)NB PF Selection Function first receives a request from the SeGW for a certain H(e)NB PF, the H(e)NB PF Select Function selects a suitable H(e)NB PF for the H(e)NB and stores the map of the selected H(e)NB PF address and the H(e)NB IP address. Subsequently, the H(e)NB PF Selection Function can retrieve the selected H(e)NB PF address according to the H(e)NB IP address carried by the incoming requests from the H(e)NB GW/MME.
When the H(e)NB is powered off, the H(e)NB PF Select Function shall remove the information about the H(e)NB.

The H(e)NB PF Selection Function can be located at the DRA.
* * * End of 1st Change * * *  
* * * Start of 2nd Change * * *  
5.1.3.3.5
Network elements
The 3GPP network elements are defined in details in 3GPP TS 23.401 and 3GPP TS 23.402.

The BBF network elements BRAS, BNG, RG, BPCF* are defined in details in BBF TR-058, TR-101, WT-145 [7] and WT-134.

The newly introduced and enhanced network elements are defined as below:

SeGW

Except for the functions defined in TS33.320, the SeGW has the extra functions:

If the IPSec tunnel between the H(e)NB and SeGW transverses NAT, the SeGW sends the IPsec tunnel information (IPSec tunnel outer IP address, H(e)NB IP address allocated by MNO) to the H(e)NB PF via the T1 interface during the IPSec tunnel establishment after the H(e)NB powers on. The IPSec tunnel outer IP address is used to identify the BBF BPCF serving the H(e)NB, and will be forwarded to BBF BPCF to enable it to identify the backhaul to which the H(e)NB connects. 

H(e)NB

The H(e)NB shall have the following extra functions:

If the H(e)NB receives Session Management request from the H(e)NB GW/MME/SGSN, e.g. S1: Create Bearer Request, Iu:RAB assignment request, the H(e)NB will sent the requested “bandwidth requirements and QoS attributes” in the “Resource allocation Request” signalling to the H(e)NB PF via the T2 interface for admission control of the requested resources in fixed network.

After the H(e)NB receives the “Resource allocation Response” from the H(e)NB PF, the H(e)NB will admit or reject the S1 request based on the result from the H(e)NB PF. 

H(e)NB PF

After receives IPsec tunnel information from the SeGW, the H(e)NB PF shall initiate the S9* session establishment with BBF BPCF and forward the “IPsec tunnel information” together with the H(e)NB IP address allocated by the SeGW to the BBF BPCF in the S9* signalling. The “IPSec tunnel information” will be used as an identification of the fixed line to which the H(e)NB is connected, and is associated with the S9* session of the H(e)NB. The H(e)NB PF shall also store the mapping between the S9* session and the H(e)NB IP address allocated by the SeGW, the H(e)NB PF may also store the “IPSec tunnel information”.

The H(e)NB PF associates the “Resource allocation Request” received from H(e)NB with corresponding S9* session according to the H(e)NB IP address allocated by the SeGW, and forward the “Resource allocation Request” the BPCF via the S9* session. 

The H(e)NB PF discovers the BPCF serving the H(e)NB based on IPsec tunnel information.

BPCF

It is assumed that the BPCF can make a mapping between IP address used by the H(e)NB connection (outer IPSec header) and the physical line to which the H(e)NB is connected.
H(e)NB PF Select Function
In order to ensure that all sessions for a certain H(e)NB reach the same H(e)NB PF when multiple and separately addressable H(e)NB PFs have been deployed in one network, it is proposed that an optional logical function “H(e)NB PF Selection Function” is enabled.
When the H(e)NB PF Selection Function first receives a request from the SeGW for a certain H(e)NB PF, the H(e)NB PF Select Function selects a suitable H(e)NB PF for the H(e)NB and stores the map of the selected H(e)NB PF address and the H(e)NB IP address. Subsequently, the H(e)NB PF Selection Function can retrieve the selected H(e)NB PF address according to the H(e)NB IP address carried by the incoming requests from the H(e)NB.
When the H(e)NB is powered off, the H(e)NB PF Select Function shall remove the information about the H(e)NB.

The H(e)NB PF Selection Function can be located at the DRA.
* * * End of 2nd Change * * *  
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