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Abstract of the contribution:

This contribution is used to refine the architecture alternative 1 for the 3GPP-BBF interworking for the H(e)NB.
Discussion
In TR23.839, an architecture for H(e)NB-BBF interworking is introduced, which can be referred to figure 1.
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Figure 1: Present Architecture for H(e)NB-BBF interworking(non-Roaming)

In this architecture, the H(e)NB Policy Function (H(e)NB PF) acts as an Policy Interworking Function between 3GPP/H(e)NB System and BBF Access network. With H(e)NB PF, the BBF BPCF need to get “specific information” to identify the BNG serving the H(e)NB, and perform admission control based on the QoS requirements from H(e)NB PF.
But how can the H(e)NB PF get the said “specific information”, how does the BPCF execute admission control, and what are the detailed functions of the related network elements are still need to be studied.

This contribution proposes a more detailed Policy interworking architecture and the more detailed function description of the network elements and interfaces. 
The proposed architecture for H(e)NB-BBF interworking can be referred in figure 2. 
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Figure 2: Proposed Architecture for H(e)NB-BBF interworking(non-Roaming)

Two new interfaces are introduced in the proposed architecture. Interface T1 is between H(e)NB PF and SeGW, which is used to convey the IPsec tunnel information from SeGW to H(e)NB PF. Interface T2 is between H(e)NB and H(e)NB PF, which is used to convey the “Resource control” message, e.g. Resource allocation, modification, release, etc, to perform the service/bearer admission control. 
The detailed functions of the network elements are described as below:

SeGW

Except for the functions defined in TS33.320, the SeGW shall have the extra functions for the proposed architecture to work:
During the IPsec tunnel establishment procedure after the H(e)NB powers on, the SeGW shall send the IPsec tunnel information to the H(e)NB PF via the T1 interface, which is used to identify the BBF BPCF serving the H(e)NB, and will be forwarded to BBF BPCF to enable it to identify the backhaul to which the H(e)NB connects. 

H(e)NB:

The H(e)NB shall have the following extra functions:
If the H(e)NB receives Session Management request from the H(e)NB GW/MME/SGSN, e.g. S1: Create Bearer Request, Iu:RAB assignment request, the H(e)NB will sent the requested “bandwidth requirements and QoS attributes” in the “Resource allocation Request” signalling to the H(e)NB PF via the T2 interface for admission control of the requested resources in fixed network.

After the H(e)NB receives the “Resource allocation Response” from the H(e)NB PF, the H(e)NB will admit or reject the S1 request based on the result from the H(e)NB PF. 
H(e)NB PF:
After receives “IPsec tunnel information” from the SeGW, the H(e)NB PF shall initiate the S9* session establishment with BBF BPCF and forward the “IPsec tunnel information” together with the H(e)NB IP address allocated by the SeGW to the BBF BPCF in the S9* signalling. The “IPSec tunnel information” will be used as an identification of the fixed line to which the H(e)NB is connected, and is associated with the S9* session of the H(e)NB. The H(e)NB PF shall also store the mapping between the S9* session and the H(e)NB IP address allocated by the SeGW, the H(e)NB PF may also store the “IPSec tunnel information”.
The H(e)NB PF associates the “Resource allocation Request” received from H(e)NB with corresponding S9* session according to the H(e)NB IP address allocated by the SeGW, and forward the “Resource allocation Request” the BPCF via the S9* session. 

The H(e)NB PF discovers the BPCF serving the H(e)NB based on IPsec tunnel information.
BPCF:

It is assumed that the BPCF can make a mapping between IP address used by the H(e)NB connection (outer IPSec header) and the physical line to which the H(e)NB is connected. 
T1 interface:

Interface T1 is between H(e)NB PF and SeGW, and is used to convey IPsec tunnel information from SeGW to H(e)NB PF, which also serves as a trigger for the H(e)NB PF to initiate the S9* session establishment. 
In case the layer 3 security is not deployed in the network, the T1 interface is not needed. In that case, the H(e)NB will interact with H(e)NB PF directly, the source IP address of the H(e)NB will be the identification of the fixed line.

T2 interface:

Interface T2 is between H(e)NB and H(e)NB PF, and is used request admission control in fixed network for a certain service.
An example calls flow:

Bearer Activation when a UE attaches to EUTRAN via HeNB subsystem

The example procedure of bearer activation procedure for a UE attaches to EUTRAN via HeNB subsystem is depicted in figure 3.
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Figure 3 Bearer activation procedure for a UE attaches to EUTRAN via HeNB subsystem

Note: If a HeNB GW is required in the HeNB subsystem, the messages between the HeNB and the MME shall traverse the HeNB GW.
1. If the EPS bearer establishment is required (e.g. default bearer creation, dedicated bearer activation, or UE requested bearer resource modification), the PDN GW will send a Create Bearer Request/ Create Session Response message to the MME through Serving GW as defined in TS23.401.

2. The MME sends to the HeNB the Initial Context Setup Request message during the default bearer creation procedure,or the Bearer Setup Request /Session Management Request message during the dedicated bearer activation procedure and the UE requested bearer resource modification procedure. The messages shall contain the EPS Bearer Identity, the EPS Bearer QoS, as defined in TS23.401.

3. The HeNB sends the Resource Allocation Request (the EPS Bearer QoS) message to the H(e)NB Policy Founction.

4. The H(e)NB Policy Function requests the BPCF to perform admission control. The H(e)NB Policy Function finds the corresponding S9* Session context according to the H(e)NB IP address, and sends the GW Control and QoS Rule Provision (QoS information) message to the BPCF. 

5. The BPCF finds the HeNB’s access point in the BBF access network according to the “IPSec tunnel information”, and acquires the available resources at this access point. The BPCF takes into account the information contained in the QoS rule and the available resources at the HeNB’s access point, but the details for how admission control is performed in the BBF access is out of scope of 3GPP. 
The BPCF acknowledges the GW Control and QoS Rule Provision message by sending an GW Control and QoS Rule Provision Ack message to the H(e)NB Policy Function.
6. The H(e)NB Policy Function sends Resource Allocation Response to the corresponding HeNB.

7. The HeNB allocates the radio resource, and initiates radio bearer establishment.

8. As defined in TS23.401, the HeNB sends to the MME the Initial Context Setup Response message during the default bearer creation procedure,or the Bearer Setup Response /Session Management Response message during the dedicated bearer activation procedure and the UE requested bearer resource modification procedure.

Proposal:   
The following text is proposed to be added into TR23.839:
* * * Start of 1st Change * * *  
5.1.3.x
Architecture Alternative x – H(e)NB specific policies

5.1.3.x.1
General Principles

Since H(e)NB traffic is encapsulated within IPSec whilst traversing the BBF access, the BRAS/BNG is not able to recognise UE specific traffic when using the H(e)NB. The policies in this alternative are defined to be H(e)NB specific and therefore H(e)NB is responsible for the policy interactions.

The normal PCC architecture, servicing UEs, has no direct interaction with the 3GPP-BBF interworking solution. 

The architecture highlights the S9* interface between a H(e)NB policy function and the BBF PCF (BPCF) for H(e)NB access. The H(e)NB policy function performs control based on bearers (EPS bearers or PDP contexts) made visible to it.

The function of the S9* interface is to convey sufficient information to the BPCF to enable it to identify the BNG the H(e)NB connects to, and perform admission control based on the bandwidth requirements and QoS attributes of the bearers or aggregate of bearers with similar QoS characteristics being established.

The reference architecture focuses on the policy management aspects of the 3GPP-BBF interworking for the packet domain only.

NOTE 1:
UE policies applied at the PCRF and the P-GW are independent of H(e)NB policy function operations

NOTE 2:
There may be 2 S9* sessions for a single UE if the UE is simultaneously connected via H(e)NB and some other access means connected to the same BBF connection e.g. WLAN. 

NOTE 3:
An assumption is made that a mapping between IP address used by the H(e)NB connection (outer IPSec header) and the H(e)NB is made available to policy architecture.

5.1.3.x.2
Non-Roaming


[image: image4]
Figure 5.1.3.x.2-1 Non-Roaming

NOTE 1:
Not all the 3GPP reference points are shown or labelled in Figure 5.1.3.1.2-1.

NOTE 2:
The CS domain is not applicable for the H(e)NB.

5.1.3.x.3
Roaming – Home Routed Traffic

[image: image5]
Figure 5.1.3.x.3-1 Roaming – Home Routed Traffic 
NOTE 1:
Not all the 3GPP reference points are shown or labelled in Figure 5.1.3.1.3-1.

NOTE 2:
The CS domain is not applicable for the H(e)NB.

5.3.1.x.4
Roaming – Visited Access/LBO


[image: image6]
Figure 5.1.3.1.4-1 Roaming – Local breakout 
NOTE 1:
Not all the 3GPP reference points are shown or labelled in Figure 5.1.3.1.4-1.

NOTE 2:
The CS domain is not applicable for the H(e)NB.
5.3.1.x.5
Network elements
5.3.1.x.5.1      General
The 3GPP network elements are defined in details in 3GPP TS 23.401 and 3GPP TS 23.402.

The BBF network elements BRAS, BNG, RG, BPCF* are defined in details in BBF TR-058, TR-101, WT-145 [7] and WT-134.

The newly introduced and enhanced network elements are defined as below:

5.3.1.x.5.2      SeGW

Except for the functions defined in TS33.320, the SeGW has the extra functions:

If the IPSec tunnel between the H(e)NB and SeGW transverses NAT, the SeGW sends the IPsec tunnel information (IPSec tunnel outer IP address, H(e)NB IP address allocated by MNO) to the H(e)NB PF via the T1 interface during the IPSec tunnel establishment after the H(e)NB powers on. The IPSec tunnel outer IP address is used to identify the BBF BPCF serving the H(e)NB, and will be forwarded to BBF BPCF to enable it to identify the backhaul to which the H(e)NB connects. 

5.3.1.x.5.3      H(e)NB
The H(e)NB shall have the following extra functions:

If the H(e)NB receives Session Management request from the H(e)NB GW/MME/SGSN, e.g. S1: Create Bearer Request, Iu:RAB assignment request, the H(e)NB will sent the requested “bandwidth requirements and QoS attributes” in the “Resource allocation Request” signalling to the H(e)NB PF via the T2 interface for admission control of the requested resources in fixed network.

After the H(e)NB receives the “Resource allocation Response” from the H(e)NB PF, the H(e)NB will admit or reject the S1 request based on the result from the H(e)NB PF. 

5.3.1.x.5.3      H(e)NB PF
After receives IPsec tunnel information from the SeGW, the H(e)NB PF shall initiate the S9* session establishment with BBF BPCF and forward the “IPsec tunnel information” together with the H(e)NB IP address allocated by the SeGW to the BBF BPCF in the S9* signalling. The “IPSec tunnel information” will be used as an identification of the fixed line to which the H(e)NB is connected, and is associated with the S9* session of the H(e)NB. The H(e)NB PF shall also store the mapping between the S9* session and the H(e)NB IP address allocated by the SeGW, the H(e)NB PF may also store the “IPSec tunnel information”.

The H(e)NB PF associates the “Resource allocation Request” received from H(e)NB with corresponding S9* session according to the H(e)NB IP address allocated by the SeGW, and forward the “Resource allocation Request” the BPCF via the S9* session. 

The H(e)NB PF discovers the BPCF serving the H(e)NB based on IPsec tunnel information.

5.3.1.x.5.3      BPCF

It is assumed that the BPCF can make a mapping between IP address used by the H(e)NB connection (outer IPSec header) and the physical line to which the H(e)NB is connected. 
5.3.1.x.6
Reference Point
5.3.1.x.6.0
General
The reference point S1-MME, S1-U, S3, S4, S10, S11 are defined in TS 23.401 . The reference points S2b, S2c, S6a, S6b, SWx, SWa, SWm, SWn, SWu, SGi, Rx, Gxc are defined in TS 23.402. 

The newly introduced and enhanced network elements are defined as below:
T1 interface:

Interface T1 is between H(e)NB PF and SeGW, and is used to convey IPsec tunnel information from SeGW to H(e)NB PF.
T2 interface:

Interface T2 is between H(e)NB and H(e)NB PF, and is used request admission control in fixed network for a certain service data flow or bearer.

S9* interface:

It provides transfer of dynamic QoS control policies (QoS)  from the H(e)NB Policy Function to the  BBF Policy BPCF. The S9* is based on enhancement of S9 reference point for supporting interworking with BBF Policy Framework
* * * End of Change * * *  
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BBF Access Network





7. Radio resources allocation and radio bear establishment





6. Resouce Allocation Resp





 








3. Resouce Allocation Req


 








5 GW Control and QoS Rule Provision ACK





4. GW Control and QoS Rule Provision





 








8.  Bearer Setup Resp/Session Management Resp


/Initial Context Setup Resp








2. Bearer Setup Req/Session Management Req
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1. EPS  Bearer establishment 
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