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--- Proposed change to TS 182 025 clause 5.3 ---

5.3
Peering-based business trunking

5.3.1
General

This describes the architectural requirements for the connection of an Next Generation Corporate Network site (NGCN site) to the NGN using the IBCF as an entry point at the service layer.

Clause 8.4 of ES 182 023  shows the arrangement of the involved functional entities.
Optionally an UPSF and AS may be used to provide enhanced functionality as illustrated in figure 5.3.1 and figure 5.3.2. This is indicated in these figures by the dotted lines for the UPSF box and the AS box.
Editor’s note: the use of a UPSF for providing enhanced functionality is for further study.
Editor’s note: it is for further study how to invoke originating and terminating service in the IMS network. Specific considerations include:

· given that for peering based business trunking the NGCN may represent a lot of users and traffic, how does the architecture address scalability and load distribution;
· the Ic reference point is defined in ETSI TISPAN 282 001 as the interconnect between NGCN and NGN. This reference point does not exist in 3GPP.
Editor’s note: this specification may need to update the release 2 reference point name Ic to the reference point name Ici. This may need to be changed as well in ETSI TS 182 023.
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Figure 5.3.1 Originating Side with AS and UPSF
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Figure 5.3.2 Terminating Side with AS and UPSF
5.3.2
Used functional entities at the service layer

The main functional entities from the IMS service layer as specified in ES 282 007 that are used to realise peering‑based business trunking arrangements are as follows:

· routing function;
· IBCF;

· UPSF (if enhanced functionality is required);

· AS (if enhanced functionality is required).
Editor’s note: the use of a UPSF for providing enhanced functionality is for further study.
The routing function represents the routing capabilities available in IMS entities. In basic scenarios the routing capabilities of the Transit Function defined in TS 123.228 [17] clause 5.19 are sufficient while in more advanced scenarios where Application Servers have to be involved to provide enhanced functionality, the routing capabilities of one ore more CSCF are required. 
Editor’s note: the routing function is related to the CSCF functionality and the use of routing tables within the network is for further study this is not clearly specified in TS 23.228 or TS 24.229.
NOTE:
The above list includes only those entities where specific functionality is applied to realise business communication in this scenario. Entities which otherwise transport, but apply no special processing, e.g. BGCF, are not listed.
Editor’s note: the procedures applicable to the Ic, ISC and Ma references points need further study.

A description of specific procedures executed to provide peering-based business trunking can be found in clause 6.2.

5.3.3
Used reference points at the service layer

The main reference points from the IMS service layer as specified in ES 282 007  that are used to realise peering‑based business trunking arrangements are as follows:

· e2;
· Gq';
· Ic (this reference point forms the point of interconnection between the NGCN site and the NGN at the service layer);
· Mx;

· Cx (in case enhanced functionality is required);
· Sh (in case enhanced functionality is required);
· ISC or Ma (in case enhanced functionality is required).
NOTE:
The above list includes only those interfaces where specific protocol is applied to realise business communication in this scenario.

5.3.4
Used functional entities at the transport layer

The main functional entities from the transport layer as specified in ES 282 007 [Error! Reference source not found.] that are used to realise session-level virtual leased line arrangements are as follows:

· BGF (whether an I-BGF or a C-BGF performs this function requires further study).
NOTE:
The above list includes only those entities where specific functionality is applied to realise business communication in this scenario. Entities which otherwise transport, but apply no special processing, e.g. I‑CSCF, are not listed.

5.3.5
Used reference points at the transport layer

The main reference points from the transport layer as specified in ES 282 007 [Error! Reference source not found.] that are used to realise session-level virtual leased line arrangements are as follows:

· none identified.
NOTE:
The above list includes only those interfaces where specific protocol is applied to realise business communication in this scenario.

--- End of proposed change to TS 182 025 clause 5.3 ---

--- Proposed change to TS 182 025 clause 6.2.4.1 ---

6.2.4.1
General

The procedures for handling of requests to or from an NGCN especially applying to identities are very different depending on whether the NGCN is part of the same trust domain for asserted identities as the NGN or not. To highlight this clause has been split in a part that describes the procedure for:

· an NGCN not trusted by NGN;

· an NGCN trusted by NGN.

Trust domain for asserted identity is defined in RFC 3324 [22]. To be meaningful in a particular domain it requires the definition of a Spec(T) that specifies the requirements that all entities in the trust domain need to comply with. The Spec(T) that applies in the context of NGN is specified in ES 283 003 [5]. The Spec(T) to be used should be covered in the SLA.

A request will be identified in the IBCF as coming from an NGCN site relating to a particular enterprise by means of appropriate security associations required by the network domain security requirements specified in TS 187 003 [16].

NOTE:
3GPP TS 24.229-7.2A.6 defines the "orig" parameter as an URI-parameter intended to tell the S-CSCF that it has to perform the originating services instead of terminating services and to tell the I-CSCF that it has to perform originating procedures. 
In 3GPP TS 24.229 only insertion of this parameter by the AS is described, while in the proposed method for enhanced peering based trunking, as illustrated in the flows of informative Annex A.4, this "orig" parameter is also appended to the address of the S-CSCF, I-CSCF by the IBCF.

Editor's note: ETSI TISPAN should check the procedures in the IBCF in support of the interconnect with the NGCN. One impact already identified is the identification of an originating procedure from the IBCF. ETSI TISPAN may suggest 3GPP to include the IBCF as a possible source of the "orig" parameter in the operation clause (3GPP TS 24.229 - 7.2A .6.3), indicating to an I-CSCF that it concerns an originating request. 3GPP TS 24.229 clause 5.10.3.2 already supports the use of the “orig” parameter for IMS roaming.
--- End of proposed change to TS 182 025 clause 6.2.4.1 ---

--- Proposed change to TS 182 025 clause 6.2.6 ---

6.2.6
Business trunking application

6.2.6.1
General

Business trunking applications are realised by the intelligent routing function. In case a such services are offered to a specific enterprise the intelligent routing function associated with a connected NGCN site needs to be configured so that it performs the business trunking application services.

The intent of this clause is not to specify the detail of the individual services, but only to indicate some specific impacts on the protocol.

In order to provide these applications the intelligent routeing function then provides the procedures associated with an AS.
TS 181 019 [1] defines the business trunking application, this clause specifies protocol impact of the different applications.

6.2.6.2
Routing capabilities
6.2.6.2.1
Overview

See clause 6.1.6.2.1
6.2.6.2.2
Break-in
See clause 6.1.6.2.2.
6.2.6.2.3
Break-out

See clause 6.1.6.2.3.

6.2.6.2.4
Bulk rerouting

See clause 6.1.6.2.4.

6.2.6.3
Communication admission control

See clause 6.1.6.3.

6.2.6.4
Anonymous communication rejection

See clause 6.1.6.4.

6.2.6.5
Communication barring

See clause 6.1.6.5.

--- End of proposed change to TS 182 025 clause 6.2.6 ---

--- Proposed change to TS 182 025 clause A.4 ---

A.4
Signalling flows for call origination
Notes:

· In the flows of clause A.4. only most relevant headers are listed and the new or modified headers are marked green

· In the headers generic identifiers are used, indicated by square brackets. Actual implementation will replace these by their actual values (e.g. telephone numbers or domain names).

The flows presented in this clause are based on the following assumptions:
· the UPSF will contain the user profile of the NGCN;

· the examples are based on telephone numbers, but the intention is that the technique shown by these flows is applicable to generic SIP URIs.
Editor’s note: the list of assumptions underlying these flows in not exhaustive. Completion of the list is for further study.
Editor’s note: how email-style SIP URIs are supported is for further study.
Editor’s note: the presentation style of these flows need to be aligned with the other flows in this document.
A.4.1
Call from NGCN to NGN in case of peering based business trunking application
The signalling flow shown here corresponds with scenario 6, figure 8.4.1 from ETSI ES 182 023 [7].
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Figure A.2 - Peering based business trunking: involvement of AS in Call from NGCN to NGN
(1)
NGCN → IBCF
The NGCN (IP-PBX) uses as destination a public domain [DestDomain], which can be an FQDN in the request URI and for example an IP address in the From: or To: header or any combination. This depends on the type of IP-PBX dialect.
INVITE sip:[RequestNr]@[DestDomain];user=phone


To: sip:[RequestNr]@[DestDomain];user=phone


From: sip:[OrigDn]@[OrigCompanyDomain]

Contact: sip:[OrigDn]@[OrigIP]:[IpPort]

(2) 
IBCF → I-CSCF

The IBCF converts the [DestinationDomain] into an internal domain [OrigDomain].
Editor’s note: the reason for the change of domain name from [DestDomain] to [OrigDomain] needs clarification. This affects both the Request-URI and the To header.
The IBCF creates a P-Asserted-Identity (representing the NGCN) which is subsequently used by the S-CSCF to locate the appropriate Initial Filter Criteria. The P-Asserted-Identity uses the Global Directory Number [Gdn] of the enterprise (i.e. the generic default number of the enterprise) as user part.

The parameters ‘tgrp’ (trunk group) and ‘trunk-context’ are used in order to identify the appropriate originating trunk between the IP-PBX and the IBCF.
Note: The use of ‘tgrp’ and ‘trunk-context’ is an example of fulfilling the requirement for NGCN-site identification of 4.2 in ETSI TS 181 019 [1]
Editor’s note: the technique to be used as a means for NGCN-site identification is for further study. The suggested way of doing this via ‘trgp’ and ‘trunk-context’ may not be appropriate.
Editor’s note:The situation where the NGCN provides a P-Asserted-Identity is for further study.
Editor’s note: It may need to be clarified why is the domain in PAI set to OrigCompanyDomain?
INVITE sip:[RequestNr]@[OrigDomain];user=phone


To: sip:[RequestNr]@[DestDomain];user=phone


From: sip:[OrigDn]@[OrigCompanyDomain];

Route: sip:[I-Cscf].[OrigDomain];orig;lr


P-Asserted-Identity: sip:[Gdn]@[OrigCompanyDomain]

Contact: sip:[OrigDn];tgrp=[Tg];trunk-context=[OrgEnterpriseId]@[IbcfIP]:[IpPort]

The I-CSCF treats the INVITE message as originating message due to the use of the ‘orig’ parameter in the Route header.

(3) & (4)
I-CSCF ↔ UPSF

Cx query for CgPN - sip:[Gdn]@[OrigCompanyDomain]
Editor’s note: the procedure used by the I-CSCF for selecting the appropriate S-CSCF needs clarification.
Editor’s note: the procedure for selecton the S-CSCF is defined in 24.229. That is known.
What is missing is a description, which may the the following.
The I-CSCF sends a Cx Query with the value of the P-Asserted.Identity. The UPSF finds a match and returns the required S-CSCF capabilities. The I-CSCF selects a S-CSCF according to the method described in 3GPP TS 29.228
(5)
I-CSCF → S-CSCF-O

The S-CSCF treats the INVITE message as originating message due to the use of the ‘orig’ parameter in the Route header.

INVITE sip:[RequestNr]@[OrigDomain];user=phone


To: sip:[RequestNr]@[DestDomain];user=phone


From: sip:[OrigDn]@[OrigCompanyDomain]

Route: sip:[S-Cscf].[Location].[OrigDomain];orig;lr


P-Asserted-Identity: sip:[Gdn]@[OrigCompanyDomain]

Contact: sip:[OrigDn];tgrp=[Tg];trunk-context=[OrgEnterpriseId]@[IbcfIP]:[IpPort]

(6) & (7)
S-CSCF-O ↔ UPSF
The user profile is downloaded, because the user is user is not registered in this S-CSCF.
SAR/SAA

Note:
According to 24.229 procedures dowloading of profile is not supported (it is for AS and UE connected to P-CSCF).
(8)
S-CSCF-O → AS-O

The Application Server is invoked to perform the enhanced peering based trunking applications. Here the AS is used to perform various normalization of numbers, e.g. converting numbers in national format into numbers in international format (starting with +).
INVITE sip:[RequestNr]@[OrigDomain];user=phone


To: sip:[RequestNr]@[DestDomain];user=phone


From: sip:[OrigDn]@[OrigCompanyDomain]

Route: sip:[AppServer].[OrigDomain];lr


Route: sip:[S-Cscf].[Location].[OrigDomain];lr;[orgODI]

P-Asserted-Identity: sip:[Gdn]@[OrigCompanyDomain]

Contact: sip:[OrigDn];tgrp=[Tg];trunk-context=[OrgEnterpriseId]@[IbcfIP]:[IpPort]

Note: ODI = original Dialog Identifier 
(9)
AS-O → S-CSCF-O

The AS converts [RequestNr] (e.g. a number in national format) into [DestinationNr] (which is in international format starting with +), and it converts [OrigDn] (e.g. in national format) into [NormalizedOrgDn] (which is in international format starting with +).

The AS replaces the directory numbers in the P-Asserted-Identity: and From: header with validated and normalized numbers. In case the From: number does not match within the range for this enterprise, then the enterprise global Dn will be used in the From: header. 
Editor;s note: The AS has updated the contact. It is unclear why that is done? Doing so also requires the AS to be a B2BUA, ruling out the option to be a SIP Proxy.
Editor’s note: Shouldn’t the PAI, be set to the identity of the calli ng party? With the proposal below, the called party would always see the same number.
Editor’s note: It should be checked whether PAI-domain should be set to operator domain.
 INVITE sip:[DestinationNr]@[OrigDomain];user=phone


To: sip:[DestinationNr]@[DestDomain];user=phone


From: sip:[NormalizedOrigDn]@[OrigCompanyDomain];user=phone


P-Asserted-Identity: sip:[NormalizedOrigDn]@[OrigCompanyDomain]

Route: sip:[S-Cscf].[Location].[OrigDomain]; lr;[orgODI]


Contact: sip:[AsIP]:[IpPort]

(10) & (11)
S-CSCF-O ↔ ENUM

ENUM query for CdPN - [DestinationNr]


 & response: “e2u+sip”    with    sip:[DestinationNr]@[TermDomain]

Editor’s note: user=phone may be missing in response
(12)
S-CSCF → terminating side
Editor’s note: user = phone may be missing in RURI
Editor’s note: It should be clarified whether RFC3263 routing is used below. No route header is added.
INVITE sip:[DestinationNr]@[TermDomain]


To: sip:[DestinationNr]@[DestDomain];user=phone


From: sip:[NormalizedOrigDn]@[OrigCompanyDomain];user=phone


P-Asserted-Identity: sip:[NormalizedOrigDn]@[OrigCompanyDomain]

Route: sip:[I-Cscf].[TermDomain];lr

A.4.2
Call from NGN to NGCN in case of enhanced peering based business trunking application
The signalling flow shown here corresponds with scenario 6, figure 8.4. from ES 182 023 [7].


[image: image4.emf]IBCF I-CSCF UPSF S-CSCF AS-T

INVITE(1)

LIA(3)

LIR(2)

INVITE(4)

INVITE(5)

INVITE(6)

INVITE(7)

originating side NGCN IBCF I-CSCF UPSF S-CSCF AS-T

INVITE(1)

LIA(3)

LIR(2)

INVITE(4)

INVITE(5)

INVITE(6)

INVITE(7)

originating side NGCN


Figure A.3  Peering based business trunking: involvement of AS in Call from NGN to NGCN 
(1)
originating side → I-CSCF
Editor’s note: user =phone may be missing

Editor’s note: The termCompanyDomain may cause confusion on the use of domain names.
Editor’s note: It should be clarified why there is a Route header here and how is was added.
INVITE sip:[DestinationNr]@[TermDomain]

To: sip:[DestinationNr]@[TermCompanyDomain];user=phone


From: sip:[NormalizedOrigDn]@[SourceDomain];user=phone


P-Asserted-Identity: sip:[NormalizedOrigDn]@[SourceDomain]


Route: sip:[I-Cscf].[TermDomain];lr

(2) & (3)
I-CSCF ↔ UPSF

  LIR/LIA (DestinationNr)


  Terminating sip:[S-Cscf].[Location].[TermDomain]
Editor’s note: the assumption seems to be that there is a match HSS and user is registered in a certain S-CSCF, in which case the HSS returns a S-CSCF address.
However, rather then a domain name, it may be the case that it will return an IP-Address, because the I-CSCF routes to a specific S-CSCF instance.
(4)
I-CSCF → S-CSCF-T
Editor’s Note: If this is a destination number, then the I-CSCF will replace the SIP URI by a tel URI (See 24.229, ch 5.3.2.1). This would also impact the flows below.
Editor’s Note: The Route header is only included if the HSS did not have a match, which may be inconsistent with an earlier assumption that there was a match.
INVITE sip:[DestinationNr]@[TermDomain]

To: sip:[DestinationNr]@[TermCompanyDomain];user=phone


From: sip:[NormalizedOrigDn]@[SourceDomain];user=phone


P-Asserted-Identity: sip:[NormalizedOrigDn]@[SourceDomain]


Route: sip:[S-Cscf].[Location].[TermDomain];lr

(5)
S-CSCF-T → AS-T
Editor’s note: It may be the case that Route header will contain the IP-address of the S-CSCF.
INVITE sip:[DestinationNr]@[TermDomain]

To: sip:[DestinationNr]@[TermCompanyDomain];user=phone


From: sip:[NormalizedOrigDn]@[SourceDomain];user=phone


P-Asserted-Identity: sip:[NormalizedOrigDn]@[SourceDomain]


Route: sip:[AppServer].[TermDomain];lr


Route: sip:[S-Cscf].[Location].[TermDomain];lr;[termODI]

(6)
AS-T → IBCF
The Application Server converts the home domain [TermDomain] into the domain of the NGCN [TermCompanyDomain] in the Requrest URI. In addition it populates the Request URI of the ongoing INVITE message with ‘tgrp’ and ‘trunk-context’ parameters in order to indicate to the IBCF the appropriate trunk between the IBCF and the NGCN (IP-PBX).
The Application Server adds a Route header in order to route the call to the appropriate IBCF.
Editor’s note: It was suggested that there is no [3GPP] reference point in stage 2 for AS – IBCF. It should be checked whether something new should be proposed to 3GPP SA2.
Editor’s note: The use of the RURI to include identification of the NGCN site should be checked. It was suggested to move that to the Route header.
INVITE sip:[DestinationNr];tgrp=[Tg];trunk-context=[TermEnterpriseId]@[TermCompanyDomain]; user=phone

To: sip:[DestinationNr]@[TermCompanyDomain];user=phone


From: sip:[NormalizedOrigDn]@[SourceDomain];user=phone


P-Asserted-Identity: sip:[NormalizedOrigDn]@[SourceDomain]

Route: sip:[Ibcf].[Location].[TermDomain]
(7)
IBCF → NGCN
The IBCF will select the appropriate trunk based on the received ‘trgp’ and ‘trunk-context’ parameters. It will also convert the Request URI by removing the ‘trgp’ and ‘trunk-context’ parameters.
Editor’s note: It may be the case that the NGCN identification question described in one of the editor’s notes for the previousflow applies here.

Editor’s note: Clarification and/or further study may be needed to check if the routing procedures as defined in 24.229 for IBCF allow taking additional information into account, such as NGCN identity (tg/trunk-context).
INVITE sip:[DestinationNr]@[TermCompanyDomain];user=phone


To: sip:[DestinationNr]@[TermCompanyDomain];user=phone


From: sip:[NormalizedOrigDn]@[SourceDomain];user=phone
NOTE: The type of IP-PBX may require that the request URI, From: and To: header has a mixture of domain names, FQDN’s or IP addresses. This depends on the IP-PBX SIP dialect.

--- End of proposed change to TS 182 025 clause A.4 ---
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