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5
IP Flow Mobility procedures and flows

5.1
General

This section describes the IP flow mobility procedures for different scenarios. The call flows are described in a common way for I-WLAN and EPS and the procedures which are applicable to EPS only are marked as optional and identified as not applicable to an I-WLAN mobility deployment. Furthermore the call flows do not differentiate between trusted or untrusted accesses as the IP flow mobility procedures are common as soon as the UE configures a Care-of Address.

5.2
PDN connection establishment over first access

5.2.1
General

This clause specifies the additional UE procedures when establishing a PDN connection through a 3GPP or through a WLAN access when the UE supports IP flow mobility. In these flows it is assumed that the UE has not established the PDN connection through any access yet.

NOTE:
In the rest of the document the PDN connection establishment procedure is meant to be PDP context activation procedure in case of I-WLAN mobility architecture.

5.2.2
PDN connection establishment over 3GPP access

The UE performs the initial PDN connection establishment to a 3GPP access as shown in Figure 5.2.2-1. This procedure applies independently whether the UE attaches to EPS or GPRS.
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Figure 5.2.2-1 PDN connection procedure over 3GPP access

1.
The initial PDN establishment procedure is performed by the UE according to TS 23.401 [10] or TS 23.060 [11], depending if the PDN connection establishment is to EPS or GPRS. During this step an IPv4 address and/or an IPv6 address/prefix is assigned to the UE.

2.
The UE performs HA discovery, DSMIPv6 bootstrapping and the home link detection procedure as described in TS 23.402 [3] or TS 23.327 [4]. 
If the UE requests the home network prefix in the Protocol Configuration Option (as in TS 23.402 [3]), the UE shall requests in the Protocol Configuration Option an indication of HA support of IP flow mobility.
If the UE obtains the home network prefix using the IKEv2 procedure, the UE shall send an IKEv2 Notify Payload indicating IFOM support. The HA supporting IFOM shall include an IKEv2 Notify Payload confirming the IFOM support. 

If the HA does not support IFOM, the UE shall disable IFOM capabilities for that PDN connection.
NOTE 1:
The receipt of policies on IP flow mobility from the ANDSF of a given PLMN can be considered by the UE as an implicit indication that the Home Agents of that PLMN support IP flow mobility.

3.
If the UE detects it is not on the home link, the UE sends a DSMIPv6 Binding Update (HoA, CoA, Lifetime, BID) message to the HA as specified in RFC 5555 [2] and RFC 5648 [7]. The inclusion of the BID option at this stage is an indication that the UE supports IP Flow Mobility extensions. The UE may also include some FID options as described in draft-ietf-mext-flow-binding [8].



NOTE 2:
This step cannot happen in case IP flow mobility is used in EPS as 3GPP is always the home link in EPS.

4.
The HA validates the BU, installs the IP flow mobility routing rules, establishes the DSMIPv6 bindings and sends a BA to the UE per RFC 5555 [2], RFC 5648 [7] and draft-ietf-mext-flow-binding [8].
5.2.3
PDN connection establishment over WLAN

The UE performs the initial PDN connection establishment over a WLAN access as shown in Figure 5.2.3-1.


[image: image2.emf] 

       

      HA /   PDN GW  

AAA   

Proxy       

HSS/      

AAA       

UE      

     

h  PCRF      

4 . B inding  U pdate    

   

vPCRF       

Roaming Scenario      

 

3 . HA discovery, DSMIPv6   bootstrapping and Home Link Detection  

6 . Binding Acknowledgement   

 

1 .  WLAN link establishment and IP address assignment    

2.   GW control   s ession   and QoS rules provision   procedure  

5.   IP - CAN session establishment   procedure  

Trusted   non - 3GPP IP  Access/PDG/  ePDG  


Figure 5.2.3-1 PDN connection procedure over non-3GPP access

1.
The UE connects to the WLAN and configures an IPv4 address and/or an IPv6 address/prefix. Depending on the specific scenario considered the UE attaches either to a trusted WLAN, an ePDG via an untrusted WLAN or to a PDG via a I-WLAN access as specified in TS 23.402 [3] or TS 23.327 [4]. If the UE connects to PDG or ePDG, an IPv4 address and/or an IPv6 address/prefix is assigned to the UE.

2.
If the UE connects to a Trusted non-3GPP access and dynamic PCC is deployed, a GW control session may be established as specified in TS 23.203 [5].

3.
The UE performs HA discovery, DSMIPv6 bootstrapping and the home link detection procedure as described in TS 23.402 [3] or TS 23.327 [4].
During the home link detection procedure in IKEv2, the UE shall send an IKEv2 Notify Payload indicating IFOM support. The HA supporting IFOM shall include an IKEv2 Notify Payload confirming the IFOM support. 

If the HA does not support IFOM, the UE shall disable IFOM capabilities for that PDN connection.
NOTE:
The receipt of policies on IP flow mobility from the ANDSF of a given PLMN can be considered by the UE as an implicit indication that the Home Agents of that PLMN support IP flow mobility.
4.
If the UE detects it is not on the home link, the UE sends a DSMIPv6 Binding Update (HoA, CoA, Lifetime, BID) message to the HA as specified in RFC 5555 [2] and RFC 5648 [7]. The inclusion of the BID option at this stage is an indication that the UE supports IP Flow Mobility extensions. The BID option contains the Binding ID of the WLAN access. The UE may also include some FID options as described in draft-ietf-mext-flow-binding [8].
5.
If the HA function is located in the PDN GW and dynamic PCC is deployed, the PDN GW performs an IP-CAN session establishment procedure with the PCRF as specified in TS 23.203 [5].

6)
The HA validates the BU, installs the IP flow mobility routing rules, establishes the DSMIPv6 bindings and sends a BA to the UE per RFC 5555 [2], RFC 5648 [7] and draft-ietf-mext-flow-binding [8].
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5. IP-CAN session establishment procedure




















