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Problem Statement

The current version of 23.261 does not provide any way for the UE to know if the assigned PDN GW supports IFOM. The lack of any check can create corner cases where the IFOM procedures do not result in the expect behavior. For example let’s consider the following case:

· The UE is in 3GPP access with a VoIP session and a Youtube download

· A WLAN becomes available and based on operator policies the UE acts to move the Youtube download over WLAN

· The UE sends a BU with BID and FID options indicating to move the Youtube video to WLAN

· This BU has WLAN IP address as CoA because the UE has also to register the CoA 

· If the HA does not support IFOM, it does not support BID and FID mobility options and silently discard them based on IETF specification
· The HA will treat this BU as a normal handover BU

· All traffic including VoIP is moved to WLAN and this is not the expected behavior. 

The issue was described in detailed in paper S2-102034.

Possible approaches

Different approaches were discussed during the previous SA2 meeting and offline. 

1. Enhanced discovery. The UE indicates in some way to the network it is IFOM-capable so an IFOM-capable PGW can be selected. This can be done basically in two ways:

a. UE provides a IFOM indication to the MME. This approach is not viable as it requires MME changes 
b. Specific APNs are provided for IFOM. For example the prefix “ifom” could be configured by the operator for all APNs. This solution requires dedicated APNs and APN provisioning for IFOM which is not desirable for an operator due to extensive configuration needed. 

2. Capability check. The UE checks if the PGW supports IFOM capabilities. This procedure can be done in conjuction with the home link detection procedure. The home link detection procedure based on Release 8 specification can happen:

a. Via PCO

b. Via IKEv2

Alternatives for approach 2

AT SA2#79 it was agreed that the capability check should be the mechanism to use in order to avoid any dependency on new APN configuration for IFOM. However the actual mechanism to be used was not agreed. 

Three different approached can be identified: 

1. If Home Link Detection is performed using PCO (i.e. HNP is provided via PCO) then an IFOM capability flag is delivered to the UE via PCO if PDN GW supports IFOM. In this way the UE does not have to establish IKEv2/IPsec SAs for this purpose

2. If HLD is performed using IKEv2 (i.e. HNP is provided via IKEv2) then IFOM capability of PGW can be discovered in two ways:

a) With the creation of a home binding. The UE will send a BU creating only a home binding with a given BID. If the PDN GW accepts the home binding then the PDN GW supports IFOM. 

b) With a new IKEv2 Notify payload.

It is our opinion that alternative 1 is useful and should be standardized. However PCO extensions for DSMIPv6 are optional to implement and therefore alternative 1 cannot be the only solution.

On the two mechanisms that can be used for alternative 2, the difference seems minor. Defining a new Notify Payload deviates from the original IKEv2 specification even though saves a BU/BA exchange when on the home link, while creating a home binding creates some state in the PGW which is not used for data routing. 
Proposal

It is proposed to define two mechanisms to solve the issue:
· An extension to PCO when Home Link Detection is done via PCO

· A new IKE Notify Payload when Home Link Detection is done via IKEv2.

A formal CR to 23.261 is available at S2-10xxxx.
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