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1. Introduction

Since Release 7, policy control was focused on control of the QoS and/or charging down to the granularity of a single IP flow.  The 3GPP network allows only an operator/network controlled policy framework, i.e., all services requested by the user (either services performed by the UE or by an Application Server) are controlled by the PCRF.  The reason behind this principle is apparent since an operator controlled network will prevent misuse of the network from subscribers (e.g. subscriber running more services than allowed) and allow services to be offered on the subscriber based on the network’s capabilities.

However, there are cases where the subscriber needs to “take control” on the policies offered to his/her device(s).  There are many examples where the user needs to be actively in control on what services can be accessed by their devices.  Some cases are listed below:

· User would prefer to limit the amount of traffic used on certain days

· User would prefer to limit the access to high quality content after a certain time of the day

· User wants to restrict access to certain websites (child parental control)

· User wants to place restrictions on devices that have different subscriptions (i.e. a parent restricting usage on child’s device)

The user preferences (or restrictions) indicated above are only a few examples on how a user would prefer to run services on the mobile device.  Such user preferences are defined dynamically since the user may choose to remove or update policy preferences placed on the device on a day-by-day basis.  

The feature described above is inline with the scope of the study of Policy enhancements in Release 10 that is described in TR 23.813.  This contribution provides a new key issue to be included within TR 23.813 that will allow the user the capability to provide policy preferences or restrictions dynamically to the PCC infrastructure.  The subscriber will be able to indicate via the mobile device QoS and/or charging preferences/restrictions based on the services offered by the subscriber’s profile.  Note that the preferences or restrictions that the user provides to the policy framework do not override the user’s subscribed policy profile in the network. For example, the subscriber will not be able to indicate a preferred QoS that is higher than the the maximum QoS allowed on his/her subscriber package.  It is also important to note that the principle of operator/network controlled is still maintained as the PCRF will still be the entity that decides on the applicable PCC/QoS rules. The difference is that the PCRF will have to take into account an additional parameter (user policy preferences) when making policy decisions. 

Solutions on how such user preferences can be sent to the PCC infrastructure are also proposed.  It is proposed that the such dynamic user preferences to be sent to the network directly by the UE. The UE can sent additional parameters to indicate user policy preferences via the 3GPP infrastructure.  Such parameters can be sent via the access signalling (i.e. via the GTP protocol) or via IMS signalling (if the operator supports IMS).  An illustration of the solution is shown in Figure 1.
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Figure 1 – Example of dynamic user preferences sent by UE to PCRF

2. Proposal

It is proposed to agree the following changes to 3GPP TR 23.813.
* * * First Change * * * *

4.x
Key issue x: Dynamic user policy preferences
4.x.1

Description

Currently all policy decisions are network/operator controlled and made by the PCRF based mainly on the type of the application requesting for network resources, the subscriber profile and the QoS capabilities offered by the network (e.g. type access used – RAT type).  The subscriber does not have the capability to “influence” dynamically the policy decision by indicating a preferred usage of the network resources by the device.  In many cases a subscriber may want to place restrictions on how the device can access services from the network.  One example is parental control where the parent wishes to limit the amount of data downloaded or block access to certain websites after a certain time.  Such user preferences are defined dynamically since the subscriber may choose to remove or update policy preferences on a day-by-day basis.
This feature will allow the subscriber to indicate via the UE, QoS and/or charging preferences based on the subscriber’s policy profile.  The preferences or restrictions that the user provides to the policy framework do not override the user’s subscribed policy profile in the network. For example, the subscriber will not be able to indicate a preferred QoS that is higher than the the maximum QoS allowed on his/her subscriber package.  The principle of operator/network controlled is still maintained since the PCRF will still be the entity that decides on the applicable PCC/QoS rules. The difference is that the PCRF will have to take into account an additional parameter (user policy preferences) when making policy decisions. 

4.x.2

Alternative solutions

4.x.2.1
Alternative solution 1 – UE provided dynamic user policy preferences
User policy preferences are sent directly from the UE to the PCRF via the 3GPP infrastructure.  UE sends an additional parameter (Policy Profile) via 3GPP signalling that includes details on preferences and/or restrictions on the usage of the network by the device.  
The Policy Profile parameter can include details such as:

– Subscription details (e.g. IMSI of the subscriber to impose restrictions) 
– QoS limit (limit QCI, GBR or MBR to a specific value – one example is restricting access to high QoS content)

– Data usage limit (the maximum amount of data the device can download)

– Time usage limit per day (access to the network is limited at certain amount of time in the day)

– Banned websites/ports/IP addresses (firewall)

Policy Profiles can be:

· Static: 

Pre-defined policy profiles stored in the database that are either defined by the operator, or configured by the subscriber (e.g. via a web portal).  Static profiles are either activated by the UE or by the database based on the subscriber’s profile
· Dynamic:
Policy Profiles sent directly from the UE.  UE includes all required parameters that define the Policy Profile (e.g. Subscription Details, QoS Limit).
There are different options on how the policy profile parameter can be sent to the PCRF 

· UE includes additional parameter within the access signalling (e.g. via the GTP protocol)
·  For 3GPP-based GTP networks policy profile is received by the PCRF via Gx interface

· For 3GPP-based PMIP and non-3GPP networks policy profile is received by the PCRF via the Gxx interface

· UE includes additional parameter within IMS signalling (if IMS is supported)

· PCRF receives Policy Profile from the AF via Rx interface

· If UDC architecture is supported, the PCRF can receive the Policy Profile parameter directly from the UDR
Editor’s Note: 
The details on how the Policy Profile parameter is sent to the PCRF is out of scope of this specification
The PCRF by receiving the Policy Profile parameter shall locally store it until the UE detaches from the network.  The PCRF shall use this parameter as input for policy decisions when a new resource request is sent to the PCRF.  The PCRF rejects a request if the resource requested override the restrictions indicated within the Policy Profile.
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